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Abstract of the contribution:

Operators may want to have fine-grained control whether or not to offload specific communications. Such traffic handling can be per APN, per IP flow, per application, or per a combination of some of them. It can be performed by different network entities (e.g., H(e)NB, Local GW/TOF, UE, etc). The solutions should consider UEs supporting multiple APNs and those with single APN. This contribution describes some possible methods and discusses them.


Discussion

…

Proposal

We propose to capture the above conclusions in TR 23.829 as sketched below.

Start of 1st Change

Annex X 
Evaluation of Methods for Operator Control of SIPTO Traffic

A.x.1 
General

There are different views on the following aspects when determining SIPTO handling. This section documents different aspects on these issues in an attempt to clarify the issues.

-
At what granularity shall SIPTO control be performed?

-
Where SIPTO routing policies shall be enforced?

-
How shall SIPTO routing policies be communicated/configured?

A.x.1.1 
SIPTO traffic control granularity

Possible levels of SIPTO traffic control granularities are:

-
per APN: All traffic of a certain APN (e.g. Internet) is subject to offload.

-
per application protocol: Traffic associated with certain application protocols (e.g. identified based on transport protocol type and port number) is subject to offload.

-
per destination IP address: Traffic is offloaded based on the destination IP address (range).

A.x.1.2
Enforcement of SIPTO Routing Policies

Depending on the SIPTO solution and need for enforcement of routing policies, it may be performed by different entities, for example:

-
by the UE;
-
by a network entity.
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