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Introduction
The inter-system mobility policies, as currently specified in TS 23.402, are operator-defined rules that are used by the UE to

(i) decide when inter-system mobility is allowed or restricted; and

(ii) select the most preferable access technology type or access network that should be used to access EPC.

An example of such policies is shown below in Figure 1.
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Figure 1: An example of inter-system mobility policies
To satisfy the requirements of IP Flow Mobility, it has been agreed that we need to extend the ANDSF policies defined so far and support policies that can be used by a UE capable to operate multiple RATs simultaneously to

(i) decide through which access technology IP flows shall be preferably routed.

To accomplish this, new policies are envisioned which can take the form shown in Figure 2 (just an example).
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Figure 2: An example of IP Flow mobility policies
It is assumed here that we don’t extend the existing inter-system mobility policies (shown in Figure 1) but we rather introduce a new type of policies (shown in Figure 2). 
The inter-system mobility policies (defined in Rel-8) and the IP Flow mobility policies (defined in Rel-10) can co-exist and can be used as follows:

· The inter-system mobility policies indicate to UE which access networks (in priority order) shall be preferably used to access EPC when certain conditions apply (i.e. when the Validity Conditions are true). 
· When the UE can use only a single RAT, either because it does not have multiple RAT capabilities or because the user has disabled all but one RAT, then the UE tries to use the most preferable RAT to access EPC, as per the inter-system mobility policies. 
· When the UE can support multiple RATs simultaneously, a similar behaviour is envisioned unless the UE has also received (or has pre-configured) IP Flow Mobility policies. In other words:

· When the UE has only inter-system mobility policies, it tries to use only a single RAT (or access network) to access EPC. This RAT (or access network) shall be the most preferable RAT that is available. 

· When the UE has both inter-system mobility policies and IP Flow Mobility policies, then the UE can use multiple RATs to access EPC, as per the IP Flow Mobility policies, assuming of course that these RATs are not restricted by the inter-system mobility policies (this is a mis-configuration case that should be avoided by the operator). 
An example of inter-system mobility policies and IP Flow mobility policies that can be sent to UE is shown in Figure 3. Based on these policies, the UE behaviour will be as follows:

· The UE shall try to discover and select the WLAN with SSID=x (if available) according to the access preferences in the inter-system mobility policy. 
· If the UE can operate only WLAN for data transmission, then the UE routes all IP flows through WLAN, for any APN. 
· If the UE can operate the WLAN and 3GPP access simultaneously, then it will route IP flows for APN=gladiator.com either to WLAN or to 3GPP access based on the routing filters in the IP Flow mobility policy. IP flows for any other APN shall preferably be routed to WLAN based on the inter-system mobility policy (because in this case the IP Flow mobility policy is not valid).
· In case no WLAN is available, the UE shall route all IP flows to 3GPP access for any APN. If, subsequently, WLAN connectivity becomes available, the UE shall move all existing IP flows to APN=gladiator.com that match Routing Filter2 (if any) from 3GPP access to WLAN access. This is a typical scenario of WLAN offload.
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Figure 3: Co-existence of inter-system mobility and IP flow mobility policies.

Conclusion

As a conclusion, we believe that we should define a new category of policies for IP Flow Mobility (the so-called “IP Flow Mobility” policies) and we should not change the existing structure of the Inter-System Mobility policies defined in Rel-8/Rel-9 specifications.

By doing so:

· A cleaner solution is used to enable IP flow mobility

· Backwards compatibility issues are easily resolved. For example, a Rel-8 UE receiving Rel-10 ANDSF policies can discard the IP Flow Mobility policies, if they exist.

· It is not necessary for the ANDSF to know if the UE supports IP Flow Mobility or not. If the ANDSF is Rel-10 compliant and supports IP Flow Mobility policies, it may send these policies to all UEs under the assumption that pre-Rel-10 UEs will discard the IP Flow mobility policies. Therefore, if there is no other reason for the ANDSF to know the IP flow mobility capabilities of the UE, then these capabilities may not be communicated to the ANDSF and thus the solution becomes simpler.
We implement the above concept by proposing the following changes to TS 23.261 v0.1.0.

******************** Proposed Changes to TS 23.261 v0.1.0 ********************

4.3.2
Policy provisioning for Inter-system mobility and WLAN offload 

As specified in TS 23.402 [3], the UE may be provisioned with two sets of information:

Inter System Mobility policies; and 
Access Network Discovery Information.

In order to fulfil the requirements of IP flow mobility and WLAN offload, a third set of information is also specified in TS 23.402 [2]:
IP Flow Mobility policies.
The IP Flow Mobility policies is a set of operator defined rules that indicate to UE through which access technology IP flows shall be preferably routed. Every IP Flow Mobility policy may be associated with one or more validity conditions, which indicate when this policy is valid. Such validity conditions may include a specific APN, a specific IP Flow Class, a specific APN and a specific IP Flow Class, etc.
The inter-system mobility policies, the access network discovery information and the IP flow mobility policies are provided to the UE by the operator, either through the ANDSF or by means of static pre-configuration of the UE.

Editor's note: the applicability of the ANDSF to I-WLAN interworking is FFS.


For IP flows that are routed over WLAN, the IP Flow Mobility policies may also specify whether the traffic shall preferably be routed through the HA or directly via the WLAN access, bypassing the HA.

The normative procedures for ANDSF and UE can be found in TS 23.402 [3].

Editor's note: the normative procedures for policy provisioning for IP Flow Mobility and WLAN offload are expected to be included in TS 23.402 as the work progresses.
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