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1 Introduction
During RAN3#66, RAN3 discussed the handling of CSG Expiry. An email discussion followed, which resulted in a Liaison Statement to SA1 and SA2, as per ‎[1].
This paper analyses the requirements of the wanted functionality and the currently available support in RAN3 specifications and concludes that the SA1 requirement is already covered without the need to introduce exceptional handling of the S1AP and RANAP procedures.
2 Discussion
2.1 SA1 requirements

The following is stated in [4], Cl. 5.3.2:
-
For temporary members, it shall be possible to limit the period of time during which the subscriber is considered a member of a CSG (granted access rights). It shall be possible to configure a time period for each temporary member.

-
The time period shall be configurable by the CSG manager and/or the operator operating the CSG and shall span from 1 decihour to several days. Unlimited membership to the CSG is allowed.

-
When a CSG is no longer considered available to provide services, except for emergency calls (i.e. due to time period expiry or removal of the CSG membership), it shall be possible to continue the established communication in another cell not belonging to this CSG.
2.2 Current specification support

2.2.1 E-UTRAN
RAN3 agreed to introduce the CSG Membership Status in the S1AP UE CONTEXT MODIFICATION REQUEST message. This is visible in ‎[2] as follows:


[image: image1.emf]9.1. 4.8   UE CONTEXT MODIFICATION REQUEST   This message is sent by the MME to provide UE Context information changes to the eNB.   Direction: MME    eNB   IE/Group Name  Presence  Range  IE type and  reference  Semantics  description  Criticality  Assigned  Criticality   Me ssage Type  M   9.2.1.1   YES  reject   MME  UE S1AP ID  M   9.2.3.3   YES  reject   eNB  UE S1AP ID  M   9.2.3.4   YES  reject   Security Key  O   9.2.1.41  A fresh  KeNB is  provided  after  performing a  key - change  on the fly  procedure in  the MME,  see [15]  YES  reject   Subscribe r Profile ID for  RAT/Frequency priority  O   9.2.1.39   YES  ignore   UE Aggregate Maximum  Bit Rate  O   9.2.1.20   YES  ignore   CS Fallback Indicator  O   9.2.3.21   YES  reject   UE Security Capabilities  O   9.2.1.40   YES  reject   CSG Membership Status  O   9.2.1.73   YES  ignore    

The CSG Membership Status specifies the membership status of a UE to a particular CSG, i.e. whether the UE is a member or not.
Hence it can be seen that the necessary support to enable EPC to signal to E-UTRAN that a CSG membership has expired in order to meet SA1 requirements is already in place.

A rough sketch of the possible information flow in E-UTRAN for the case of closed access mode is shown in Figure 1 below.
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Figure 1 Possible information flow in E-UTRAN for the case of closed access mode.

In case of hybrid access mode, the information flow is very similar. The only difference is in step 3: the HeNB may decide to continue serving the UE but without “preferential” treatment, without triggering a HO. In this case, MME shall not trigger context release.
2.2.2 UTRAN

The mechanism described above has not been defined in the same way in the UMTS system, as the UE Context Modification procedure does not exist in ‎[3]. The support is though present by means of the Common ID procedure, as can be seen below:


[image: image3.emf]9.1.24   COMMON ID   This message is sent by the CN to inform the RNC about the permanent NAS UE identity for a user. It may include  additional information.   Direction: CN    RNC.   Signalling bearer mode: Connection oriented.   IE/Group Name  Presence  Range  IE type  and  reference  Semantics  description  Criticality  Assigned  Criticality   Message Type  M   9.2.1.1   YES  ignore   Permanent NAS UE Identity  M   9.2.3.1   YES  ignore   SNA Access Information  O   9.2.3.24   YES  ignore   UESBI - Iu  O   9.2.1.59   YES  ignore   Selected PLMN Ide ntity  O   9.2.3.33   YES  ignore   Subscriber Profile ID for  RAT/Frequency priority  O   9.2.1.86   YES  ignore   SRVCC operation possible  O   9.2.1.87   YES  ignore   CSG Membership Status  O   9.2.1.92   YES  ignore    

The associated RAN behaviour is described as follows:

“If the CSG Membership Status IE is included in the COMMON ID message the RAN may use such information to perform differentiated treatment for member and non-member UEs.”

It can be seen that the current standard meets the SA1 requirements also for the UTRAN case, without the need of further standardization efforts.

The approach for UTRAN is very similar to the one shown for E-UTRAN in Figure 1 above.
2.3 Alternative approach
2.3.1 Description

During previous discussions in RAN3 and according to SA2 discussions, it was proposed to introduce exceptional handling of the Iu Release and UE Context Release procedures, in a way that such procedures, instead of a release of the UE, would in particular cases not trigger a release, but possibly a Handover.

This handling is easily demonstrated as being exceptional, because the current specifications state:

S1AP:

‘Upon reception of the UE CONTEXT RELEASE COMMAND message, the eNB shall release all related signalling and user data transport resources and reply with the UE CONTEXT RELEASE COMPLETE message.’

RANAP:

‘After the IU RELEASE COMMAND message has been sent, the CN shall not send further RANAP connection-oriented messages on this particular connection.’
2.3.2 Drawbacks with alternative approaches

2.3.2.1 Backwards compatibility and ambiguity
The above approach is not only requiring exceptional handling, it is also not backwards compatible and ambiguous as it introduces uncertainty on the expected CN/EPC behaviour for all cases except if the RNC/eNB replies with a XX RELEASE COMPLETE message.

There is further ambiguity in allowing the exceptional handling to take place, as given there is already a solution in the RAN3 specifications, it would be possible to cover the same requirements in two ways.

2.3.2.2 Procedure hierarchy and CN/EPC complexity

One thing that was claimed was simplified CN/EPC state machines if the exceptional release handling is adopted instead of the already specified mechanism (which is there anyhow).

However, given the currently defined procedure hierarchy would be broken in case such approach was adopted (as known, release procedures take precedence over all other procedures on S1 and Iu), it would require a new state in CN/RAN. It may also require another new state in MME and RAN to handle the release if handover is triggered. In practice we may end up needing a new procedure to take back the release handling to its original role or modify the Reset procedure or similar approaches.
2.3.2.3 Inter-operability concerns
As already mentioned above, applying an exceptional handling of the Iu Release and UE Context Release procedures is ambiguous in itself. But considering that it was shown in sub clause 2.2 that the necessary support is already specified in RAN3 specifications, adding such exceptional handling would also allow implementations to take either one or the other of these approaches. In practice it would be possible for an eNB implementation to ignore any exceptional handling of UE Context Release because it can rely on the fact that membership status changes would be signaled via UE Context Modification, as the current S1AP states, while an MME could be implemented so that it would only signal membership expiration via ‘special’ release handling. That would make easily for a broken feature while both nodes would be standard compliant.
More over, for hybrid access mode, an eNB not understanding the modified handling of the UE Context Release, would end up releasing the UE, which is the least desirable outcome and against the very definition of hybrid access mode.

Such approaches are best avoided.
3 Conclusion and Proposal
Considering the discussion in sub clause 2, it is concluded that:
· SA1 requirements on temporary CSG subscription expiry are already covered by RAN3 specifications;
· Exceptional handling of Iu Release and UE Context Release procedures in therefore not necessary;

· Exceptional handling of Iu Release and UE Context Release procedures create inter-operability/compatibility issues;

· Exceptional handling of Iu Release and UE Context Release procedures create ambiguity;

· Exceptional handling of Iu Release and UE Context Release procedures affect the currently defined procedure hierarchy;

· Exceptional handling of Iu Release and UE Context Release procedures does not simplify state handling in CN/EPC, it could actually make it more complex.

Hence, it is proposed that RAN3 agrees that there is no need to modify the RAN3 specifications to meet SA1 requirements.
If agreement is reached, it is proposed to liaise the relevant WGs to inform them of the outcome of the discussion. A draft LS is submitted in ‎[5].
4 References

[1] R3-093413 ‘LS on temporary CSG subscription expiry’;
[2] TS 36.413 V9.1.0.
[3] TS 25.413 V9.1.0.
[4] TS 22.220 V10.0.0.
[5] R3-100369, Draft LS on handling of temporary CSG expiry, Ericsson.












































































1/5
2010-01-11

_1322378776.doc
9.1.24
COMMON ID


This message is sent by the CN to inform the RNC about the permanent NAS UE identity for a user. It may include additional information.


Direction: CN ( RNC.


Signalling bearer mode: Connection oriented.


		IE/Group Name

		Presence

		Range

		IE type and reference

		Semantics description

		Criticality

		Assigned Criticality



		Message Type

		M

		

		9.2.1.1

		

		YES

		ignore



		Permanent NAS UE Identity

		M

		

		9.2.3.1

		

		YES

		ignore



		SNA Access Information

		O

		

		9.2.3.24

		

		YES

		ignore



		UESBI-Iu

		O

		

		9.2.1.59

		

		YES

		ignore



		Selected PLMN Identity

		O

		

		9.2.3.33

		

		YES

		ignore



		Subscriber Profile ID for RAT/Frequency priority

		O

		

		9.2.1.86

		

		YES

		ignore



		SRVCC operation possible

		O

		

		9.2.1.87

		

		YES

		ignore



		CSG Membership Status

		O

		

		9.2.1.92

		

		YES

		ignore
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3. HeNB decides whether HO to another CSG cell is possible; if so, it sends HO REQUIRED to MME


5. UE CONTEXT RELEASE COMMAND


7. UE CONTEXT RELEASE COMPLETE


In case UE is not handed over, HeNB initiates UE Context Release


6. RRC Connection Release


4. UE CONTEXT RELEASE COMMAND
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In case HeNB does not initiate Handover Required nor UE Context Release
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9.1.4.8
UE CONTEXT MODIFICATION REQUEST


This message is sent by the MME to provide UE Context information changes to the eNB.

Direction: MME ( eNB

		IE/Group Name

		Presence

		Range

		IE type and reference

		Semantics description

		Criticality

		Assigned Criticality



		Message Type

		M

		

		9.2.1.1

		

		YES

		reject



		MME UE S1AP ID

		M

		

		9.2.3.3

		

		YES

		reject



		eNB UE S1AP ID

		M

		

		9.2.3.4

		

		YES

		reject



		Security Key

		O

		

		9.2.1.41

		A fresh KeNB is provided after performing a key-change on the fly procedure in the MME, see [15]

		YES

		reject



		Subscriber Profile ID for RAT/Frequency priority

		O

		

		9.2.1.39

		

		YES

		ignore



		UE Aggregate Maximum Bit Rate

		O

		

		9.2.1.20

		

		YES

		ignore



		CS Fallback Indicator

		O

		

		9.2.3.21

		

		YES

		reject



		UE Security Capabilities

		O

		

		9.2.1.40

		

		YES

		reject



		CSG Membership Status

		O

		

		9.2.1.73

		

		YES

		ignore






