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1
Introduction
This contribution provides method for IPv6 prefix translation and removes the FFSs of IPv6 prefix translation in solution 2 and solution 4.
2
Discussion

The solution 2 and solution 4 are all NAT based methods. When the 2 solutions are used in the network, 3 scenarios related to IPv6 might exist considering the different IP version realms of two sides of the NAT GW,

· From IPv6 (PDP Context or UE IP address allocated by GGSN/PGW) to IPv4 (IP network of service, e.g. Internet or home based network);

· From IPv4 to IPv6;

· From IPv6 to IPv6.

For the first and second scenarios, the GGSN and PGW may also need to support NAT between IPv4 and IPv6 and vice-versa when the IP version of UE is not same as the IP version of Server in the PDN network. Currently, there have been many drafts to resolve the NAT between IPv4 and IPv6 and vice-versa in the IETF, and IETF are working to standardize some of them to resolve foreseen problem in communication between IPv4 network and IPv6 network. 
For the third scenario, the Transport and Internet Area Directors of IETF have rejected the NAT66 draft to be a formal document of IETF. The NAT66 document is suggested by Transport and Internet ADs to be published as an independent submission as a reference. To a certain extent, the reason of reject is that IETF thinks many requirements of NAT in IPv6, such as amplifying address space, are not needed in IPv6. Some other advantages of IPv4 NAT, such as topology hiding and simple network security are not strong to standardize the IPv6 NAT. But there are still many discusses in IETF as well as requirements from industry which support the standardization of IPv6 NAT to direct network implementation. Thus, it is foreseen that there will still be many networks in which IPv6 NAT plays an important role. In case the IPv6 NAT is needed in SIPTO, even if the IPv6 NAT is not standardized in IETF, we have not seen any complicated problem to apply IPv6 NAT by implementation in offload points of solution 2 and solution 4. An internal IPv6 NAT GW with private address translation mechanism in the offload points of solution 2 and solution 4 could be transparent between the UE and the counterpart for most of the IP traffics. For example, in solution 4, the TOF with IPv6 NAT GW could substitute the IPv6 prefix of the offload IP traffic with the IPv6 prefix of TOF for uplink and vice-verse for downlink, and the TOF keeps the IPv6 prefix translation table for the offload IPv6 traffics.
Therefore, we propose to delete the FFSs of IPv6 prefix translation in solution 2 and solution 4.

3
Proposal
Based on the above discussion the following changes are proposed in TR 23.829 (Local IP Access and Internet offload).
* * * 1st Change * * * *
5.3.2
Architectural principles

-
UEs are only required to activate one PDN connection for LIPA, SIPTO, and traffic going through the mobile operator's Core Network;
-
The Home (e)NodeB Subsystem has the ability to drag/insert the LIPA and SIPTO traffic from/into PDN connection per operator policies (e.g. destination address, port number, etc.);
-
There is a NAT inside the Home (e)NodeB Subsystem to ensure returning LIPA and SIPTO traffic reaches H(e)NB despite topologically incorrect source address. If IPv6 NAT is required, the NAT function can perform translation between the UE’s IPv6 prefix and the prefix associated with the NAT function for uplink and downlink traffic;
-
Pre-Rel9 UEs that support single PDN connections may simultaneously access LIPA, SIPTO and the mobile operator's Core Network;

-
For a PDN connection initiated by a UE connected to a H(e)NB, the MME/SGSN shall decide whether LIPA or SIPTO is enabled depending on the subscription data and operator policy;

-
A dedicated APN may be used to indicate that the PDN connection established through this APN is for LIPA or SIPTO. All the traffics associated with this PDN connection are offloaded.
5.3.3
Paging and Mobility Support

-
If the LIPA or SIPTO function is enabled by the MME/SGSN for the UE's PDN connection, the MME/SGSN indicates the public IP address of PGW/GGSN to H(e)NB;

-
When H(e)NB receives a downlink LIPA or SIPTO packet it does not know how to deliver (e.g. when the UE is in idle mode, or when the UE has moved out of the H(e)NB coverage), it tunnelled the packet to the P‑GW/GGSN after NAT‑ting the packet and the P-GW/GGSN delivers it as non-LIPA or SIPTO traffic;

-
The interface needs to be connected via the Internet.
5.3.4
Open issues

For this solution, the only requirements are NAT and routing functionalities for the HNB.
The solution has the following issues as FFS:

-
It is FFS on addressing the possibility that the private IPv4 address of the home IP devices conflict with operator’s services which using private IPv4 addresses;
-
It is FFS whether the NAT function can be standalone, i.e. not collocated with the H(e)NB;


-
How to provision H(e)NB the LIPA/SIPTO policy is an open issue.

* * * 2nd Change * * * *
5.5.4
Offload procedure
-
TOF inspects both NAS and RANAP messages to get subscriber information and establish local UE offload context.
-
TOF inspects both NAS and RANAP messages to get PDP context information and establish local session offload context.
-
TOF decides the offload policy to be applied based on above information during e.g. attach and PDP context activation procedures.

-
During the data transfer procedure, TOF performs necessary SPI or DPI to uplink traffic.

-
TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic if offload policy is matched. If IPv6 NAT is performed, the TOF can substitute the prefix of source address of the uplink packet with the prefix associated with the TOF.
-
TOF performs reverse NAT to the received downlink offload traffic and inserts it back to the right GTP-U tunnel. If IPv6 NAT is performed, in the reverse direction, the TOF can substitute the prefix of destination address of the downlink packet with the prefix of the UE.
-
TOF removes session offload context when the APN which the IP traffic associated with it is to be offloaded and all the PDP contexts associate with that APN are deactivated.
-
TOF removes session offload context when the APN which the IP traffic associated with it is to be offloaded and all the PDP contexts associate with that APN are deactivated.
-
The inactivity timer is reset and started with its initial value when the PS signalling connection between the MS and the network is released. The inactivity timer is stopped when the PS signalling connection is established between the MS and the network.
-
When inactivity timer expires, the TOF removes the offload contexts including the UE offload context and the session offload context.
-
When TOF is configured not to perform paging, TOF discards received downlink packets.

-
When TOF is configured to perform paging and when TOF receives downlink offload packets for idle mode UE, it constructs and sends paging message to connected RNC(s). When TOF receives Service Request message from the UE as paging response, it modifies the service type IE to Data, then forwards it to SGSN. TOF discards the downlink offload packets if there is no corresponding local context.



* * * End of Change * * * *
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