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This contribution provides a response to comments raised against IMS HNB Alternative 4 in Cabo in tdocs S2-096953 and S2-096967 (not presented) and recommends text for the Assessment and Conclusion sections of TR 23.832.
Discussion

This section focuses on responding to remarks raised in S2-096953 and S2-096967 regarding IMS HNB Alternative 4. This is followed by proposed P-CR text for the Assessment and Conclusion sections of TR 23.832 that incorporates agreed points from the preceding tdocs.

The following table takes text verbatim from S2-096953 and adds a column for an ALU response on each topic. In summary, this tdoc has many valid observations, but ALU considers some points to be out-of-date based on agreements in Cabo, and considers other points to be exaggerated or misleading.

	Topic
	Current Status
	Remarks
	ALU remarks

	IMS registration
	Based on IMSI screening
	Need to capture the security contexts by resetting CKSN –

-> implies local database for iMSI/CK/IK/TMSI mapping.

-> implies high security requirement to this node
	Alt 4 was enhanced in Cabo (S2-097297) to support optional notification of ICS flag to IHAF to duplicate 23.292 procedures if required by local policy. Requires RANAP change for optional notification. Security context not needed in IHAF. CKSN reset only used to force re-authentication as needed. Needed security parameters are provided by existing messages. The only changes required are to remember CK/IK until next authentication and to rely on IHAF to trigger some of the periodic re-authentications.

	IDLE mode mobility
	May not always aware on the true location of the UE. IMS is de-registered based on IMS registration timer expiration. UE may not be registered to new NHB if it is using the same LA.
	TR contains an optional procedure for MSC to signal IHAF that UE has left the HNB area so IHAF can deregister the UE from IMS. This impacts Iu-cs. Leaving IHAF registration in IMS when UE is out of reach can cause delay in call termination routine. 
	Release 8 MSC has a similar issue if the HNB uses the same LA. RANAP change required for optional notification. 

	Connected mode mobility
	IHAF becomes the Anchor MSC for HO procedure with target MSC using CS HO procedure
	IHAF is now adding the Anchor MSC and MAP functionality for HO interworking. It is transforming into a MSC. 
	The IHAF reuses a small subset of procedures already defined for the MSC, thus minimizing new specification work.

	Domain selection function for MO
	Relay or buffer 24.008 until SETUP arrives.
	In relay scenario, MSC is involved until Iu release is received. 
	MSC is involved only when re-authentication or CSG re-authorization is needed.

	Domain selection function for MT
	T-ADS in the SCC AS should be enhanced to keep track of the likely location when multiple registrations existed. Retry when needed.
	Additional impacts to IMS for T-ADS and retry leads to additional signalling load and delay. 
	Possibility of retry can be reduced with a good T-ADS procedure and avoided with a separate LA for HNB.

	CS traffic offload
	
	MSC is still involved during call setup phase even for basic voice call.
	MSC is involved only when re-authentication or CSG re-authorization is needed.

	IHAF scalability
	
	It is unclear how IHAF resolves traffic offloads.
	This was not agreed as an issue in Cabo.

	CSG access control
	Editor's Note: The CSG procedures for Alternative 4 do not support the forced release or relocation of an active IMS session via the IHAF for a UE whose CSG membership expires during the session. It is FFS whether this capability needs to be provided by enhancing RANAP to provide notification of expiration of CSG membership from the MSC to the IHAF for each UE that is CS attached in the location area of a HNB.
	
	This editor's note was agreed in Cabo. RANAP change may be required to provide notification of expiration of CSG membership.

	LI
	
	How is LI done in ALT 4? Should the LI interface be extended to HNB GW?
	IMS LI architecture has not yet been agreed for ICS, but IMS can take responsibility for LI of all IMS calls it handles. The HNB GW may not be impacted.

	OA&M
	
	Alt 4 has the capability to bypass MSC Core. It means this HNB GW would have to implement the same set of counters as in the MSC Core in order to get a consistence performance audit. This seems to be a duplication of O&M and additional OPEX for the operator.
	The HNB subsystem already has responsibility for most HNB-specific PM counters.  This list may change due to enhancements to the HNB GW.  

	Service consistency
	
	The ICS-MSC based solution will be required as additional investment to support the service consistency between HNB system and macro layer.
	Service consistency can be achieved without upgrade to ICS-MSCs, as described in clause 7.6.3 of TS 23.292. Only service continuity is a problem without ICS-MSC during SRVCC, but this is not an issue since CS handover procedures apply instead of SRVCC.


The following table takes text verbatim from S2-096967 and adds a column for an ALU response on each topic. In summary, this tdoc has some valid observations, but ALU considers many points to be incorrect based on the current version of the Alternative 4 description in 23.832. In particular, many points were raised against Alternative 4 in previous SA2 meetings and resolved to the satisfaction of the delegates at the time.
	Criteria
	Alternative 2
	Alternative 4
	ALU remarks

	IMS should remain access independent.
	1. I2 used when in 3G HNB coverage. 
2. Macro-CS behaviour driven by ICS capability deployed in the network.
	1. I2 used when in 3G HNB coverage. 
2. Macro-CS behaviour as driven by ICS capability deployed in the network. 
	No difference.

	Security/ Authentication
	1. HNB authentication as driven by HNB work item in 3GPP. 
2. User authentication model same as non ICS UE model i.e. user authenticated in CS domain.


	1. HNB authentication as driven by HNB work item in 3GPP. 
2. User authentication model same as non ICS UE model i.e. user authenticated in CS domain.

3. IMS subscription is needed to be pre-configured in HNB-GW prior to activation of I2 on behalf of a user.  

4. It is not clear how does the IHAF get IMS subscription from HNB-GW via the Iu interface or the CN for R9 UE. 
	Alt 4 was enhanced in Cabo to support optional notification of ICS flag to IHAF to duplicate 23.292 procedures if required by local policy. Requires RANAP change for optional notification. (Item duplicated from 1st table.)

	Mobility (seamless support) 
	1. MSC Server provides procedures for Idle mode mobility with Macro CS. 
2. CS handover procedures for active mode mobility with Macro CS.

3. Service continuity for IMS UE not published yet.


	1. MSC Server provides procedures for Idle mode mobility with Macro CS.
2. Emulation of intersystem handover procedures at the HNB GW(IHAF) for IMS session with the IHAF acting as the MSC-A; 

a. requires the Serving MSC to behave as MSC-B when HNB and macro access is served by the same MSC 

b. requires execution and reporting of Inter MSC procedures on Iu interface instead of the E interface when the HNB and macro access are served by different MSCs
c. it is not addressed how to handover both an active IMS voice session and CS held call via HNB to macro cell especially in the process of user plane.
	2a and 2b are consistent with existing specifications. No specification impact was identified during prior discussion of these "issues".

Comment 2c is not correct. Clauses 6.4.8.3 and 6.4.9.2 of TR 23.832 describe handover of the active call for Alternative 4. The held call requires no special handling during handover. Other handling of the held session is described in clause 6.4.11.3. 

	Seamless support of legacy services 
	1. CS services with no IMS equivalent provided by the CS network. 

	1. CS services with no IMS equivalent provided by the CS network. 
2. Services which require media manipulation (e.g. Hold and MPTY services) require integration of CS- MGW with IMS HNB-GW.

3. Handovers of CS services not addressed, e.g. handovers of emergency call which is active with a held IMS session. 

4. Support of CS legacy services after the session has been handed over to Macro CS, e.g. location based services, emergency calls, SMS, switch held/active call/session  not addressed.
	2.   The only media functions required in the HNB GW are routing and framing conversion.  Clause 6.4.11.3 describes the handling associated with HOLD.  There are no media functions required for MPTY, which is provided exclusively by IMS as described in 23.292. There is no requirement for MPTY between IMS sessions and CS calls. There is no requirement for integration of CS-MGW and HNB GW.

3.   This comment is a restatement of 2c from the previous row and is not correct.  See the previous response.

4.   This comment is not correct. Clause 6.4.8.3 describes the control and user plane paths after handover to macro CS. These paths remain valid for any new services established after handover due to the reuse of existing CS domain handover procedures and the E interface.



	Roaming capability (seamless support)
	1. Roaming support as driven by ICS. 

	1. As IMS subscription data is combined with ACL information in HNB-GW, it is not clear if the user is in another HPLMN. 
	Duplicate of an earlier item and not applicable since Cabo.

	Minimum impact on legacy CN
	1. No impact on MSC Servers not serving HNBs. 
2. MSC Server enhanced for ICS is reused.

3. HNB traffic offloaded from legacy CS CN if dedicated MGW is deployed with enhanced MSC Server.


	1. HNB traffic offloaded from legacy CS CN. 
2. Impact to MSC MM procedures due to Service domain selection for call origination.

3. Impact to the handover procedure when an inter-MSC handover request is received with an active VLR recorder for that UE.

4. Complex configuration, the HNB GW is configured as UNI [acting as HNB, RNC, BSC] and NNI [acting as target MSC and anchor MSC] toward the MSC. Will require excessive SS7 resources
	2.   This comment is not correct. No MSC changes have been identified for call origination.

3.   Existing handover specifications make no reference to the presence of an active VLR record. No specification impact was identified during prior discussion of this "issue".


4.   The word "complex" applies to almost everything in SA2 specifications. What was the analysis to determine that excessive SS7 resources will be needed?

	Offload to MMTel and minimize load on MSC
	1. All traffic runs over IuCS and through the ICS IWF prior to routing it to IMS. 
	1. Voice session related traffic routed to IMS when in 3G HNB coverage. 
	No control plane or user plane traffic is offloaded from MSC or CS-MGW.  CS-MGW co-location with HNB GW allows improvement in user plane transport efficiency.

	Migration, Integration and evolution
	1. Reuses MSC Server enhanced for ICS, IMS core, and TAS.

	1. Migration relies upon replacement of standard HNB-GW by IMS HNB-GW.
2. All MSCs have to be upgraded for support of IMS HNB-GW

3. Reuses IMS core, TAS. 

4. SCC AS has to be upgraded for T-ADS
	1.   Upgrade or replacement is an implementation and deployment choice.

2.   Only those MSCs serving IMS HNB subsystems are potentially impacted. Three small optional RANAP notification enhancements have been identified. They may not be needed in some deployments.

	Future proof for new services
	1. Requires updates to ICS IWF (which is an MSC) for introduction of new services. 
2. Requires an add-on capability of SIP UA on the HNB for localized handling of u-Plane and c-Plane.
	1. Requires updates to the  HNB-GW for introduction of new services. 
2. Requires an add-on capability of SIP UA on the HNB for localized handling of u-Plane and c-Plane.
	1.   Existing CS services are already mapped to SIP procedures. Many new services can be realized via existing procedures without updating the SIP interworking. 

2.   There are no IMS HNB requirements for "localized handling", so this comment is not relevant.

	Focus on requirements for Rel 9
	
	1. It is not clear how to meet the requirement “Support handover and idle mode mobility to the macro network.”
	This is a repeat of an earlier comment in the table for which there is a response.

	Emergency calls/
Lawful Intercept
	1. Emergency calls driven by ICS model. 
2. Lawful intercept handling not published yet.
	1. Emergency calls handled in CS or IMS as directed by operator policy. 
2. Lawful intercept handling not published yet. 

3. Emergency call setup in presence of a session which has been handed over from HNB to macro access not addressed (requires resolution of issues with reporting of location information identified in Seamless Mobility slides)
	2.   IMS LI architecture has not yet been agreed, but IMS can take responsibility for LI of all IMS calls it handles.

3.   Duplicate of an earlier item. No specification impact was identified during prior discussion of this "issue".

	Scalability
	1. Scalable reuse of IMS equipment.
2. Increase in HNB penetration results in need for additional ICS-IWF capacity. 


	1. Scalable reuse of IMS equipment. 
2. Increase in HNB penetration results in need for additional enhanced MSC and IHAF capacity. This is double of ICS MSC capability in ICS approach.
3. Increase in HNB penetration results in need for more SS7 configurations b/t HNB-GW and MSC.
4. Increase in HNB penetration impacts HNB-GW scalability as the HNB-GW remains in the path of sessions that have been handed over to macro CS access. (Note 1)
	2.   Additional system load is comparable between Alternatives 2 and 4. The IHAF and IMS must support most of the additional capacity. The MSC growth is comparatively small.

3.   Growth of RANAP and E interface traffic on SS7 requires incremental increase in SS7 capacity.

4.   Not clear why incremental increase in load impacts scalability? Note that "Note 1" is not present in Huawei tdoc.


Based on this discussion, the contributor(s) propose the following text for the Assessment and Conclusion sections of TR 23.832.

*** Start of Modified Text in TR 23.832***
7
Assessment
Editor’s Note: This section is to discuss and assess the architecture alternatives.

Only Alternative 2 and Alternative 4 remain under consideration.

Alternative 2 is fully specified in 3GPP Release 8 and requires no new standardization. Alternative 2 provides a viable solution for IMS HNB that satisfies all requirements of the feature except for CS traffic offload. Some CS-MGW resources can be repositioned to be co-located with the HNB GW to potentially reduce the use of user plane transport resources, but this does not actually offload any user plane traffic from the CS-MGWs. No control plane traffic is offloaded from the CS core.

Alternative 4 provides a viable solution for IMS HNB that satisfies all requirements of the feature to the extent possible. All user plane traffic for IMS sessions is offloaded from the CS core to the HNB subsystem. Most but not all control plane traffic can be offloaded from the CS core to the HNB subsystem for IMS sessions since a certain minimum of core network signalling is required to satisfy security requirements. All other capabilities are equivalent to Alternative 2.

Alternative 4 requires that the HNB subsystem perform some of the functionality of the CS core in order to significantly offload the CS core. Small modifications are also required in the CS core and the SCC AS. In particular, Alternative 4 requires up to three enhancements to RANAP to specify optional notification procedures for "cancel location", "ICS flag" and "CSG membership expiration".
The security architecture for Alternative 4 requires SA3 review to validate the modifications to the security architecture. The changes to the security architecture are for the IHAF to remember CK/IK for each served UE until the next authentication and to rely on the IHAF to trigger some of the periodic re-authentications for each UE. Normally the HNB subsystem discards CK/IK after each MM transaction or call, and the MSC triggers all periodic re-authentications.

Depending on the importance of CS core offload to each operator, either Alternative 2 or Alternative 4 may be preferred.

8
Conclusion

Editor’s Note: This section is to draw a conclusion on architecture solution for IMS Aspects of Architecture for Home NodeBs.

Only Alternative 4 is recommended for standardization. Alternative 2 is already supported by 3GPP Release 8.
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