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Abstract of the contribution: This paper describes new solution options for the PLMN Id in Kasme derivation in the IMS emergency case. It proposes these solution to be considered along with the rest of available solutions for the PLMN Id in Kasme derivation in IMS emergency.
Problem Statement.

During the post SA2#76 e-mail discussion on the PLMN Id in Kasme derivation issue (both, the inter HO and IMS emergency) it was agreed that there are two problems to be solved:
· Problem-1: When UE is in connected mode and network selects a new PLMN for the UE on handover, (a) how to ensure that UE performs TAU and (b) how to ensure that the UE and MME have the same Kasme?
· Problem 2: When UE with valid-USIM is performing emergency attach and the eNB selects a new PLMN for the UE, how to ensure that both the UE and the MME have the same Kasme (and PLMN-ID) if EPS-AKA is performed?
Existing Solutions
This paper looks at solutions to IMS Emergency (Problem 2). The following solution alternatives to solve IMS Emergency issue (PROBLEM 2) have been identified by various 3GPP groups and discussed by now.
1. AS 1: eNodeb provides PLMN Id to UE when PLMN changed during Emergency Attach.
In this solution, the UE is informed of any PLMN ID change by the appropriate RAN level message for each case. The UE will then use the provided PLMN ID in the KASME derivation in the subsequent EPS-AKA procedure, see S3-092168, an LS response from SA3.
2. AS 2: eNB provides PLMN Id during RRC connection reconfiguration.
This solution has been proposed in RAN2. RRCConnectionReconfiguration message including the selected-PLMN-Id is sent by the eNodeB whenever the eNodeB changes the PLMN. This solution is similar to the UMTS case where the PLMN Identity is conveyed by the target cell in the UTRAN MOBILITY INFORMATION message. 
3. AS 3: eNB BCCH EC per PLMN.
The UE would select a PLMN that supports EC. eNB redirection is not necessary and there will be no Kasme mismatch.

4. NAS 1: GUTI allocated by MME before EPS-AKA is run.
The Attach procedures is terminated before an EPS–AKA is initiated, see S3-092168, an LS response from SA3. As part of the Attach Accept message the MME shall provide a GUTI to the UE. The UE will use the PLMN ID included in the GUTI for the KASME derivation in the subsequent EPS-AKA procedure.
5. NAS 2: MME skip EPS-AKA if PLMN changed – ruled out by SA3.
A second proposal discussed by CT1 was that the MME should skip authentication if eNB had performed a PLMN re-selection. This solution is ruled out by SA3, see S3-092168: 'SA3 do not consider this a suitable solution, as in certain regions regulatory requirements dictate that it is necessary to provide authenticated emergency calls'.
6. NAS 3: Include PLMN ID in the Authentication Request message.

For this solution, the MME includes the PLMN ID directly into the Authentication Request message of the EPS-AKA procedure. The UE shall use this PLMN ID to derive the KASME resulting from this EPS-AKA run. 
7. AKA 4: MME provides source PLMN Id to HSS - ruled out by SA3.
From CT1 LS in C1-095744. a fourth proposal discussed by CT1 was to solve the problem by enhancing the signalling between MME and HSS.This solution is ruled out by SA3, see S3-092168: 'SA3 response to question 4: This breaks the security requirement of providing an MME that is not from PLMN A with an EPS Authentication Vector that is bound to PLMN A. This solution is not acceptable to SA3'.
8. AKA 5: Separate authentication and initial usage of Null algorithm
For the Emergency Attach scenario the MME performs a normal Authentication of the UE, but initially uses the NULL algorithm for integrity and confidentiality protection. When the UE has been updated with a GUTI, the MME perform a new SMC and changes keys.
9. AKA 6: Specific PLMN Id used for emergency attach

Both MME and UE know when the EPS Attach is for emergency. When this is the case, both UE and MME uses a specific PLMN Id to derive the master key Kasme. The HSS needs to also be provisioned to accept this specific PLMN Id for the Emergency Attach scenario.

10. Configuration fix for the IMS emergency issue.
If a solution cannot be found in Rel-9 (SA2 LS in S2-096386) the specifications may have to require all PLMNs behind a shared E-UTRAN (GWCN and MOCN configuration) to have the same IMS emergency support when security is required in that regulatory region.
New AS solution to IMS Emergency issue (Problem 2)
Currently, when E-UTRAN is shared, the sharing PLMN list is broadcast in a SI (list of up to 6 PLMNs). If one or more of these PLMNs support IMS emergency call the 'IMS emergency call support' indication (1 bit) that is also broadcast in a SI is set to true. To help the UE to select a PLMN with IMS emergency support from the broadcast shared PLMN list the following new alternative solutions are proposed:

AS4: eNodeB places an IMS emergency supporting PLMN in a certain position in the shared PLMN list.

This AS method proposes to place an IMS emergency supporting PLMN (if any) in a defined (designated or indicated) position/index in the shared PLMN list. This way an UE in limited service would always know which PLMN to select for emergency call. There could be several variations to this solution:

· AS4.1: IMS emergency supporting PLMN always in the first position in the shared PLMN list.
If the broadcast 'IMS emergency support' indication (1 bit) is True (supported) the eNodeB orders the shared PLMN list in a way that the first PLMN in the shared PLMN list is IMS emergency supporting one. An UE in limited service and shared network shall be selecting the first PLMN from the shared PLMN list for an emergency call if the 'IMS emergency support' indication is True. The eNodeB may (optionally) rotate the PLMN in the first position of the shared PLMN list if there are more that one PLMNs that support IMS emergency. This would allow a better load distribution between IMS emergency supporting PLMNs.
Pros: very simple and straightforward; no CN involvement. 
Cons: Currently the first position in the shared PLMN list is designated for the 'primary ' PLMN which is part of the CGI Id. However, it looks like the UE does not need to know the position of the 'primary' PLMN, if so, a simple correction in TS36.331 would fix this.
· AS4.2: IMS emergency supporting PLMN position in the shared PLMN list indication.
The broadcast 'IMS emergency support' indication in the SI is increased from 1 bit to 2 bits or 3 bits bitmap. The zero value of this bitmap would still indicate no IMS emergency support. A non zero value would indicate IMS emergency support in the cell and would also indicate the position/index of the PLMN in the shared PLMN list that supports IMS emergency. An UE in limited service and shared network shall use this 'IMS support indication' bits value in order to select an IMS emergency supporting PLMN for emergency calls. Again the eNodeB may (optionally) rotate the PLMN in the IMS emergency supporting position/index.
Pros: very simple; no CN involvement; no backward compatibility issue; possibility to point to different PLMNs if more that one IMS emergency supporting PLMNs in the shared PLMN list.
Cons: extra bit added to the existing 'IMS emergency support' indication.
Proposal
It is proposed the above AS solution is added to the solution alternatives for further discussion and consideration by SA2.
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