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Abstract of the contribution: This contribution proposes common architecture for the IMS AGW and TrGW Border functions 
S2-095441 was presented at the Kyoto SA2 meeting to highlight the similarities between the IMS AGW and TrGW border functions and proposed extending the scope of TR 23.848 to include the IMS ALG AGW border function and explore the feasibility of harmonizing interfaces and functionalities with those of the IMS IBCF – TrGW.  To that effect Fs-eIMS-IBCF was enhanced (S2-097548) at the Cabo SA2 meeting in order to include “harmonization of IMS AGW and TrGW interfaces/functions where deemed advantageous to promote common behaviour and avoid unnecessary divergence of functions” in the list of objectives.

Proposal

The following additions/modifications to TR 23.848 are suggested.
1st change

1
Scope

The objective of this document is to analyse and identify enhancements needed in the current 3GPP IMS interconnection (NNI and UNI) architecture driven by the needs that new business models/service delivery scenarios impose at the interconnection points of the IMS operators.

The present document will  covers network to network interconnection as main objective and addresses the issues related to both control and user plane functionalities including:

-
signalling treatment,
-
numbering/naming/addressing,
-
IP interworking,

-
policy management,

-
e2e QoS,

-
transcoding,

-
security,

-
charging.

The purpose of this document is to formulate architectural solutions for the enhanced functionalities identified to cover all IMS operator’s needs in this widespread environment. These solutions should be applicable for an IMS operator in a common IMS environment (i.e. regardless the access being used) as well as for direct and indirect interconnection paradigms. In addition, the harmonisation of TrGW and IMS AGW interfaces and functions will be explored. Finally, the best solution/s should be agreed and impacted normative work in 3GPP identified to update current 3GPP specifications with the output of this work.
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3.2
Symbols

For the purposes of the present document, the following symbols apply:

Gq’
TISPAN Reference Point between an AF and a SPDF.

Ia
TISPAN Reference Point between a SPDF and a C-BGF/I-BGF.

Iq
Reference Point between the P-CSCF and IMS AGW
Ix
Reference Point between IBCF and TrGW.

Ic 
TISPAN Reference Point between an IBCF and another IBCF belonging to a different IM CN subsystem network.

Iz 
TISPAN Reference Point between an I-BGF and another I-BGF or media handling node belonging to a different IM CN subsystem network.

Ici
Reference Point between an IBCF and another IBCF or I-CSCF belonging to a different IM CN subsystem network.

Izi
Reference Point between a TrGW and another TrGW or media handling node belonging to a different IM CN subsystem network.
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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ACL
Access Control List

AF
Application Function

DoS
Denial of Service
IBCF
Interconnection Border Control Function
IBPCF
Interconnection Border Policy Control Function
I-BGF
Interconnection-Border Gateway Function
II-NNI
Inter-IMS Network to Network Interface

IMS ALG
IMS Application Level Gateway
IMS AGW
IMS Access GateWay
IPX
IP Packet eXchange

LI
Lawful Interception
NGCN
Next Generation Corporate Networks

NGN
Next Generation Networks

NNI
Network to Network Interface

P-CSCF
Proxy Call Session Control Function
RACS
Resource and Admission Control Subsystem
SPDF
Service-based Policy Decision Function
THIG
Topology Hiding Inter-network Gateway
TrGW
Transition Gateway
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4
Review of Current IMS Interconnection Architectures
Editor’s note: This chapter to summarize current models of IMS interconnection (NNI and UNI), in order to show the gap between current functionalities and detected functionalities in previous chapters.

4.1
Introduction (NNI)
This section makes a review of the current IMS architecture models for interconnection purposes from the perspective of different SDOs. The drivers for doing that are as follows:

-
To provide the background information, establishing the starting point for further analysis.

-
To avoid duplicating efforts investigating functionalities that are already identified.

-
To be able to gather and show the complete harmonized portfolio of functionalities available for the IMS operators at the borders of their networks.
In the next sub-clauses, a description of IMS interconnection architectures and related functions is offered.
4.x
Introduction (UNI)
4.x.1 
3GPP REL 9
This sub-clause describes the current 3GPP model for IMS UNI connections. This model is described in details in 3GPP 23.228, Annex I [2].
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Figure 4.x.1-1:  Reference Architecture with NAT invoked between the UE and the IMS domain

The UNI connection model comprises P-CSCF and IMS AGW logical entities. The P-CSCF is located at the control plane, handling signalling; the IMA AGW is located at the user plane, handling IMS media flows. Current functionalities for both logical entities are described in 3GPP TS 23.228 [2].

The Iq reference point is between the P‑CSCF and the IMS Access Gateway. It conveys the information necessary for the IMS-ALG to activate the procedures defined in clause G.3.2. Those procedures are further detailed in TS 23.334 [74]. The Iq is based on the H.248 protocol defined in 3GPP TS 29.238 [4]
4.x.2
TISPAN Release 2 
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Figure 4.x.2-1: NGN IMS overview

The interconnection model comprises P-CSCF, RACS (SPDF and C-RACF functions) and C-BGF logical entities. The P-CSCF is located at the control plane, handling signalling; the C-BGF is located at the user plane, handling IMS media flows. The RACS (SPDF) acts as a policy and resource allocation control function between the service and transport planes. The presence of a policy function at this point is one of the main different between 3GPP and TISPAN architectures. Current functionalities for IBCF and I-BGF are indicated in 3GPP TS 23.517 [6] and ETSI ES 282 001 [7], respectively.

The reference points between them are:

-
Gq’ between the IBCF and the SPDF. It is used for requesting transport plane resources and admission control for fixed broadband access networks. It is a Diameter based reference point [8].

-
Ia between the SPDF and the I-BGF. It is used to request services. It is a H.248 based reference point for controlling Border Gateway Functions (see ETSI ES 283 018 [9]).

The table below summarizes the C-BGF tasks.

Table 4.x-2-1 : List of C-BGF tasks

	· opening and closing gates (i.e. packets filtering depending on "IP address / port")

· packet marking for outgoing traffic

· policing of incoming traffic

· resource allocation for upstream and downstream traffic

· usage metering

· allocation and translation of IP addresses and port numbers (NAPT)

· interworking between IPv4 and IPv6 networks (NAPT-PT)

· media transcoding
· NAT Traversal
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5
Overview. Example Service Delivery Scenarios
Editor’s note: This chapter to describe whole iconnection  (UNI and NNI) environment that it is proposed to be addressed. Once explained, to deep case-by-case interconnection scenarios in order to result functionalities needed.

5.1
Introduction

This section provides an overview of the IMS connection  (UNI and NNI) environment intended to be addressed in this TR. This will establish a guide to drive the work and focus on concrete scenarios to be treated. A graphical representation of it is depicted in Figure 5.1-1.
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Figure 5.1-1: IMS Border interconnection and IMS IP CAN connection ecosystem
Main area of interest is:

· IMS to IMS interconnection (IMS interworking and roaming)
· IMS to IP CAN Connectivity  (from an IMS AGW perspective)
Other area of interest should be IMS to non-IMS interconnection, including:
-
IMS to corporate networks interconnection; 

NOTE:
This aspect could be impacted by the current work ongoing in TISPAN, about NGCN-NGN (IMS) interface implementation.
-
IMS to non-IMS service providers interconnection (e.g. H.323 based, SIP-I or IETF SIP based domains).
General requirements for IMS interconnection and IMS IP CAN connection  are contained in 3GPP TS 22.228 [10] and 3GPP TR 22.893 [11]. Legacy functions (i.e. functions already existing) and new IMS border functions identified in this TR shall be applicable in a common IMS environment (i.e. being useful for both fixed and mobile IMS operators).
Thus, it should achieve a complete and harmonized set of functionalities at the border of the IMS operator network for both direct and indirect interconnection schemes:

-
Direct interconnection: the interconnection  between parties/networks is established without any intermediate agents/carriers (e.g. by means of a leased line or using VPNs (Virtual Private Networks)); this is likely to be  the case for national traffic.

-
Indirect interconnection: the interconnection link between parties/networks is established through intermediate agents/carriers (e.g. by means of an IPX Proxy , see GSMA PRD IR.34 [12]); this is likely to be the case for international traffic, in order to save CAPEX and OPEX costs.

Although new functions for IMS interconnection could result from analysis of the scenarios in the next sub-clauses mentioning a specific service, it does not mean precluding other IMS services. In fact, these new functions should be aimed to enable all type of IMS services in a worldwide ecosystem.
7th change

6.3 Control Plane (P-CSCF/UNI)

According  3GPP 23.228, Annex I [2], when supporting IMS communication for a UE residing behind a NAT or when IP address translation is needed between the IP‑CAN and the IMS domain on the media path only, the P‑CSCF may include the IMS-ALG function. The following functions shall be performed in the P‑CSCF:

1)
The P‑CSCF shall be able to recognize that the UE is behind a NAT device or IP address translation is needed between the IP‑CAN and the IMS domain on the media path only.

2)
The IMS-ALG function in the P‑CSCF shall control the IMS Access Gateway, e.g. request transport addresses (IP addresses and port numbers) from the IMS Access Gateway, and shall perform the necessary changes of the SDP parameters.

3)
The IMS-ALG function in the P‑CSCF shall perform the necessary changes of headers in SIP messages.

4)
The IMS-ALG function in the P‑CSCF shall be able to support scenarios where IMS CN domain and IP‑CAN use the same IP version and where they use different IP versions.

5)
The IMS-ALG function in the P-CSCF shall be able to request opening and closing of gates on the IMS Access Gateway.

6)
The IMS-ALG function in the P-CSCF may configure the IMS Access Gateway to police the remote source address/port of the associated media flow(s).

7)
The IMS-ALG function in the P-CSCF may configure the IMS Access Gateway to police the bandwidth/data rate of the associated media flow(s).
8)
The IMS-ALG may configure the IMS Access Gateway to set the differentiated service code point for egress packets to an explicit value or alternately to allow the differentiated service code point of the ingress packet to be copied into the corresponding egress packet. An IMS Access Gateway can also support differentiated service code point marking based on local configuration.

9)
The IMS-ALG may request an IMS Access Gateway to detect and report inactive media flows.

6.4 User Plane (IMS AGW/UNI)
The required functions of the IMS Access Gateway for NAT translation, described in 3GPP 23.228, Annex I [2], are the following:

1)
It allocates and releases transport addresses according to the requests coming from the IMS-ALG function of the P‑CSCF.

2)
It ensures proper forwarding of media packets coming from or going to the UE.

3)
It shall support the scenarios where IMS CN domain and IP‑CAN use the same IP version and where they use different IP versions.

4)
It shall support opening and closing of gates, under control of the IMS-ALG.

5)
It shall support policing of the remote source address/port and bandwidth/data rate of media flows, as configured by the IMS-ALG.

6)
It shall support the setting of the differentiated service code point for egress packets as configured by the IMS-ALG or else based on local configuration.

7)
It may support detection and reporting of inactive media flows.

8)
It shall support remote NAT traversal.

7.3 
Policy Control Features
7.3.1
Alternative 1
7.3.1.1
Functional split

The P-CSCF and IMS AGW are enhanced in order to split these features between these two functional entities.

New functions hosted by the P-CSCF
-
Resource admission control

-
Policy control.

-
Support for the packet marking / media policing of Inbound/Outbound Traffic based on static and dynamic policies: provide directives to the IMS AGW
-
Selection of the IMS AGW to be used, based on the load of each IMS AGW
-
IMS Emergency calls support, handling and prioritization.

New functions hosted by the IMS AGW:

-
Media policing of Inbound/Outbound Traffic: apply directives from P-CSCF
7.3.1.2
Description

The current architecture is kept. The functionality for policy and resource control is showed explicitly in Figure 7.2.1.2-1 to show the functional division. 
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Figure 7.3.1.2-1: 3GPP IMS UNI connection architecture with policy control clarified
7.3.2
Alternative 2
7.3.2.1
Functional split

A new functional entity called Interconnection Border Policy Control Function (IBPCF) is added.
7.3.2.2
New functions hosted by the P-CSCF:

-
IMS Emergency calls / Priority service support and handling.

7.3.2.3
Functions hosted by the IBPCF:

-
Resource admission control

-
Policy control.

-
Support for the packet marking / media policing of Inbound/Outbound Traffic based on static and dynamic policies: provide directives to the IMS AGW
-
Selection of the IMS AGW to be used, based on the load of each IMS AGW
-
Prioritization, based on directives from P-CSCF.
7.3.2.4
New functions hosted by the IMS AGW
-
Media policing of Inbound/Outbound Traffic: apply directives from the IBPCF
7.3.2.5
Description

A new functional entity called Interconnection Border Policy Control Function (IBPCF) is added between the IBCF and the TrGW, terminating the   Ix reference point with the TrGW, as shown in Figure 7.2.2.5-1. 
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Figure 7.3.2.5-1. 3GPP IMS UNI connection architecture with IBPCF for policy control 
7.3.1
Alternative 3
7.3.3.1
Functional split

A new functional entity called Interconnection Border Policy Control Function (IBPCF) is added.
7.3.3.2
New functions hosted by the IBCF:

-
IMS Emergency calls / Priority service support and handling.

7.3.3.3
Functions hosted by the IBPCF:

-
Resource admission control

-
Policy control.
-
TrGW selection
7.3.3.4
New functions hosted by the TrGW:

-
Media policing of Inbound/Outbound Traffic: 
7.3.2.5
Description

A new functional entity called Interconnection Border Policy Control Function (IBPCF) as well as a new reference point R? between the IBCF and the IBPCF, as shown in Figure 7.2.3.5-1. 
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 Figure 7.3.2.5-1. 3GPP IMS UNI connection architecture with IBPCF for policy control
7.4 
Common NNI & UNI Policy Control Architecture (Potential Deployment Options)
7.4.1
Common IBPCF
KL: Will remove section 7.4 is there are objections. As the title suggests these are deployment options and as such need not be standardized.  The only new requirement from the IBBCF is to be able to support both the Iq-1 and Ix-1 interfaces and select an IMS AGW or TrGW as required.
7.4.1.1
Functional split

A new functional entity called Interconnection Border Policy Control Function (IBPCF) is added.
7.4.1.2
New functions hosted by the IBCF & P-CSCF:

-
IMS Emergency calls / Priority service support and handling.

7.4.1.3
Functions hosted by the IBPCF:

-
Resource admission control

-
Policy control.
-
TrGW & IMS AGW selection
7.4.1.4
New functions hosted by the TrGW & IMS AGW
-
Media policing of Inbound/Outbound Traffic: 
7.4.1.5
Description
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Figure 7.4.1.5-1. 3GPP IMS UNI connection architecture with IBPCF for policy control

7.4.2
Common Standalone IBPCF

7.4.2.1
Functional split

A new functional entity called Interconnection Border Policy Control Function (IBPCF) is added.
7.4.2.2
New functions hosted by the IBCF and P-CSCF:

-
IMS Emergency calls / Priority service support and handling.

7.4.2.3
Functions hosted by the IBPCF:

-
Resource admission control

-
Policy control.
-
TrGW and IMS AGW selection
7.4.2.4
New functions hosted by the TrGW & IMS AGW
-
Media policing of Inbound/Outbound Traffic: 
7.4.2.5
Description
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Figure 7.4.2.5-1. 3GPP IMS UNI connection architecture with IBPCF for policy control
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