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Abstract of the contribution:

As state in TS 22.368, the Network improvements for MTC Monitoring is intended for use with MTC Devices that are employed in locations with high risk, e.g. possibility of vandalism or theft. This paper proposes a mechanism for MTC Monitoring.
Start of the first change

5.X
Key Issue – MTC Monitoring
5.X.1
Use case description 

Based on stage-1 requirements, the MTC Monitoring is intended for use with MTC Devices that are employed in locations with high risk, e.g. possibility of vandalism or theft. The network is intended to provide functionality to detect events that may possibly be the result of theft or vandalism and provide a warning notification to the MTC Server. This key issue aims at providing a mechanism for MTC Monitoring.
5.X.2 Required Functionality
To enable the MTC Monitoring, the following requirements shall be met:

-
It shall be possible to define the events to be detected by the network.
-
It shall be possible to detect the defined events by the network.
-
Upon events detection, it shall be possible to report the events to the MTC Server.
5.X.3
Solutions

5.X.3.1
Solution 1:
5.X.3.1.1
General

The detectable events shall be defined by the system. The detectable events might be subscribed in the MTC device’s subscription, or the detectable events might be configured via the O&M.
When the MTC devices attach to the network, the SGSN/MME retrieves the detectable events from the MTC device’s subscription if stored in subscription. Alternatively the SGSN/MME retrieves the detectable events from the configuration data if configured via the O&M.
The following events the SGSN/MME shall be able to detect:
-
behaviour which is not aligned with other activated MTC Feature(s), e.g., an MTC device accesses to the network outside the defined time period if the MTC Feature “time controlled” applies
-
change of the location, e.g., the location information reported by the RAN, such as RAI/TAI or CGI/ECGI, does not comply with a configured location
-
change of the association between the UE and the UICC, e.g., the SGSN/MME check whether the IMEI of the MTC device match with the IMSI belonging to the MTC device
-
the MTC device is not working or reachable anymore, e.g. when the reachable timer expires
Editor's note: It is FFS whether there are other events shall be detected by the SGSN/MME.
Upon event detection, the SGSN/MME sends the warning message including the corresponding detected event to the PGW/GGSN. Upon receiving the warning message from SGSN/MME, the PGW/GGSN sends the warning message to the MTC Server.
5.X.3.1.2
Impacts on Existing Nodes
The HLR/HSS, SGSN/MME and PGW/GGSN may be impact.
5.X.4
Evaluation
End of the first change
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