SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #77
TD S2-100086
18 - 22 January 2010, Shenzhen, China

Source:
ZTE, China Unicom
Title:
MTC Server Discovery
Document for:
Approval

Agenda Item:
9.7
Work Item / Release:
NIMTC
Abstract of the contribution:
This contribution introduces a new key issue to capture the addressing requirements.
Discussion

The MTC device shall obtain the MTC Server identity/address before establishing communication with the MTC Server. A simple way is to statically configure the MTC Server identity/address on the MTC device, such identity/address could be FQDN or IP address.
If the MTC Server identity/address is not configured on the MTC device, or the statically configured identity/address is invalid for some reason (e.g. error configuration, changed by the MTC service provider), the MTC device can not get the correct MTC Server from local configuration.  

In the case above, it shall be possible for the MTC device to obtain proper MTC Server address before establishing service connection with the MTC Server.

This paper introduces this issue and proposes a possible solution to the TR 23.888.

* * * Begin the Change* * *

5.x
Key Issue – MTC Server Discovery

5.x.1
Use case description
The identity/address of the MTC Server may be configured on the MTC Device statically. If the statically configured MTC Server identity/address is invalid or the MTC Server identity/address is changed by the network (e.g. for deployment reason), it shall be possible for the network to notify the change. Besides, for MTC communication initiated by the MTC Device, the network can change the destination, if the destination provided by the MTC device is not valid anymore.
5.x.2 Required Functionality
Editor’s Note: Capture agreements on requirements for solving the key issue. This subclause may be omitted if deemed unnecessary.
5.x.3
Solutions

5.x.3.1
Solution 1: 
5.x.3.1.1
General
The MTC device configures the identity (e.g. the FQDN) or IP address of the MTC Server. If FQDN is statically configured, the MTC device shall use DHCP/DNS to discover the MTC Server.

If the pre-configured MTC Server identity/IP address is unavailable, it shall be possible for the MTC device to require MTC Server address during attach procedure, which is similar to the P-CSCF discovery procedure. The network obtains the MTC Server identity/IP address from local configuration or MTC Subscription and sends it back within attach accept message.
Editor’s Note: Whether this discovery procedure during attach is applied to roaming case is FFS.
Editor’s Note: Whether the network always sends MTC Server identity/IP address in attach response is FFS.
If the MTC device receives the MTC Server identity/IP address from the network, it shall store or update the locally configured one, and use this identity/IP address as target MTC Server.

5.x.3.1.2
Impacts on Existing Nodes

5.x.4
Evaluation
* * * End of Change* * *
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