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Abstract of the contribution:

This contribution discusses and proposes the offload context management for SIPTO at Iu-PS for UMTS.

1 Introduction
SIPTO solution at Iu-PS for UMTS has been introduced as one of possible alternative solution for SIPTO. The TOF can enforce the offload policy based on user, APN, service type, destination IP address criteria. This contribution tries to explain this method more clearly. 
2 Discussion
To offload IP flow, TOF need store offload context. The Offload context can be distinguished into two parts. 

· Offload context is per UE level and related to mobility management, such as for paging purpose. It can be called as UE offload context.  

· Offload context is per PDN connection level and related to session management, such as whether one PDN connection can be offload. It can be called as Session offload context.
2.1 UE Offload context management

The UE offload context is used to monitor UE mobility among the cell covered by TOF. If UE is assumed to roam out of the TOF coverage, then whole Offload Context related to UE can be removed. Before that UE offload context shall be kept on the TOF which can be used to trigger paging process when UE is idle state.  

· UE Offload context establishment

According to TS 25.413, after having established an Iu signalling connection, the SGSN shall sent IMSI to the RNC via COMMON ID message. TOF can get IMSI by inspecting COMMON ID message and check whether this IMSI has related UE offload context. If not a new UE offload context will be established on TOF. 
· UE Offload context removal
TOF use an inactivity timer to supervise the UE offload context. It restarts the inactivity timer when Iu connection is released and stops the inactivity timer when Iu connection is re-established. When inactivity timer expires TOF remove UE offload contexts.
2.2 Session Offload context management
The Session offload context is used to recorded PDN connection related information, such as APN, QOS etc. Based on that information and offload policy TOF can decide whether one specific IP flow need be offloaded.
· Session Offload context establishment

After the UE offload context has established, TOF will inspected the related SM message. From the Activate PDP context message, TOF can get the APN information. Based on that APN information TOF can establish the Session Offload context. Also TOF will inspect the RAB management message between the RNC and SGSN to populate some other session related information, such as TEID/address allocated by RNC for downlink packet.  
· Session Offload context removal
TOF shall inspect the Deactivate PDP context request message. If all PDP contexts in one PDN connection have been deactivated TOF shall remove the Session offload contexts.
Another case is that if UE offload context has been removed, TOF also need remove the Session offload context.
2.3 Offload IP traffic based on offload contexts

After establish the UE/Session Offload context, TOF can based on the offload policy to offload some special IP traffic out of the normal IP traffic.
For uplink traffic, TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic based on the Session offload context information. For example, at APN level offload, TOF can derive the TEID in the GTP header and if the TEID is marked as offload, TOF transfer the traffic to the defined PDN.

For Downlink offload traffic, TOF performs reverse NAT and maps it to the right bearer. TOF adds the GTP-U header with the associated TEID (allocated by RNC) and sends it to the RNC. TOF discard the traffic if cannot find any mapping.
For Downlink non-offload traffic(i.e. traffic coming from core network), TOF send those packet to RNC/HeNB GW transparently. 
Proposed Changes

5.5
Solution 4 – Selected IP Traffic Offload at Iu-PS
5.5.1
Applicability

This solution supports the following scenario:

-
Selected IP Traffic Offload for UMTS macro

-
Selected IP Traffic Offload for HNB subsystem

5.5.2
Architectural principles
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Figure 5.5.2.1: Selected IP Traffic Offload from Traffic Offload Function (TOF) deployed at Iu-PS

NOTE 1:
TOF can be a separate entity, or collocated with RNC/HNB GW.
NOTE 2:
The interface from TOF to Internet may be a subset of Gi.
The following architecture principles apply to this solution:

-
The TOF is located at Iu-PS and provides standard Iu-PS interface to the RNC and the SGSN;

-
Selected IP Traffic Offload is enabled by NAT and SPI/DPI based on operator policies at different levels (e.g. per user, per APN, per service type, per IP address, etc). The policies may be configured via e.g. OAM.

Editor's note:
The other means for TOF to get policies are FFS.

-
One PDN connection or PDP context for both offload traffic and non-offload traffic is supported, while it also allows using different PDN connections or PDP contexts for offload traffic and non-offload traffic (e.g. by selecting the traffic based on APN);

-
No impact on the quality of service continuity provided for non-offload traffic during mobility;

-
The quality of service continuity provided for offload traffic is same as it is for non-offload traffic during intra TOF mobility.
5.5.3
Traffic Offload Function
TOF includes the following functions:

NAS and RANAP message inspection to build/Remove local UE offload context;
NAS and RANAP message inspection to build/Remove local session off load context
SPI/DPI and Selected IP Traffic Offload policy enforcement;

Uplink traffic offload by removing GTP-U header and NAT;

Downlink traffic offload by reverse NAT and adding GTP-U header;

Charging for offloaded traffic;

Lawful Interception for offloaded traffic;

Offload traffic service continuity during intra-TOF mobility.
5.5.4
Offload procedure
· TOF inspects both NAS and RANAP messages to get subscriber information and establish local UE offload context.
· TOF inspects both NAS and RANAP messages to get PDP context information and establish local session offload context. 
· TOF decides the offload policy to be applied based on above information during e.g. attach and PDP context activation procedures.

· During the data transfer procedure, TOF performs necessary SPI or DPI to uplink traffic.
· TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic if offload policy is matched.
· TOF performs reverse NAT to the received downlink offload traffic and inserts it back to the right GTP-U tunnel.
· TOF removes session offload context when the APN which the IP traffic associated with it is to be offloaded and all the PDP contexts associate with that APN are deactivated.

· TOF use an inactivity timer to supervise the offload context. 
· The inactivity timer is reset and started with its initial value when the PS signalling connection between the MS and the network is released. The inactivity timer is stopped when the PS signalling connection is established between the MS and the network.
· When inactivity timer expires the TOF removes the offload contexts including the UE offload context and the session offload context.
5.5.5
Open issues

The solution has the following open issues:

-
It is FFS whether paging the UE for downlink offload traffic from the TOF is needed;
-
How the solution works with IPv6 prefix translation is FFS.
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