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The following texts for discussion are made by Deutsche Telekom.
Introduction

SA2 has discussed document S2-096692 and document S2-097188 on methods to prevent the use of ISR in some scenarios and has subsequently further analysed the two proposed alternatives in an ad hoc session.  

The two possible alternatives being earmarked as a solution are:

A) use the Selective disabling of UE capabilities to instruct the UE to perform RA/TA even when ISR is active when the capability of supporting VoIMS in the new serving RA/TA has changed.

B) The Serving PLMN, based on an indication received from the HPLMN of the UE, on information sent by the UE during the initial attach and on local policies/configuration decides whether to disable ISR or not.

Drawbacks of option A

· Option A requires changes to the UE which needs to support the additional capability. If this solution is specified therefore it will only work for terminals compliant to the 3GPP release to which the functionality is added.

· The disabling of ISR is determined by the HPLMN and does not take into account the user’s preferences (e.g. a user deciding to configure the VoIMS capable UE for data only). 

· Option A offers a solution which is specific to VoIMS and extending it to other services that may require ISR disabling will require additional standardization efforts.

· 
Drawbacks of option B

· Option B requires updating to various network nodes, in particular:

· the HSS where the logic should be created to generate the ISR-disabling request flag

· the MME and SGNS which should support additional logic to determine whether the ISR command should be sent or not. 

· Option B also does not cover the case of an operator using combined 2G/3G routing areas 
· In the roaming case the HPLMN can not force the ISR disabling as the decision rests with the serving network.

Comparison of advantages

Both solutions fulfil the aim of making the T-ADS more deterministic even when ISR is being used. 

Option A is under the control of the HPLM and the terminal therefore it requires minimal support in the roaming case to work.

Option B is not specific to VoIMS and can be re-used for other services

Option B does not require terminal modifications whereas option A does

Option B allows ISR to be disabled only when absolutely necessary.
Summary of the discussion:
· There is no conclusion on which alternative (A or B) to handle ISR scenario although there are more supports on the Alternative B (i.e, network based solution) due to the ongoing T-ADS solution, which is also a network-based solution.
· It is agreed that the solution for handling ISR scenario can start from R9. The group also acknowledges that the overall R8’s level T-ADS solution would not be as good as R9 without this ISR scenario handling capabilities.

· CRs from each of the alternative proponents is expected in the next SA2 meeting for further evaluation and alternative selection.

3GPP

SA WG2 TD


