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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions in TR 21.905 [1] and the following apply.

Access Leg: This is the call control leg between the UE and the SCC AS; also see TS 23.292 [5] for the definition of Access Leg for IMS sessions which use the CS media.

Access Transfer: Transfer at the IMS-level of one or more media paths of an ongoing IMS session on one UE between PS to CS access; or transfer at the IMS-level of both the signalling and the media path of an ongoing IMS session on a UE between different IP-CANs.

Collaborative Session: A set of two or more Access Legs and related media on two or more UEs sharing the same IMS subscription or belonging different IMS subscriptions that are presented as one Remote Leg by the SCC AS.

Controllee UE: A UE that provides media flows for a Collaborative Session, and is subordinate to the Controller UE for session control. 

Controller UE: The UE that controls a Collaborative Session, and may also provide media flows for a Collaborative Session.

Correlation MSISDN: An MSISDN used for correlation of sessions. See TS 23.003 [14] for more information.

IMS Service Continuity: A service of the IMS which supports the use of Session Transfer mechanisms to maintain service continuity in the event of terminal mobility and/or mobility between terminals for the case when such events are not hidden from the IMS session layer and thus service continuity could not otherwise be maintained.

Inter-UE Transfer: Transfer at the IMS-level of some or all of the media flows and/or service control across a set of UEs sharing the same IMS subscription or belonging to different IMS subscriptions under the same operator.

NOTE:
The transfer of all media flows and the control signalling from one UE to another is also known as Session Mobility as defined in TS 22.258 [2].

IUT Set: Set of IUT UEs whose media and/or service control can be transferred between each other for an IMS IUT service. A set of IUT UEs belongs to the same IMS subscription or different IMS subscriptions under the same operator.
IP Multimedia Routing Number (IMRN): An IP Multimedia Routeing Number (IMRN) is a routable number that points to an SCC AS in the IM CN subsystem. See TS 23.003 [14] for more information.

Local Operating Environment Information: This is a set of parameters, which can include access network(s) conditions and other parameters implementation specific, which describe the local environment in which the UE is operating.
Remote Leg: This is the call control leg between the SCC AS and the remote party from the subscriber's perspective; also see TS 23.292 [5] for the definition of Remote Leg for IMS sessions which use the CS media.

Service Control Signalling Path: As defined in TS 23.292 [5].

Session State Information: Information of IMS session state sent by the SCC AS for enablement of PS-CS and CS-PS service continuity of IMS multimedia-sessions when ICS UE capabilities can not be used.

Session Transfer: Transfer at the IMS-level of one or more of the session signalling paths and/or associated media flow paths of an ongoing IMS session while maintaining service continuity. Session Transfer incorporates Access Transfer and / or Inter-UE Transfer.

Session Transfer Identifier (STI): An identifier used by the UE to request the SCC AS to perform Session Transfer. The STI is either statically configured on the UE or dynamically assigned. See TS 23.003 [14] for more information.

Session Transfer Number (STN): A number used by the UE to request the SCC AS to perform Session Transfer from PS to CS access. The STN is statically configured on the UE. See TS 23.003 [14] for more information.
Session Transfer Number for SRVCC (STN-SR): A STN used for SRVCC procedures as specified in TS 23.216 [10]. STN-SR is configured for the subscriber at the time of SRVCC service provisioning. See TS 23.003 [14] for more information.
Source Access Leg: The Access Leg that exists in the transferred-out access before executing Access Transfer procedures.

Target Access Leg: The Access Leg that is established in the transferred-in access during Access Transfer procedures.

Emergency Session Transfer Number for SRVCC: A number used in the session transfer procedure for emergency calls, pointing toward the serving (visited if roaming) IMS EATF which handles the IMS emergency session transfer from PS to CS access.

4
High level principles and architectural requirements

4.1
Basic Assumptions

4.1.0
General

It is assumed that the UE may be capable of transmitting and receiving simultaneously in multiple Access Networks or it may be capable of transmitting and receiving in only one Access Network at a time.

4.1.1
PS-CS Service Continuity

The following assumptions apply for PS-CS service continuity:
-
Functions of IMS Centralized Services and IMS Service Continuity are collocated in a single application server in this release. Not all functions are always required.
-
IMS Centralized Services specifies functions and procedures for use of CS bearer for the media of the IMS sessions.
-
If both UE and network supports the ICS UE capabilities described in TS 23.292 [5], these capabilities are used for communication of required information if needed for enablement of PS-CS service continuity of IMS multimedia sessions. During Access Transfer, the UE may decide to retain the use of the Gm reference point for service control of the real time media flow(s) in the old PS access (if available) or may decide to transfer the Gm service control for the real time media flow(s) to a new PS access.

-
If the UE or the network do not support the ICS UE capabilities described in TS 23.292 [5], PS-CS service continuity is only possible for a single active speech session.

-
When using the CS bearer for the media of the IMS session(s), multiple sessions can exist, but only one active session can be transferred over the CS bearer; one or more inactive sessions can be transferred.

-
PS-CS service continuity with UE-based conferencing is not specified in this release.
-
The SCC AS shall provide the Session State Information to the MSC Server if:

-
the Access Transfer request is sent by or via the MSC Server;

-
the MSC Server has indicated its capability to support mid-call services in the registration or indicates its capability in the Access Transfer request sent to the SCC AS;

-
and ICS UE capabilities cannot be used upon transfer.

4.1.2
PS-PS Service Continuity

If a UE has an ongoing multimedia session over an access system and moves to a different access system but its IMS contact address and its serving P‑CSCF remains the same, then there is no need to activate any IMS Service Continuity mechanisms to transfer its multimedia session. The UE may update the session (e.g. remove media type(s) not supported by the target access system) based on the normal IMS procedures specified in TS 23.228 [4].

When the Evolved Packet System mobility with IP address preservation is used, the assumption above also applies.

NOTE:
If an ICS UE has an ongoing session using CS bearer and Gm reference point over an IP‑CAN and performs an Access Transfer to a different IP‑CAN, the Service Control Signalling Path can be transferred from the old IP‑CAN to the new IP‑CAN while retaining the media flow(s) in the CS access network, so that service continuity of the session is maintained.

4.1.3
Inter-UE Transfer

The following assumptions apply for Inter-UE Transfer:

-
The UEs involved in Inter-UE Transfer share the same IMS subscription or belong to different IMS subscriptions under the same operator.

-
The Collaborative Session control cannot be transferred between UEs.

-
There is only one Controller UE within a Collaborative Session.

-
A Controllee UE is not aware of its role within a Collaborative session and it is not aware of the Controller UE. In that respect any UE can undertake the role of Controllee UE.

-
The Collaborative Session is transparent to the remote end, to which it appears that the session is with the Controller UE.

4.2
Architectural Requirements

4.2.1
General Requirements

-
It shall be possible to perform multimedia session transfer between access systems regardless of whether network layer mobility is deployed or not.

NOTE:
The mechanism to avoid potential conflict between PS-PS Service Continuity and underlying network layer mobility (e.g. Evolved Packet System mobility, etc.) is not specified within this Release of the specification.

-
The service disruption when session transfer occurs shall be minimized.

-
There shall be no impact on the radio and transport layers and on the PS core network.

-
UEs that do not support the functionality described in this specification shall not be impacted.

-
All media flow(s) within a multimedia session or a subset of media flow(s) within a multimedia session could be subject to session transfer procedures.

-
It shall be possible to register a Public User Identity with multiple contact addresses (at the same or via separate UEs) via IMS registration procedures as defined in TS 23.228 [4], clause 5.2.1. The number of allowed simultaneous registrations is defined by home operator policy.

-
It shall be possible to perform correlation of charging data from different access networks when service continuity between these networks is performed.

-
It shall be possible to provide IMS Service Continuity when the P‑CSCF changes.

-
It shall be possible for the UE to initiate a Session Transfer procedure based on session transfer policy provided by the network which may include restrictions of session transfer.

-
It shall be possible for the SCC AS to update the Session Transfer policy in the UE.

-
The UE shall be IMS registered before invoking any Session Transfer procedures.

-
The filter criteria shall contain a condition that a 3rd-party registration is performed via the ISC interface for the SCC AS.

-
It shall be possible to provide SR-VCC support for IMS emergency call.

4.2.2
Access Transfer Requirements

-
It shall be possible to provide IMS Service Continuity when the user is moving between 3GPP access systems.

-
It shall be possible to provide IMS Service Continuity when the user is moving between 3GPP and non-3GPP access systems.

-
It shall be possible to provide IMS Service Continuity when the user is moving between non-3GPP access systems.

-
It shall be possible to provide IMS Service Continuity between an Access Network that supports real-time media on the CS domain and non-real-time media on the PS domain, and an IP‑CAN that supports transport of all media types.

-
If it is not possible or not desired (e.g. due to user preferences and/or operator policies) to transfer all the media flow(s), then a subset of the media flow(s) shall be transferred (if possible) and the remaining flow(s) will be released or kept in the transferred out access.

-
It shall be possible for the UE to add or remove one or more media flow(s) to/from an ongoing multimedia session that it controls during Access Transfer.

-
It shall be possible for the UE to use IMS mechanisms to transfer its ongoing multimedia sessions to a target Access Network without requiring any new functionality on the remote party.

-
It shall be possible for the UE to initiate an Access Transfer procedure based on operator policy provided by the network which may include restrictions of Access Transfer.

-
It shall be possible for the SCC AS to update the operator policy in the UE.

4.2.3
IUT Requirements

-
IUT shall apply only for sessions that are already established.

-
It shall be possible for the Controller UE to apply IUT when a remote end adds media to an existing session.

-
IUT shall be able to coexist with Access Transfer as specified in this specification and TS 23.292 [5].

-
If the Collaborative Session control is lost for an active Collaborative Session, the SCC AS shall release all the Access Legs participating in that Collaborative Session.
-
It shall be possible for the Controller UE to determine all other UEs belonging to the same or different subscriptions under the same operator, and belonging to the IUT Set that are currently available for IUT procedures.
-
It shall be possible for the Controller UE to determine the media and service capabilities of each available UE.
-
The network shall reject IUT between UEs that dosn’t belong to the same IUT Set.

-
The SCC AS shall maintain the end-to-end session service state of a UE engaged in IUT.

-
It shall be possible to execute IUT in any order, and any number of times, for a given session.

-
The Controller UE shall maintain the Collaborative Session control for the session until the Collaborative Session is released.

-
The media flow(s) on the target UE shall be established using IMS session setup procedures as specified in TS 23.228 [4].

-
The Controller UE may transfer one or more media flow(s) to one or more target UEs (including itself).
-
The selection of the media flows to be transferred may be based on the target UE(s) capabilities.

-
The Controller UE shall have information about a Collaborative Session, which describes all media components currently existing in this session and the UEs associated with these media components.

-
The Collaborative Session procedures for a Controllee UE shall not have any impact to the UE. Therefore any IMS UE shall be able to act a Controllee UE within a Collaborative Session. 

-
The SCC AS shall prevent the Controllee UE to perform actions that are not allowed for its role (e.g. to add media to an existing session).

-
UEs using CS access interworked with IMS by an interworking node shall be provided with limited Controllee UE functionality based on the constraints of the interworking node.

-
After the local end changes due to an IUT procedure without establishing a Collaborative Session, the SCC AS shall update the remote end that the session is continuing with a new local end.
4.3
Service Continuity

4.3.1
Session Transfer concepts

4.3.1.1
General

When an UE is active in an IMS session, the Session Transfer procedures provide service continuity between Access Networks and between UEs under the same subscription or different subscriptions under the same operator.

The initial and all subsequent Session Transfer procedures are initiated by the UE and are executed and controlled by the same SCC AS.

The SCC AS generates charging information for all Session Transfers for an IMS session for the purpose of billing and charging.

The UE sends information required by the SCC AS in order to execute Session Transfer procedures.

<<Next Change>>
4.3.1.3
Inter‑UE Transfer concepts

4.3.1.3.1
General

IMS sessions from and to a UE are anchored at the SCC AS in the home IMS to provide service continuity for the user when one or more media flows of an ongoing IMS multimedia session are transferred, added or deleted among different UEs belonging to the same IMS subscription or different IMS subscriptions under the same operator.
A Collaborative Session, which is split on the local end across two or more UEs and anchored in the SCC AS, is established due to the Inter-UE Transfer procedures. The UE which initiates the Inter-UE Transfer procedures to establish the Collaborative Session becomes the Controller UE of the Collaborative Session and the other UE(s) involved in the Collaborative Session become the Controllee UE(s). Subsequent Inter-UE Transfer procedures, initiated by the Controller UE, can also be performed within the Collaborative Session. The SCC AS provides the coordination of the Collaborative Session procedures which may involve both the Controller UE and the Controllee UE(s).

Inter-UE Transfer procedures can also be executed without establishing a Collaborative Session. In this case, the whole IMS multi-media session is transferred from one UE to the other UE, and the roles of the Controller and Controllee UEs are not applicable.

Inter-UE Transfer procedures may be initiated by the UE based on the information it gets from Target UE discovery.
4.3.1.3.2
Controller UE and Controllee UE operations

4.3.1.3.2.1
Overview

The operations of Controller UE and Controllee UE are described respectively in clauses 5.3.2.2.2 and 5.3.2.2.3.

5
Architecture model and reference points

5.1
Overview

IMS Service Continuity is a home network based IMS application which provides intra-UE transfers of one or more components of IMS multi media sessions across different Access Networks. In addition, Service Continuity enables adding, deleting, and transferring media flows of IMS multi-media sessions or transferring whole IMS multi-media sessions across multiple UEs belonging to the same IMS subscription or different IMS subscriptions under the same operator.

NOTE:
For IMS emergency service, IMS Service Continuity is a serving network (visited if roaming) based IMS application.

The UE shall not invoke Inter-UE Transfer procedures while engaged in an emergency call.

5.2
Reference Architecture for non emergency session

IMS Service Continuity requires a Service Centralization and Continuity (SCC) AS, which is an Application Server as described in TS 23.228 [4], and a UE with SC capabilities. For the support of IMS sessions with CS media, refer to the reference architecture in TS 23.292 [5], clause 5.2; the functions of ICS and SC are specified as optional functions co-located in the SCC AS in this release.
OMA Device Management [7] is used between the SCC AS and the UE for provisioning of operator policy for Access Transfer.

5.3
Functional Entities

5.3.1
SCC AS
The SCC AS provides IMS-based mechanisms for enabling service continuity of multimedia sessions.

For IMS Service Continuity, the SCC AS implements the following functionalities:

-
Access Transfer: The SCC AS uses the ISC reference point towards the S-CSCF for execution of the Access Transfer. The SCC AS performs the following for enablement and execution of Access Transfers:

-
analyzes the information required for Access Transfer as described in the procedure section and decides which Access Transfer scenario should be executed; it rejects the Access Transfer request if it is not aligned with the operator policy;

-
may retrieve from the HSS after third party registration the C‑MSISDN bound to the IMS Private User Identity stored in the user profile in the HSS;

-
correlates the Access Transfer request with the anchored session, using information provided in the incoming SIP INVITE;

-
executes the transfer of the IMS session between different access networks and between different UEs belonging to the same IMS subscription;

-
implements 3rd Party Call Control (3pcc) upon session establishment;

-
provides Access Transfer specific charging data;

-
decides based on analysis of the various service continuity related input factors, whether to update provisioned operator policy for Access Transfer;

-
generates and updates operator policy by sending operator policy to the UE via OMA DM [7] including the priority between the operator policy and user preferences that could be used also to initiate Access Transfer procedure for ongoing sessions.

-
Inter-UE Transfer: The SCC AS performs the functions for enablement and execution of Inter-UE Transfers procedures:

-
executes the IMS Inter-UE Transfer related procedures between different UEs belonging to the same IMS subscription or different IMS subscriptions under the same operator connected via the same or different access networks;
-
provides Inter-UE Transfer specific charging data.

-
Terminating Access Domain Selection (T-ADS): In addition to T‑ADS specified in TS 23.292 [5].


For a terminating session, the SCC AS may select more than one contact amongst multiple registered contacts for each selected UE of the SC User and may split the session into sessions directed to the selected contacts.


For multiple contacts in the PS domain, the SCC AS shall be able to select one or more types of access networks through which the session shall be terminated. In this case, the SCC AS includes additional information within the session request(s) to ensure that the corresponding session is terminated via the selected access network type(s).


For Inter-UE Transfer procedures to a target UE, the SCC AS shall execute T-ADS to select one or more contacts to establish one or more access legs or to reuse one or more access legs belonging to the same Collaborative Session towards the target UE for the transferred media flow(s).


T-ADS in SCC AS may be used in order to enforce user preferences between 3GPP and non-3GPP access networks.


UE assisted T-ADS (UE T-ADS) may be used in order to enforce user preferences for CS bearer or PS bearer for voice/video on 3GPP accesses.

-
Handling of multiple media flows: The SCC AS provides functionality to combine and/or split media flows over one or more Access Networks as needed for Session Transfers, session termination, or upon request by the UE to add media flows over an additional Access Network during the setup of a session, or upon request by the UE to add and/or delete media flows over one or more Access Networks to existing sessions.


When handling media flows of an IMS session, the SCC AS takes into account the services associated with the session.

5.3.2
IMS Service Continuity UE
5.3.2.1
Access Transfer Functions

For supporting Access Transfer, the UE provides the following functions:

-
Stores and applies operator policy for Access Transfer.

-
Initiates Access Transfer procedure based on trigger criteria including the current operator policy, user preferences and the Local Operating Environment Information, providing the necessary details for conducting an Access Transfer operation to the SCC AS.

5.3.2.2
IUT Functions and Roles

5.3.2.2.1
Functions

For supporting Inter-UE Transfer, the UE may provide the following functions:

-
Discovers the target UE(s) for Inter-UE Transfer;
-
Initiates Inter-UE Transfer procedures based on user input.

-
Takes the role of a Controller UE within a Collaborative Session.
Any IMS UE can take the role of a Controllee UE.
5.3.2.2.2
Controller UE Role

-
The Controller UE can initiate the addition of a media flow to a Collaborative Session, on any of the Controllee UEs already involved in the collaborative session.

-
The Controller UE can initiate the modification of a media flow that is part of a Collaborative Session it controls.

-
The Controller UE can initiate the release of a media flow that is part of a Collaborative Session it controls.
-
The Controller UE keeps track of all the UEs belonging to the same IUT Set and about the state of the media flows which are part of a Collaborative Session it controls. That means it remains aware about the media flows that are established, as well as about the media used for those.

-
The Controller UE is the one to accept or refuse requests for media additions initiated by the remote party for a Collaborative Session it controls. In case it accepts a remote party initiated media addition, the controller decides on which terminal the media shall be added.

-
The Controller UE for a Collaborative Session can initiate Inter-UE Transfer of one or more of the media flows of the Collaborative Session.

-
The Controller UE can initiate the release of a Collaborative Session.

-
The Controller UE can add into a Collaborative Session it controls a UE not yet involved in this Collaborative Session.

<<Next Change>>
6a.4.5
Controllee UE initiated release media on itself

As per standard IMS UE behaviour, a Controllee UE may initiate a release of a media flow that it terminates. In this case, this media release on the access leg is notified to the Controller UE, which may decide to transfer this media flow to another UE under the same subscription or different subscription under the same operator, or to remove it from the Collaborative Session (i.e. remove it on the remote leg).

The following information flow shows a Controllee UE initiating the release of a media flow that it terminates, and Controller UE being informed of this release by the SCC AS. As a pre-requisite, there exists a Collaborative Session of which UE-1 is the Controller UE and UE-2 is a Controllee UE terminating a media flow, Media Flow A. There may be other media flows (on UE 1, UE-2 or other UEs) within the Collaborative Session; such media flows and UEs are not shown on this information flow; they shall not be impacted by this operation.
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Figure 6a.4.5-1: Controllee UE initiated release media flow on itself

1.
Controllee UE-2 sends a request to release Media Flow A (that it terminates), using standard IMS procedure.

2.
The SCC AS identifies that Media Flow A is under Collaborative Session control of UE-1. The SCC AS indicates to Controller UE-1 that Controllee UE-2 has released Media Flow A.

3.
Controller UE-1 initiates one of the following procedures, in order to transfer Media Flow A to another UE belonging to the same subscription or different subscriptions under the same operator, or to remove it from the Collaborative Session:

-
Controller UE initiated media transfer from Controllee UE to Controller UE, specified in clause 6a.3.2;

-
Controller UE initiated media transfer from Controllee UE to another Controllee UE, specified in clause 6a.3.3;

-

Controller UE initiated release media (media flow on the Controllee UE), specified in clause 6a.4.3;

-
Controller UE initiated release Collaborative Session, specified in clause 6a.5.1.

4.
The SCC AS updates the Remote Leg while executing the procedure initiated by Controller UE-1 at step 3.

<<Next Change>>
6a.4.7
Remote party initiated add new media

The following is an example of an information flow where remote party wants to modify an existing session with UE-1 to add Media Flow-B. In this information flow, UE-1 and UE-2 belong to the same user subscription or different subscriptions under the same operator. UE-1 is the Controller UE and UE-2 is a Controllee UE. If UE-2 is not involved in the Collaborative Session controlled by UE-1 before the media addition, there is at least another Controllee UE involved in the Collaborative Session before the media addition which is not shown in the information flow.
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Figure 6a.4.7-1: Remote party initiated add new media

1.
Remote party sends an Add Media request to add Media Flow-B to an existing session between UE-1 and remote party as per TS 23.228 [4].

2.
SCC AS forwards the Add Media request to UE-1 according to the procedures defined in TS 23.228 [4].

Step 3a is for the case Controller UE wants to add Media Flow-B to itself.

3a.
The session setup is completed. The new Media Flow-B will after this be established between UE-1 and remote party, and be involved in the Collaborative Session controlled by UE-1.

Steps 3b and 5b are for the case Controller UE wants to add Media Flow-B to a different UE while retaining control for the added media.

3b.
Controller UE-1 sends an IUT-Redirect-Media request to SCC AS. The IUT-Redirect-Media request needs to include at least the following information:

-
identify that Media Flow-B needs to be redirected to UE-2.

4b.
SCC AS sends an Add Media Flow-B to UE-2.

5b.
The session setup is completed. When the add media operation is completed, there is Media Flow-B between UE-2 and remote party. There is a Collaborative Session established between UE-1 and UE-2. The Media-B is controlled by UE-1.

NOTE 1:
If UE-2 was not involved in the Collaborative Session controlled by UE-1 before the media addition, UE‑2 becomes a Controllee UE when the media addition is completed.

NOTE 2:
If remote party wants to add more than one media flows to an existing session, these media flows can be distributed to several different UEs by repeating the above steps 3b-5b.

6a.4.8
Remote party initiated release media

The following is an example of an information flow where remote party wants to remove one of media flows, Media Flow-B from an ongoing session. In this information flow, UE-1 and UE-2 belong to the same user subscription or different subscriptions under the same operator. UE-1 is a Controller UE and UE-2 is a Controllee UE.
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Figure 6a.4.8-1: Remote party initiated release media

1.
Remote party uses standard IMS procedures defined in TS 23.228 [4] to remove Media Flow-B from the session.

Step 2a is for the case the released media is bound to Controller UE.

2a.
The removal of Media Flow-B between Controller UE-1 and remote party is completed.

Steps 2b and 3b are for the case the released media is bound to Controllee UE.

2b.
The removal of Media Flow-B between Controllee UE-2 and remote party is completed.

NOTE 1:
If no more media remains on the Access Leg between SCC AS and Controllee UE-2, this Access Leg is released and Controllee UE-2 will no longer be part of the Collaborative Session.

3b.
SCC AS informs Controller UE-1 that the Media Flow-B on UE-2 was removed.

NOTE 2:
If no more Controllee UE remains after the media removal, the Collaborative Session is terminated and there will be a general IMS session between UE-1 and remote party.

6a.4.9
Remote party initiated media modification

A Collaborative Session is already established using procedures shown in clause 6a.2. The following is an example of an information flow where remote party wants to modify one of media flows, Media Flow-B from an ongoing session. In this information flow, UE-1 and UE-2 belong to the same user subscription or different subscriptions under the same operator. UE-1 is a Controller UE and UE-2 is a Controllee UE.


[image: image4.emf] 

For the  case the modified media is bound to Controlle e  UE  

For the  case the modified media is bound to Controller UE  

UE - 1   (Controller)  

SCC AS  

Remote   Party  

Collaborative Session   c ontrol  

1 .  Modify  Media  Flow - B  

2 b .  Complete  modification  of  Media  Flow - B  between UE - 2 and Remote Party  

UE - 2   (Controllee)    

3 b .  M edia  modification  information  

2 a .  Complete  modification  of  Media  Flow - B  between UE - 1 and Remote Party  

Collaborative Session   c ontrol  


Figure 6a.4.9-1: Remote party initiated media modification

1.
Remote party uses standard IMS procedures defined in TS 23.228 [4] to modify Media Flow-B from the session.

Step 2a is for the case the modified media is bound to Controller UE.

2a.
The modification of Media Flow-B between Controller UE-1 and remote party is completed.

Steps 2b – 3b are for the case the modified media is bound to Controllee UE.

2b.
The modification of Media Flow-B between Controllee UE-2 and remote party is completed.

3b.
If the media modification is hold or resume, SCC AS informs Controller UE-1 that the Media Flow-B on UE-2 was modified.

<<Next Change>>
6a.6
Inter‑UE Transfer without establishing a Collaborative Session

UE-1 and UE-2 belong to the same user subscription or different subscriptions under the same operator, and UE-1 is involved in IMS session with remote party. The information flow in Figure 6a.6-1 shows  transfer of the session from UE-1 to UE-2. Since the entire session is transferred simultaneously, the roles of the Controller and Controllee UEs are not applicable.

NOTE 1:
This signalling flow does not require the UE-2 to have IUT capabilities.
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Figure 6a.6-1: Inter‑UE transfer without establishing Collaborative Session

1.
UE-1 sends IUT media and service control transfer request to the SCC AS to transfer the session that includes Media-A from UE-1 to UE-2. The IUT media and service control transfer request shall include the enough information for the network to:

-
identify the transferred session;

-
identify the target of the transferred session is UE-2;

-
identify access leg of UE-1 to be transferred to UE-2.

2.
The SCC AS initiates the media session setup procedure with UE-2 for the Media-A, and updates the Remote Party.

3.
The SCC AS releases the session with UE-1.

When the above transfer is completed the SCC AS retains the service state (e.g. media flows status) of UE-2, and the UE-2 now has the control of the IMS session.

NOTE 2:
If, besides the Media-A, there are other media flows in an unrelated session between UE-1 and Remote Party, the other media flows shall not be impacted by the above session transfer operation.

<<Next Change>>
6a.8
IUT target discovery

6a.8.1
General

When initiating Inter-UE transfer procedures, the UE may use the following information:

-
other UEs belonging to the same IMS subscription;

-
other UEs belonging to the different IMS subscriptions under the same operator;
-
the availability (e.g. online, offline etc) of the UEs;

-
the capabilities (e.g. support of audio/video formats etc) of the UEs.

determination of UEs belonging to the same IMS subscription is based on either or both of static list stored in the UE and based on IMS registration. When based on IMS registration, the UE gets notified when other UEs under the same Implicit Registration Set become available and their capabilities and contact details. The static list, which contains a list of eligible UEs for Inter-UE Transfer, can be created manually by the user.

The availability and capabilities of the target UE(s) can be determined by the information flow described in the subsequent section.

6a.8.2
Information flow for IUT target UE(s)’s availability and capabilities discovery
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Figure 6a.8.2-1 Inter-UE Transfer target discovery based on IMS registration

1.
UE-2 is IMS registered following the procedures defined in TS 23.228 [4].

2.
UE-1 performs IMS registration following the procedures defined in TS 23.228 [4].

3 ~ 4.
UE-1 is interested to discover the status and capabilities of other devices under the same subscription. It subscribes to an event package (e.g., reg-event, presence) for registration information and the capabilities information.

5 ~ 6.
The IMS CN subsystem or presence AS notifies UE-1 of other devices (e.g. UE-2) status and, if available, capabilities information.

7.
UE-3 performs IMS registration.

8 ~ 9.
The IMS CN subsystem notifies UE-1 of UE-3's availability and, if available, capabilities information.

Optionally, if sufficient UE capabilities information is not included in step 8, then the following steps can be performed:

10 ~ 13.
Among all the available devices, UE 1 is interested in performing Inter-UE transfer to UE-3. UE-1 performs capability query towards UE-3.
<<End of Change>>
�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1303737586.doc


UE-1



(Controller)







For the case Controller UE wants to add a media to a different UE











SCC AS







3b. IUT-Redirect Media request (redirect Media Flow-B to UE-2)







5b. Complete Session set-ups and connection Media Flow-B to UE-2







2. Add Media request (Media Flow-B)











Collaborative Session control







4b. Add Media Flow-B







Remote



Party







Media Flow-B between UE-1 and Remote Party











Media Flow-B between UE-2 and Remote Party











3a. Complete Session set-ups and connection Media Flow-B to UE-1







Collaborative Session control







1. Add Media request (Media Flow-B)







For the case Controller UE wants to add a media to itself



















UE-2



(Controllee)
















_1305931446.doc


[image: image1.emf]UE-1


(Controller)


Remote 


Party


SCC AS


Media Flow-A between Controllee UE-2 and Remote Party


UE-2


(Controllee)


Collaborative Session control


1. Release Media Request (Flow-A)


2. Media release by Controllee UE (Flow-A)


3. Controller UE initiated action


4. Update Remote Leg




_1303904153.vsd

UE-1
(Controller)



Remote Party



SCC AS



Media Flow-A between Controllee UE-2 and Remote Party



UE-2
(Controllee)



Collaborative Session control



1. Release Media Request (Flow-A) 



2. Media release by Controllee UE (Flow-A)



3. Controller UE initiated action



4. Update Remote Leg






_1305934840.doc


UE-1



(Controller)







For the case the modified media is bound to Controller UE











SCC AS











2b. Complete modification of Media Flow-B between UE-2 and Remote Party



















3b. Media modification information







Remote



Party















Collaborative Session control











2a. Complete modification of Media Flow-B between UE-1 and Remote Party







Collaborative Session control







1. Modify Media Flow-B







For the case the modified media is bound to Controllee UE



















UE-2



(Controllee)
















_1305963589.doc


[image: image1.emf]UE-1 UE-2 UE-3


IMS 


Entities


1. UE-2 is already IMS registered.


SCC AS


2. UE-1 performs IMS registration


3. UE-1 subscribes to device info event


5. UE-1 is notified about all active devices under the same subscription


7. UE-3 performs IMS 


registration.


8. UE-1 is notified about UE-3's status and/or capabilities


9. Acknowledge to the notification


4. Ack to subscription


6. Ack to notification


11. UE-1 query to UE-


3.


12. UE-3 sends 


capabilities info to 


UE-1


10. UE-1 queries UE-3 for its capabilities


13. UE-3 query reply to UE-1




_1297694327.vsd

UE-1



UE-2



UE-3



IMS Entities



1. UE-2 is already IMS registered.



SCC AS



2. UE-1 performs IMS registration



3. UE-1 subscribes to device info event



5. UE-1 is notified about all active devices under the same subscription



7. UE-3 performs IMS registration.



8. UE-1 is notified about UE-3's status and/or capabilities



9. Acknowledge to the notification



4. Ack to subscription



6. Ack to notification



11. UE-1 query to UE-3.



12. UE-3 sends capabilities info to UE-1



10. UE-1 queries UE-3 for its capabilities



13. UE-3 query reply to UE-1






_1305701006.doc


[image: image1.emf]UE-1


Remote 


Party


SCC AS


3 IUT media transfer response


Media-A between UE-1 and Remote Party


UE-2


Media-A between Controllee UE-2 and Remote Party


2.Media access leg setup at Controllee UE-2


IMS Session control


IMS Session control


2.Media access leg setup at UE-2, remove media from 


UE-1, update Remote Leg


1. IUT media and service control transfer request




_1298791580.vsd

UE-1



Remote Party



SCC AS



3 IUT media transfer response



Media-A between UE-1 and Remote Party



UE-2



Media-A between Controllee UE-2 and Remote Party



2.Media access leg setup at Controllee UE-2



IMS Session control



IMS Session control



2.Media access leg setup at UE-2, remove media from  UE-1, update Remote Leg



1. IUT media and service control transfer request






_1303737295.doc


UE-1



(Controller)







For the case the released media is bound to Controllee UE











SCC AS











2b. Complete removal of Media-Flow B between UE-2 and Remote Party



















3b. Media removal information







Remote



Party























2a. Complete removal of Media-Flow B between UE-1 and Remote Party







Collaborative Session control







1. Remove Media Flow-B







For the case the released media is bound to Controller UE



















UE-2



(Controllee)
















