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Abstract of the contribution:

This contribution seeks to introduce a key issue into the TR 23.813.
Discussion

The access network information from ANDSF to the UE can help UE access to the Non-3GPP Access. But how the ANDSF obtains the information is still not clear. This contribution proposes to introduce this topic as one of the key issues in the TR 23.813.

.

* * * Begin the Change* * *

4.x
Key issue x:  Obtaining the access network attribute information in the policy from ANDSF to UE
4.x.1
Description
During the handover, if the UE does not know the network is untrusted before the handover, and the UE doesnot support IPSec, the handover will fail, because the UE cannot establish the IPSec with ePDG. 

And if the UE did not know the supported Mobility Management protocol (PMIPv6, DSMIPv6, MIPv4) of the Access network before the handover, it may result in the discontinuous service when the UE selects a access network whose capability doesn’t  match with the UE. 

-If the UE only supports PMIPv6 and doesnot support CMIP (DSMIPv6, MIPv4), but the access network doesn’t support PMIPv6, i.e. the trusted Non-3GPP Access (e.g. WLAN AN) can not be a MAG. The handover to the non-3GPP Access will fail.

-If the UE supports DSMIPv6 and doesnot support PMIPv6( i.e. the UE cannot support the IP address preservation in the difference interfaces), but the network doesnot support DSMIPv6 and only supports PMIPv6, i.e. the Non-3GPP Access and ePDG cannot allocate a CoA to the UE. Then the PMIPv6 can be used for establishing connectivity in the target access. But the handover for the IP address preservation can not be possible.

The conclusion from above argument is that it will avoid the handover fail if UE gets the access netwok attribute information before the handover. The information can be the trusted or untrusted attribute of the access network and the Mobility Management protocol that the access network supports.

4.x.2
Rationale
The ANDSF supports providing Access network discovery information to the UE, which is introduced in TS 23.402.

During the 3GPP-based access authentication, The 3GPP AAA Server makes the decision that the Non-3GPP access is trusted or untrusted and provides the decision to the UE, and for the IP Mobility Management Selection, the 3GPP AAA Server sends the IPMS indication to the UE, which has been speficied in TS23.401 and TS24.302.

So it is reasonable that the ANDSF can obtain the Non-3GPP Access attributes from the 3GPP AAA Server and provides them to the UE, and it is helpful to maintain a consistent network information between ANDSF and 3GPP AAA Server. It is required that the ANDSF shall be able to access information data from the AAA server before sending Access network discovery information to the UE.
4.x.3
Solution
4.x.3.1
ANDSF providing the information to the UE

It is suggested to add the policy from ANDSF to UE. The policy includes:

- the trusted or untrusted attribute of the non-3GPP access (i.e. trusted, untrusted)
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-the mobility management protocol that the non-3GPP access supports(i.e. PMIPv6, DSMIPv6 and/or MIPv4)
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4.x.3.2
ANDSF obtaining the information from 3GPP AAA Server

It is suggested that the ANDSF obtains the access network attribute information from 3GPP AAA Server upon the ANDSF receives the UE’s request.  Then the ANDSF can respond to UE that the access network attribute information, which includes:

- the Non-3GPP access characteristics (e.g. trusted, untrusted);
- mobility management protocol the Non-3GPP access supports(e.g. PMIPv6, DSMIPv6 and/or MIPv4).

A new reference point S6c is introduced in Figure 4.x.3.2-1, and the signalling flows among the UE, ANDSF and 3GPP AAA Server are shown in  Figure 4.x.3.2-2.
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Figure 4.x.3.2-1
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Figure 4.x.3.2-2
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