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This contribution proposes a new Application Function for Flow Routing Policy Configuration to support flexible signalling and dynamic update of flow routing policies on the UE and in the operator network for IP Flow Mobility.
Introduction
The MAPIM study item TR 23.861 describes and discusses proposed solutions for IP flow mobility to support Multi Access PDN Connectivity and IP Flow Mobility (MAPIM) in the context of the new SA2 work item on IP Flow Mobility and seamless WLAN offload (IFOM). To meet requirements on current and future use cases for IP Flow Mobility, the architecture must provide appropriate means to signal, control and enforce flow routing policies on the UE and on the network’s relevant Gateways (GW). New use cases, such as WLAN offload, that allow the operator to steer traffic over different radio access technologies, demand dynamic update of the flow routing policies, whereas the update can be initiated by the network operator.
The PCRF is understood as central function to maintain policies and to update GWs accordingly. Whereas the PCRF can authorize the use of new flow routing policies at the PDN GW through the Gx reference point, it must perform GW control and QoS provisioning at the SGW through the Gxc reference point to update TFT states accordingly or to update non-3GPP accesses via the Gxa reference point respectively. Section 7.7.1 of TR 23.861 proposes the signalling of flow filters from the UE to the PDN GW along with DSMIPv6 binding registration. These policies are then validated by the PCRF via the Gx reference point. For operator driven configuration or update of flow routing policy rules, ANDSF is proposed to convey policy rules to the UE, which then controls the update of the PDN GW according to the mechanism described above.
The lack of a direct interface between the PCRF and ANDSF leads to the awkward situation that the IP flow routing policies are simply delivered by the ANDSF in a “semi-static manner” and without coordination with the PCRF, which is the central policy control point in the system. As a consequence, these flow routing policies must be first signalled to the P-GW and then to the PCRF, where they are validated/verified, before they can be enforced in the GWs and the UE. This inefficiency renders the current ANDSF-based approach inappropriate for dynamic flow control triggered by the network (e.g. for dynamic offload or traffic steering purposes).
Proposal

As a consequence, this document proposes the introduction of a Routing Policy Configuration Application Function (RPCF) to support signalling and configuration of flow routing policies on the UE and in the operator network. The proposed solution has the following characteristics:
· The PCRF remains the central point for policy control – including for IP flow routing policies – in the network

· Initial subscriber specific routing policies can be loaded to the PCRF from the SPR through standard reference points
· The UE can be notified about flow routing policies via the RPCF
· The PCRF interfaces to the RPCF through direct and standardized reference points 

· Authorization of policy updates can still be requested from the PDN GW through the Gx reference point 
· The RPCF provides a bi-directional and technology-independent signalling interface for IP flow routing policies to the UE
· Supports IP flow routing policy provisioning for both client- and network-based inter-system mobility solutions

· Allows operators to dynamically update and enforce flow routing policies in the network and on the UE to support WLAN traffic offload and or traffic steering by the operator

Furthermore, the RPCF could also be used to provision IP flow routing policies in the context of Selective IP Traffic Offload (SIPTO) for Home (e)NBs and/or macro radio networks.
The proposed solution is outlined below.

1.  Application Function for Routing Policy Configuration
1.1 General
This clause introduces a new Application Function for Routing Policy Configuration, which connects to the PCRF through the Rx reference point. As soon as the UE has attached and has at least one PDN connection established, the UE can discover or gets assigned a Routing Policy Configuration Application Function (RPCF), which serves as an access technology independent out-of-band signalling gateway and point of contact to the UE to retrieve IP flow routing policies from the network. The RPCF connects directly the relevant network components, where flow routing policies are controlled and enforced. On the one hand, the RPCF provides a direct interface (like the Ut reference point) to the UE, allowing the UE to propose flow routing policies to the RPCF. On the other hand, the RPCF provides a direct interface to the PCRF (Rx reference point), which is the central point for policy control in the network. The PCRF in turn updates the relevant gateways in the network infrastructure, namely the PDN GW (Gx reference point) and the Serving GW or the non-3GPP AGW respectively, in order to enforce the flow routing policies. Fig. 1.1-1 depicts the relevant architecture components and reference points.
In case of DSMIPv6, the network uses the RPCF to notify the UE about network decisions to update the flow routing policy, which is described in a Flow Table (FT). According to the current proposal as per TS 23.861, the UE conveys Flow Table information with DSMIPv6 signalling to the PDN GW. Upon receipt of new flow table information via DSMIPv6, the PDN GW needs to perform IP CAN modification procedure with the PCRF in order to authorize the updated Flow Table, and perform GW control and QoS provisioning with the relevant GWs. 

As the RPCF provides a direct and out-of-band interface to the UE, this reference point can also serve as bi-directional signalling path for flow routing policies, which can be used for PMIPv6-based networks.
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Figure 1.1-1: Routing Policy Configuration Application Function (RPCF) for dynamic configuration of flow routing policies between the UE and the PCRF

1.2. Routing Policy Provisioning and Enforcement 
1.2.1 RPCF registration and flow routing policy bootstrapping
The RPCF sets up an Rx session with the PCRF at the time of the UE’s registration with the RPCF. The UE may have a local Flow Table (FT) for flow routing information available, but can receive an update of the Flow Table during the registration procedure. The network can retrieve initial Flow Table information from the UE’s subscriber profile (SPR) or may take default operator policies as base for the initial Flow Table configuration. Furthermore, at the time of the UE registration with the RPCF, the network may take the network load on different accesses into account to build the UE’s initial Flow Table. Figure 1.2.1-1 depicts a possible sequence for the UE registration with the RPCF and its bootstrapping with the initial Flow Table. 













Fig. 1.2.1-1: UE registration with the RPCF and initialization of the UE with a Flow Table

1. After the UE has attached to the network, it discovers or gets assigned a Routing Policy Configuration Application Function (RPCF). The UE then registers with the RPCF. 

2. The RPCF, if it has not yet an Rx session for the UE, establishes a new Rx session with the PCRF and requests the initial Flow Table (FT) for the UE.

3. The PCRF may contact the SPR to retrieve subscriber profile information, including the initial Flow Table. 

4. The PCRF informs the RPCF about the result of the session establishment and about the UE’s initial Flow Table.
5. The RPCF updates the UE with the latest Flow Table.

Note: Depending on the operator policy, the UE may also provide an initial Flow Table during the registration to the RPCF, which is then passed to the PCRF subsequently.
1.2.2  Network-initiated update of flow routing policies 

This section defines the use of the Routing Policy Configuration Function for network-initiated flow routing policy control. In this scenario it is assumed that the PCRF initiates an update of the UE’s Flow Table. A possible sequence for dynamic update of the UE’s Flow Table is depicted in Fig. 1.2.2-1. The previously used Flow Table FT is updated with FT*.
















Fig. 1.2.2-1: Use of the RPCF to dynamically enforce updated flow routing policies on the UE under control of the network.
1.
The UE sends/receives two flows, Flow 1 and Flow 2, through 3GPP access on Interface 1 (IF1). 

2.
As the operator wants to offload some traffic from the UE’s 3GPP interface to a non-3GPP access technology (IF2), the PCRF triggers network initiated policy control. As a consequence, the PCRF updates the FT accordingly and sends the update to the RPCF. 

3a.
The RPCF forwards the updated flow routing policies to the UE.
3b.
The UE updates its Flow Table according to the changed flow routing policies and sends an acknowledges back to the RPCF.
4.
The RPCF indicates the result of signalling the new flow routing policies to the PCRF.
5.
The UE updates the new flow binding at the P-GW by means of the Binding Update.
5a.
The UE prepares to enforce the updated routing policies, but waits for the BA (Step 9) before activating them.
6.
The RPCF initiates IP CAN Modification procedure in order to update the FT at the P-GW.
6b.
The P-GW starts enforcing the new policies and forwards downstream flows accordingly.
7.
The PCRF initiates GW Control and QoS Rules Provision towards the S-GW.
8.
The PCRF initiates GW Control and QoS Rules Provision towards the Non-3GPP GW.
9. 
The P-GW acknowledges the new flow binding by means of the Binding Acknowledgement.
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1.  UE Attachment Procedure 
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             1.  UE attached to the same PDN over a 3GPP and non-3GPP Access 
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