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Abstract of the contribution: This contribution describes a LIPA_SIPTO architecture and the relative solution based on one SGW, and makes a modification in the 23.8xy.
1
Discussion

Based on the discussion on the architecture and solution for LIPA_SIPTO traffic in contribution S2-096637, the relative modification is made in the 23.8xy.
2
Proposal

Agree to include the modification for the architecture principle and the relative solution for LIPA_SIPTO in TR°23.8xy as in the text proposal below.
**************************************start of change*********************************

5
Architecture solutions

……

5.x
Solution x – Local IP Access and Selected IP Traffic Offload Solution based on one S-GW
5.x.1
Applicability

This solution supports the following scenario:

-
Local IP Access for HeNB subsystem

-
Selected IP Traffic Offload for HeNB subsystem

-  
Selected IP Traffic Offload for macro network

5.x.2
Architectural principles

The figure 5.x.2.1 shows the common architecture to support the LIPA for Home eNodeB Subsystem and SIPTO for HeNB subsystem and macro network. 
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Figure 5.x.2.1: LIPA and SIPTO architecture for E-UTRAN macro network
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Figure 5.x.2.2: LIPA and SIPTO architecture for HeNB subsystem
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Figure 5.x.2.3: The architecture for LIPA to local network for HeNB subsystem
The following architecture principles apply to this solution:

-
For E-UTRAN system, only one S-GW serves for both LIPA/SIPTO traffic and non-LIPA/non-SIPTO traffic;

-
The LIPA/SIPTO traffic is offloaded directly from the L-PGW. The traffic to core network will be handled by the S-GW and the P-GW in core network;
-
The L-PGW/S-GW locates in access network near the HeNB/HeNB GW/eNB. For LIPA/SIPTO for HeNB subsystem, the L-PGW/S-GW is located on or above the HeNB; For SIPTO for macro network, the L-PGW/S-GW is located above the eNB;
-
The S-GW includes full S-GW function and the L-PGW includes partial P-GW function;
-
For the PDN connection for LIPA/SIPTO, the S-GW/L-PGW shall be selected by the MME according to the UE location; For the PDN connection for core network, the S-GW shall be selected in the MME according to the UE location; 

-
For the LIPA to residential local network, the eNB/HeNB informs the MME of the IP address of L-PGW/S-GW during the PDN connection establishment. And for the other scenarios, the MME shall choose the address of L-PGW/S-GW using Domain Name Service function, taking into account the UE location.

-
After movement of the UE, the target MME determine whether to release LIPA/SIPTO PDN connection according to the  UE location. If it’s to be released, the target MME shall indicate the source MME to release LIPA/SIPTO PDN connection.

-  The source MME shall release LIPA/SIPTO PDN connection if the target MME cannot support LIPA/SIPTO.

-
The MME uses the following information to perform authorization: UE’s subscription, operator’s policy, the capability of NEs. 

5.x.3
Architectural functions

5.x.3.1
L-PGW

The L-PGW which is a subset of the EPC PDN Gateway only needs to support APN for Internet traffic, it includes the following function:

-
UE IP address allocation;

-
Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point, based on the QCI of the associated EPS bearer;

-
UL and DL rate enforcement based on APN-AMBR;

-
DHCPv4 (server and client) and DHCPv6 (client and server) functions;

-  Usage monitoring;

-
FFS: Lawful Interception;

5.x.3.2
S-GW
The S-GW has full EPC Serving Gateway function as described in TS 23.401.
5.x.4
L-PGW/S-GW Selection

For the LIPA to residential local network, if the L-PGW/S-GW is collocated with the HeNB, the HeNB informs the MME of the IP address of the L-PGW/S-GW during the PDN connection establishment.
For the other scenarios, the MME chooses the L-PGW/S-GW using Domain Name Service function, taking into account the UE location during the PDN connection establishment.

-  For the LIPA/SIPTO PDN connection, if the S-GW is combined with the L-PGW, the MME will select a combined S-GW/L-GW.

-  For the CN PDN connection, when the first CN PDN connection is established, if the UE is allowed to establish the LIPA/SIPTO PDN connection, the MME shall select an S-GW close to UE location to serve both traffic to CN and traffic to internet.
5.x.5
Mobility Support
It is necessary to support limited mobility in some LIPA_SIPTO scenarios, e.g. LIPA to residential/corporate local network for Home eNodeB Subsystem. The network entities, e.g. MME, shall determine whether to release the LIPA/SIPTO PDN connection after movement.
-  During the TAU procedure, if a new L-PGW is selected by the target MME due to UE location change, the target MME will include a LIPA/SIPTO failure indication to the source MME in the Context Acknowledge message. According to the indication, the source MME will release the LIPA/SIPTO PDN connection if the LIPA/SIPTO failure indication is received.

-  During the HO procedure, if a new L-PGW is selected by the target MME due to UE location change, the LIPA/SIPTO bearers will not be able to be established in target side. The target MME will include the failed LIPA/SIPTO bearers in Forward Relocation Response message, and the source MME will release LIPA/SIPTO PDN connection accordingly. 
On the other hand, the interaction with the pre-R10 MME which cannot support the LIPA/SIPTO connection (e.g. MME cannot select the appropriate L-PGW for the LIPA/SIPTO connection) shall be taken into account. 

-  During the TAU procedure, if the target MME supports LIPA/SIPTO, the MME sends an LIPA/SIPTO support indication to the source MME. If the target MME doesn’t support LIPA/SIPTO, the source MME shall release the relative PDN connections.

-  During the HO procedure, the target MME may return connection establish failure if the LIPA/SIPTO PDN connection cannot be handled successfully. The source MME will release LIPA/SIPTO PDN connection accordingly.
5.x.6
Authorization Issue
The MME uses the following information to perform authorization:

· UE’s subscription;

·    operator’s policy;
· The capability of whether allowing LIPA/SIPTO by HeNB. The capability could be reported to MME by HeNB/HeNB GW.

The UE’s subscription could be inserted to MME by HSS.

The operator’s policy may be preconfigured in MME. 
The capabilities of whether allowing LIPA/SIPTO by HeNB  could be reported to MME by HeNB/  HeNB GW via S1 message during Attach/PDN connection establishment procedure. 
5.x.8
Open issues

-
It is FFS whether the HeNB provides Legal Intercept (LI) functionality;
-
It is FFS whether QoS for LIPA and/or SIPTO traffic is based on static policies (no Gx to HeNB).
**************************************end of change*********************************
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