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Introduction
Reading through the scenarios that were agreed in SA2#75, it seems as if some wording changes would be appropriate in order to clarify the description of the scenario. In addition, since the idea of five “Basic Components” was introduced in SA2#75 as making up each scenario it would seem useful for each scenario to indicate which Basic Components and which States are addressed. Without this it seems difficult to ensure that the scenarios are indeed separate scenarios, and how they differ from eahc other.
Proposed Changes

The following changes to 23.975 are proposed.

**** Start of changes ****

5.2
Scenario 1: Limited IPv4 public address pool
5.2.1
Introduction

In this scenario an operator does not assign public IPv4 addresses to the UEs, e.g. since the operator does not have sufficient public addresses for all active subscribers. Instead the operator assigns private IPv4 addresses to the UEs and uses NATs to provide access to the Internet. The operator may multiplex multiple UEs onto a single public IPv4 address using traditional NATs. The number of UEs that can be multiplexed depends on the number of private IPv4 addresses and ports used by the UEs. However, several services popular today, such as Google maps and Ajax based services, can easily use hundreds of ports per device. This could result in insufficient public IPv4 addresses and ports available to the operator. 
The analysis of this scenario will describe how IPv6 can be utilized to alleviate the exhaustion of public IPv4 addresses and ports when using NAT.
5.2.2
Characteristics

	Basic Components Name
	States

	Terminal IP capability
	IPv4 only, Dual-stack

	Type of application program
	IPv4 capable, dual-stack capable

	Type of assigned IP address,
	IPv4 address only (private)

	Network IP capability
	IPv4 network Dual-stack network

	Service/peer capability
	 IPv4 capable


5.3
Scenario 2 : Usage of IPv4-only applications while allowing UE to have IPv6-only access connectivity
5.3.1
Introduction

The usage of legacy IPv4-only applications is a very important scenario to be supported in IPv6 migration. Popular IPv4-only applicationsneed to be retained while transitioning to IPv6. 

The UE is IPv6-only or dual-stacks. The network only provides IPv6 PDN connection to a UE. For example, there is a public IPv4 address pool for a PGW. When the addresses in the pool run out, new UEs are assigned with IPv6 prefixes. The legacy IPv4 applications on the UE are not modified in order to communicate with the remote servers. 
. 
5.3.2
Characteristics
	Basic Components Name
	States

	Terminal IP capability
	Dual-stack, IPv6 only

	Type of application program
	IPv4 capable

	Type of assigned IP address,
	IPv6 only

	Network IP capability
	IPv6-only  

	Service/peer capability
	 IPv4 capable


5.4 Scenario 3: Dual Stack bearer with private IPv4 addresses

5.4.1
Introduction

In this migration scenario an operator runs its network in Dual Stack mode, i.e., the UEs are assigned both an IPv6 and an IPv4 addresses to allow UEs to reach both IPv4 and IPv6 destinations during the transition phase to IPv6 (i.e., until all services can be reached by IPv6). However, due to the limited amount of public IP addresses available to the operator, the operator does not assign public IPv4 addresses to the UEs Therefore, the operator assigns private IPv4 addresses to the UEs and uses NATs to provide access to the Internet. 

However, if there are more than 16 million active UEs are(i.e., have an active PDP context/EPS bearer) in the same network at the same time, the network will run out of private IPv4 addresses (as this exceeds the number of available private IPv4 addresses).

An option to solve this might lie in re-using the private IPv4 address range by performing the above mentioned NAT function in the GGSNs/PDN-GWs and – by this – being able to reuse the 10.* IPv4 address range per GGSN/PDN-GW instance.
However, inexisting deployments the IPv4 address, which is assigned to UEs also serves as a means to indentify customers in the operator’s network. This is for instance used for operator-provided services as well as for other systems, which analyze Internet IP traffic on the Gi interface for e.g. age verification reasons (as required by regulation in some countries).

The analysis of this scenario will encompass looking into ways of leveraging the approach of using Dual Stack with private IPv4 addresses as a transition method to IPv6, while maintaining the uniqueness of private IPv4 address within the operator’s network to enable maintaining its use as a means of identification.
5.4.2
Characteristics

	Basic Components Name
	States

	Terminal IP capability
	IPv4 only or Dual-stack

	Type of application program
	Ipv4 capable, dual-stack capable

	Type of assigned IP address,
	Both IPv4 and IPv6 address (but Ipv4 address is private)

	Network IP capability
	Dual-stack network

	Service/peer capability
	IPv4 service/peer only, or both IPv4 and IPv6 service/peer


**** End of changes ****

�Check whether this is correct.





3GPP

SA WG2 TD


