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Abstract of the contribution:

The introduction of IPv6 into mobile networks is motivated by the followings:

· NAT hurdles which are encountered in current deployments. This NAT function is required for the delivery of global communication especially with external administrative realms. 
· Currently, some of operators use private IPv4 addresses for mobile. In this case with the growth of connected mobile devices, overlapping pools should be configured in order to provider IP connectivity to customers (17 891 328 private addresses may not be enough as far as the number of mobile customers increases). Extra-configuration is required to ensure global communications (including between zones with overlapping addresses).
Such NAT deployment leads to some technical and administrative issues and it may lead to experience lower quality of service. The introduction of IPv6 should be designed in such a way the current limitations with IPv4-based design are not anymore experienced.
Furthermore, the introduction of IPv6 into operational networks should be undertaken taking into account the following facts:

· Not all connected devices are (or may be) pre-configured by the Service Provider and some users may configure their devices or modify the default configuration.

· Not all customers access the service through the home network (roaming context).

· Not all applications and services would be available natively over IPv6 (both client and server side) and some applications and services will not have any IPv4 support.
Therefore following requirements are judged valid from the perspective of customers. Service Providers may deploy appropriate means and solutions to meet all or only a set of these requirements based on the internal policies and engineering choices:
· Customers with IPv4-only enabled devices would be the majority at least during the first phase of IPv6 introduction. These customers need to continue to access the service without any degradation (i.e., the same level of service quality should be experienced). 

· Customers need to have global connectivity (i.e., to reach a destination whatever the type of the realm it is attached to and to be reached from any domain).

· Customers may enforce preferences among their available interfaces (logical and physical ones) such as: enable/disable IPvx stack, prioritize the interface to be used, load balance the traffic between activated interfaces (corporate customers), etc.

· Some applications may remain IPv4-only even if the underlying IP connectivity type is IPv6. These applications need to be delivered to customers. In parallel, forthcoming applications may be IPv6-only (especially in the server side)  while the underlying IP connectivity type is IPv4.  

******************* Start of  Changes *********************

6
High level requirements

The general requirements are summarized as the following:

· IPv4-only applications need to be supported independently of the underlying IP connectivity type

· IPv6-only applications need to be supported independently of the underlying IP connectivity type

· Corresponding nodes supporting different IP versions need to be supported

· The newly deployed network elements shall minimize the effect to the existing network elements.

· The migration solution shall support roaming subscribers whose HPLMN may use different migration solution.
******************* end of  Changes *********************
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