SA WG2 Temporary Document

Page 1/1

3GPP TSG SA WG2 Meeting #76
TD S2-097299
16 – 20 November, 2009, San Jose Del Cabo, Mexico

Source:
Huawei
Title:
New mechanism for detection and report of applications to PCRF
Document for:
Approval

Agenda Item:
9.11
Work Item / Release:
FS-PP / Rel-10
Abstract of the contribution:
It is suggested to add functionality for Service flow detection. This functionality will allow the PCRF to be notified the first time the PCEF detects traffic matching a PCC rule. 
The PCRF may then take a respective action (or actions). This may include upgrading QoS (e.g. non-IMS media session requires additional resources, which the user is entitled to), blocking (gating), etc.
4
Key issues

4.4
Key issue 4: Service Awareness and Privacy Policies
4.4.2
Alternative solutions

4.4.2.1
Alternative 1

At the time of IP-CAN session establishment/modification, the PCEF contacts the PCRF as per existing procedures. The PCRF checks with user privacy policy settings to see if  usage of service traffic detection mechanism is allowed. If it is allowed the PCRF in its response to PCEF, can instruct the PCEF on what services it should detect, and what to do when these services are detected.  
Editor's note: The exact details of how this control is performed are FFS.
The PCRF can also subscribe to notifications from the PCEF about application traffic at any time as per existing event trigger mechanisms. By means of the application traffic subscription, the PCRF can dynamically tell the PCEF for what applications it should look. When the application is detected, the PCEF shall report its detection to the PCRF. The PCRF can then make the policy decisions based on the application traffic information and send the policy decisions back to the PCEF for enforcement.
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