SA WG2 Temporary Document

Page 1

3GPP TSG SA WG2 Meeting #76
S2-097042
16 – 20 November, 2009, San Jose Del Cabo, Mexico

Source:
Nokia Siemens Networks
Title:
Wildcarded public user identity usage
Document for:
Discussion
Agenda Item:
8.4.1
Work Item / Release:
TEI8 / Rel-8
Abstract of the contribution:

This discussion paper shows the need for requirement clarification/completion related to wildcarded public user identities.

Introduction

Wildcarded public user identity is defined in TS 23.003. Their usage is briefly described in TS 23.228, but the requirements are not stated explicitly and the possible overlaps with distinct public user identities are not described.

Background

The definition of wildcarded public user identity in TS 23.003:

13.4A
Wildcarded Public User Identity

Public User Identities may be stored in the HSS as Wildcarded Public User Identities. A Wildcarded Public User Identity represents a collection of Public User Identities that share the same service profile and are included in the same implicit registration set. Wildcarded Public User Identities enable optimisation of the operation and maintenance of the nodes for the case in which a large amount of users are registered together and handled in the same way by the network. The format of a Wildcarded Public User Identity is the same as for the Wildcarded PSI described in subclause 13.5.

Requirements for wildcarded public user identity usage in TS 23.228:

4.3.3.2b
Wildcarded public user identity

It shall be possible to support a wildcarded public user identity. A wildcarded public user identity expresses a set of public user identities grouped together. It shall be possible to include and express the wildcarded public user identity in the implicit registration set according to clause 5.2.1a.

The implicit registration of a wildcarded public user identity shall be handled in the same manner as the implicit registration of a distinct public user identity from a network perspective, with only one service profile associated to the wildcarded public user identity.

When the value of a public user identifier matches what is expressed as an implicitly registered wildcarded public user identity and there is no better match, then the procedures are the same as in the case that the identifier matches an implicitly registered distinct public user identity.

DISCUSSION
To reduce file size and keyboard wear "Public User Identity" is abbreviated as "IMPU" in the rest of the discussion paper.

Distinct IMPU vs. instance of a wildcarded IMPU

Wildcarded IMPU is defined as a regular expression; it represents a collection of IMPUs that match the regular definition, share the same service profile and implicit registration set. As stated in TS 23.003, the wildcarded IMPU concept enables optimisation of the operation and maintenance of the nodes for the case in which a large amount of users are registered together.

However it is not defined how to handle distinct IMPUs that match a wildcarded IMPU definition, but not an instance of the wildcarded IMPU. Only TS 23.228 has a hint that such IMPU may exist (value of a public user identifier matches what is expressed as an implicitly registered wildcarded public user identity and there is no better match).

The typical use case for wildcarded IMPU is to handle identities of a private network. It is expected that certain IMPUs in the wildcarded IMPU range will have different service profile than the majority of the IMPUs in the wildcard IMPU range. For example the chief like "sip:CEO@company.operator.com" has more or different services than the normal employees like "sip:engineer4325@company.operator.com". To avoid splitting the wildcarded ID or the need for complicated regular expression (e.g. the simple wildcarded IMPU "sip:!.*!@company.operator.com" need not be changed), it is proposed to add a statement that such overlap may exist. It is obviously not necessary to share the same service profile for these overlapping distinct / wildcarded IMPUs, but those distinct IMPUs that match a wildcarded IMPU must be in the same IRS as the wildcarded IMPU: If the overlapping distinct / wildcarded IMPU are in different IRS, then it may happen that the wildcarded IMPU is registered, but the distinct IMPU isn't, in such case the terminating calls to the distinct IMPU will receive the terminating services of the wildcarded IMPU.
Registration
As a result of a successful (de)registration an IRS is (de)registered, a contact is (un)assigned to all IMPUs in the IRS.
Again, using private networks as an example, allowing the (de)registration for any instance of a wildcarded IMPU would mean that any user in a private network can (de)register the whole private network.
To avoid unexpected registration status changes for a wildcarded IMPU, it is proposed to allow explicit registration for distinct IMPUs only. E.g. for private network an IMPU for the attendants should be defined as a distinct IMPU (obviously, distinct IMPUs may have the same service profile as the wildcarded IMPU).

Proposals

1. Allow the definition of distinct public user identities matching a wildcarded public user identity. Those identities must be in the same IRS, but can have different service profiles.

2. Explicitly mandate the usage of distinct public user identities for explicit registration.

Accompanying 23.228 CR #0900 (in S2-097043) implements these proposals.
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