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Abstract of the contribution:

We discuss the impacts on PCC when LIPA/SIPTO is supported in the system. We further consider the principles needed for a NAT-based solution to support LIPA/SIPTO when PCC is deployed in the network.  
Introduction:

In this CR we discuss the principles which need followed when UE is accessing LIPA service or SIPTO service. When the operator has deployed PCC in the network, the PCEF functionality is located in the PDN GW. When GTP based S5/S8, the bear binding function is also collocated with PCEF. We consider both the scenarios (i) when dynamic PCC is applicable for LIPA/SIPTO flows and (ii) when only static PCC is applicable for LIPA/SIPTO flows.
Although we acknowledge that whether to support Gx interface for LIPA/SIPTO is yet to be confirmed by SA1 WG, we think that some discussion on the impacts of supporting Gx interface for various solutions will be beneficial to be captured in the TR.
Firstly we discuss the generic case when dynamic PCC is applicable for LIPA/SIPTO traffic. 
When NAT based solution is deployed, a single PDN connection will multiplex the flows which pass through the operator core network and the flows which will be offloaded at the node supporting NAT. Due to the multiplexing, the node supporting NAT, needs to 
Scenario 1:

When the UE uses a PDN connection for accessing LIPA/SIPTO based traffic and dynamic PCC is deployed for LIPA/SIPTO traffic, the PCC downloads the rules to the PCEF which are specific for the LIPA or SIPTO traffic. 

It may be possible that the operator may apply different policies for the IP flows which are using traffic offloading/LIPA function. To allow for this flexibility, we propose that the PCRF is aware of the LIPA/SIPTO when dynamic PCC is deployed.

Principle 1: When dynamic PCC is deployed and is applicable for LIPA/SIPTO traffic, the PCRF is aware of the IP traffic Offload is being employed.
Scenario 2:

When the UE is accessing the SIPTO using NAT based solution for allowing SIPTO while also accessing services using operator core network and dynamic PCC is deployed only for non-SIPTO/LIPA traffic. This is the scenario where the UE can have both SIPTO/LIPA and non-SIPTO/LIPA traffic via a single PDN connection. Here It should be noted that the PCC is employed only for the bearers which traverse the core network. The bearers/flows using SIPTO/LIPA employ only static PCC policies. For Rel-8 it is assumed that the PCC is either used for a PDN connection or PCC will not be used at all.
The PCEF in the NAT is configured with the static PCC rules. This allows the LIPA/SIPTO traffic to be transmitted via the offload point. However, in addition to the statically configured rules, the node needs to support bearers for the traffic which flows through the operator core network.
Principle 2: When Dynamic PCC is deployed for the non-SIPTO/LIPA traffic and statically configured rules are supported for SIPTO/LIPA traffic, the Dynamic PCC rules and Static PCC rules shall coexist.

Scenario 3:

When the UE is accessing SIPTO using NAT based solution for allowing SIPTO while also accessing Macro network and dynamic PCC is deployed for both SIPTO/LIPA and non-SIPTO traffic. 

In this scenario, the PCEF is configured in the PDN GW. Similarly another PCEF is configured in the node supporting the NAT function for traffic offloading. 

Principle 3: When dynamic PCC is deployed for both SIPTO and non-SIPTO traffic, the PCEF functions need to be supported at both PDN GW and the node supporting NAT function for the same PDN connection.

We propose to add the following text to 3GPP TR 23.829:
********************* START of FIRST change ****************************************

4.2.2
QoS

4.2.2.1
General
-
Whether QoS for LIPA and SIPTO traffic is based on static policies (no Gx to Home (e)NodeB).

4.2.2.2 
Discussion

If QoS for SIPTO traffic is based on dynamic policies, the following considerations apply. 

· An operator may apply different policies for EPC- versus SIPTO-routed traffic. The PCRF shall be aware of whether SIPTO is employed.

· If SIPTO occurs using a NAT-based solution, coordinated PCEF functions need to be supported both at the PDN GW and the node supporting the NAT function for the same PDN connection.
If QoS for SIPTO traffic is based on static policies while dynamic PCC applies to EPC-routed traffic, the following considerations apply.

-
If SIPTO occurs using a NAT-based solution, the PCC system shall support coexisting static and dynamic policies for the same PDN connection.

************* END of First Change ****************************************
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