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Abstract of the contribution: In this document, we propose two architecture alternatives to address the service awareness issue. One alternative is based on enhancement to Gx interface while the other is based on enhancement to Rx interface.
*** Proposed Changes ***

4.4
Key issue 4: Service Awareness and Privacy Policies
4.4.1

Description

The network may have policies related to specific services but currently it may not always become aware of usage of these services. The service unawareness can occur when there is no explicit service level signalling and hence no interaction between the Application Function and PCRF or when filters related to a service have not been installed in the PCEF. The user experience can be enhanced if the network becomes service aware and the network is able to apply service specific policies. Service traffic detection mechanisms helps achieve service awareness. Use of service traffic detection mechanism however may require user consent and for this purpose PCC architecture would have to be extended to include user privacy policies.

Examples of actions that may be a result of service detection include

· Bearer modification

· Charging rules modification
· Gating of the detected service traffic
4.4.2

Alternative solutions

4.4.2.1
Alternative 1: Gx-based solution
One possible architecture for the service awareness issue is shown in Figure 4.4.2.1-1. In this architecture the Traffic Detection Function (TDF) is collocated with the PCEF. The Gx interface is enhanced to carry information related to service awareness.
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Figure 4.4.2.1-1: Architecture for Gx-based solution
NOTE: The interface between PCEF and the TDF is out of scope of this specification. This architecture option considers them as collocated within the same gateway.
At the time of IP-CAN session establishment/modification, the PCEF contacts the PCRF as per existing procedures. The PCRF checks with user privacy policy settings to see if  usage of service traffic detection mechanism is allowed. If it is allowed the PCRF in its response to PCEF, can instruct the PCEF on what services it should detect, and what to do when these services are detected.  The PCRF also installs corresponding QoS rules on the BBERF, if needed.
4.4.2.x
Alternative x: Rx-based solution
One possible architecture for the service awareness is shown in Figure 4.4.2.x-1. In this architecture, the TDF is a separate logic entity from the PCEF. The Rx interface is used between that TDF and the PCRF to convey service awareness related information.
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Figure 4.4.2.x-1: Architecture for Rx-based solution
The TDF establishes Rx session toward the PCRF as per existing procedures. The PCRF may activates service detection on the TDF based on operator policy and user privacy policy. Upon service detection, the TDF provides service information for the detected traffic to the PCRF so that the PCRF can derive proper PCC/QoS rules and install them on the PCEF/BBERF for enforcement. 
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