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Abstract of the contribution:
It is suggested to add functionality for Service flow detection. This functionality will allow the PCRF to be notified the first time the PCEF detects traffic matching a PCC rule. 
The PCRF may then take a respective action (or actions). This may include upgrading QoS (e.g. non-IMS media session requires additional resources, which the user is entitled to), blocking (gating), etc.
4
Key issues

4.x
Key issue X: Application traffic detection and reporting to PCRF
4.x.1
Description
The role of application traffic detection in the network refers to identifying when packet traffic associated with a specific or class of application begins and ends and taking policy actions based on the contents of the application traffic. This functionality resides within a Policy and Charging Enforcement Function (PCEF) (e.g. PDN-GW) which is a natural location for this kind of processing. The PCEF is an anchor point for application traffic, and therefore sees all packets to and from the UE (excluding those that are subject to LIPA or Selected IP Traffic Offload). 

The processing within the PCEF allows it to look for applications within the application traffic from/to a particular subscriber. Once an application is detected and reported, it can be blocked, permitted to proceed, or generally have network resources, such as QoS and packet counters, allocated to it (or not), based on the polices instructed by the PCRF. 

4.x.2
Alternative solutions

4.x.2.1
Alternative 1
At the time of IP-CAN session establishment/modification, the PCEF shall contact the PCRF (acting as a policy client) as per existing procedures. The PCRF, in its response, can activate the known predefined PCC rules to control the PCEF on what applications it should detect, and what to do when that application is detected. When the application is detected, the PCEF may block the application, allow it, or execute a particular policy. Also, when the application is detected, the PCEF may report its detection to the PCRF. The PCRF can then make the policy decisions based on the application traffic information.
Editor's note: The exact details of how this control is performed are FFS.
The PCRF can also subscribe to notifications from the PCEF about application traffic at any time as per existing event trigger mechanisms. By means of the application traffic subscription, the PCRF can dynamically tell the PCEF for what applications it should look. When the application is detected, the PCEF shall report its detection to the PCRF. The PCRF can then make the policy decisions based on the application traffic information and send the policy decisions back to the PCEF for enforcement.
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