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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

The importance of policy based service delivery has been recognized within 3GPP and has resulted in following work in the last few releases:

· QoS and Charging related policies

· PCRF

· Non 3GPP access inter-working

· ANDSF

· Mobility protocol selection

In addition there has been work done in IMS that defines policies related to selection of IMS for service delivery vs other mechanisms. 3GPP work in this area reflects efforts to improve service delivery based on operator policy, user preferences etc. However the approach so far has been fragmented and a more comprehensive approach would ensure better policy decisions. Some examples of what is missing are

· Deep Packet Inspection coupled with user privacy policies to improve user experience. For example, by intelligently identifying service in use and providing service enhancement via e.g. appropriate QoS for the service, location related info for use with the service etc. 

· Service based traffic steering e.g. to use different PDNs for different services. For example issues such as source address selection when the UEis connected to multiple PDNs.
· Standardized and extensible ways to implement service policies that go beyond existing PCC IP flow policies. For example transactional service policies such as a policy to enforce max limit on SMSIP/month based on user profile etc. Other example could be service policy such as redirect and firewall control.
1
Scope

The objective is to study an evolved policy solution through enhancement of 3GPP policy framework. One of the aims of the study is to ensure a policy architecture that provides an extensible framework for easy reuse with new IP based services by identifying areas where improvement of specifications are feasible. The study item will look into solutions for the examples in the section above.
Existing components for consideration in the Policy Study are functions and interfaces to/from

· PCRF, PCEF and BBERF
· SPR, HSS

· ANDSF

· IMS policy decision making entities

The study aims to provide a more comprehensive way (e.g. going beyond existing 3GPP PCC framework) to handle operator policies for all IP / service flows (IMS and non-IMS) in a coordinated manner and under varying network conditions while keeping in view aspects such as 

· user preferences, 

· user subscriptions, 

· service requirements, 

· terminal capabilities (including converged terminals)

· network capabilities (3GPP and those non 3GPP accesses inter- working with 3GPP) 

· Session transfer and terminating policies
· Security policy control, e.g. firewalling and gating
Roaming scenarios are considered as part of this study. Compatibility with existing system architecture elements are protected and backward compatibility is expected. All types of policies i.e static/pre-provisioned, dynamic, network based, UE based are considered in the study

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

3.2
Symbols

For the purposes of the present document, the following symbols apply:

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

4
Key issues
4.1 
Key Issue 1: Policy enhancement for sponsored data connectivity

4.1.1
Introduction

The target of this key issue is to study policy enhancement needed for sponsored data connectivity. With sponsored data connectivity, the service provider has a business relationship with the operator and pays the operator for user’s connectivity in order to allow the user access to the service provider’s services. Alternatively the user pays for the connectivity with a transaction which is separate from the subscriber's online charging. In particular, the following areas will be studied:

· Capability for 3rd party or operator's non IMS application functions to on demand define specific IP flows that are allowed for a subscriber.

· Capability to enforce the policies related to the sponsored IP flows within the 3GPP system

· Capability for dynamic policy and charging control to exclude the sponsored IP flows from the user’s volume cap or pre-paid credits

· Capability to create accounting and/or usage data records associated with the sponsored IP flows 
4.2
Key issue 2: Coherent access to Policy related databases
4.2.1

Description 
To enable operator policies, currently a number of logical databases have to be accessed. These include HSS, SPR and possible databases tied to ANDSF functionality. While implementation of many of these databases will continue to be deployment specific it is possible to consolidate them logically by providing a single logical interface to access them.

4.3
Key issue 3: QoS and gating control based on spending limits
4.3.1

Description

The following use case has been identified, which requires the PCRF to perform QoS and gating control decisions based on information only available in the OCS:

· QoS control based on spending limits – ability to change the QoS level based on spending limits. Example scenario: the subscriber plan allows for high QoS up to $2 per day and a lower QoS beyond that.
4.3.2

Alternative solutions

4.3.3

Comparison of alternatives

4.3.4

Conclusion

4.4
Key issue 4: Service Awareness and Privacy Policies
4.4.1

Description

The network may have policies related to specific services but currently it may not always become aware of usage of these services. The service unawareness can occur when there is no explicit service level signalling and hence no interaction between the Application Function and PCRF or when filters related to a service have not been installed in the PCEF. The user experience can be enhanced if the network becomes service aware and the network is able to apply service specific policies. Service traffic detection mechanisms helps achieve service awareness. Use of service traffic detection mechanism however may require user consent and for this purpose PCC architecture would have to be extended to include user privacy policies.

Examples of actions that may be a result of service detection include

· Bearer modification

· Charging rules modification
· Gating of the detected service traffic
4.4.2

Alternative solutions

4.4.2.1
Alternative 1

At the time of IP-CAN session establishment/modification, the PCEF contacts the PCRF as per existing procedures. The PCRF checks with user privacy policy settings to see if  usage of service traffic detection mechanism is allowed. If it is allowed the PCRF in its response to PCEF, can instruct the PCEF on what services it should detect, and what to do when these services are detected.  
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