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Abstract of the contribution:SA1 has updated the WID for LIPA, and renamed the existing scenarios, introducing the acronym SIPTO for Selected IP Traffic Offload. This contribution aims at correcting the already agreed text to the current terminology.
1. Discussion

In last SA1#48 meeting in Rome, SA1 has decided to rephrase and combine the scenarios as follows:
-
Local IP access – LIPA – to residential/corporate local network for Home (e)NodeB Subsystem;
-
Selected IP traffic offload – SIPTO – (e.g. internet traffic) for  Home  (e)NodeB Subsystem;
-
Selected IP traffic offload (internet traffic, corporate traffic, etc.) for the macro network (3G and LTE only).
This reduces the number of scenarios from four to three (combining the "residential/home" and the corporate scenarios), and renames both "Local IP Access to Internet" and "Internet traffic offload" to "Selected IP traffic offload" or SIPTO (resp. for Home (e)NodeB Subsystem and for the macro network)..

Moreover, a CR to 21.905 was agreed (S1-093342) that defines the terms Local IP access and Selected IP traffic offload, and their respective abbreviations, which can thus now be removed from the TR.

Finally, a CR to 22.101 was agreed (S1-093341) that adds requirements for the macro network. A reference to 22.101 can now be added in the requirements section (§4.3).

This contribution intends to update the existing text in the TR to align to these stage 1 changes.
2. Proposal

First change

3rd Generation Partnership Project;

Technical Specification Group Services and System Aspects;

Local IP Access and Selected IP Traffic Offload;
Second change
1
Scope

Support of Local IP access for the Home (e)NodeB Subsystem and of Selected IP traffic offload for the Home (e)NodeB Subsystem and for the macro layer network is required in TS 22.220 [3] and TS 22.101 [2].
This Technical Report describes the following functionalities:

-
Local IP access – LIPA – to residential/corporate local network for Home (e)NodeB Subsystem;

-
Selected IP traffic offload – SIPTO – (e.g. Internet traffic) for Home (e)NodeB Subsystem;

-
Selected IP traffic offload (e.g. Internet traffic, corporate traffic) for the macro network (3G and LTE only).

The report is intended to analyse the architectural aspects to achieve these objectives and to gather the technical content until it can be included in the relevant technical specifications.
Third change

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Fourth change

4
Architectural aspects
4.1
Scenarios

Selected IP traffic offload for the Home (e)NodeB Subsystem  shall support the following two scenarios:

-
Scenario 1: Home (e)NodeB Subsystem and backhaul are provided by the same operator;
-
Scenario 2: Home (e)NodeB Subsystem and backhaul are provided by different operators.
4.2
Key issues

4.2.1
Legal interception

Editor's note: this needs to be checked with SA3.
-
Whether the Home (e)NodeB Subsystem provides Legal Intercept (LI) functionality for Local IP Access to the Home;
-
Location of Legal Intercept (LI) functionality for Selected IP traffic offload for the Home (e)NodeB Subsystem;

-
Whether the Mobile Operator is in charge of legal interception or whether and how to assist the Backhaul Operator to perform legal intercept (e.g., by making the Mobile Operator's Core Network aware of the IP address assigned to the LIPA or SIPTO PDN connection).
4.2.2
QoS

-
Whether QoS for LIPA and SIPTO traffic is based on static policies (no Gx to Home (e)NodeB).

4.2.3
Single/multiple PDN support

Multiple PDN support is not available in all UEs. The solutions have to consider the following cases:
-
Single PDN support: Only one PDN connection is used;
-
Multiple PDN support: Multiple PDN connections are used simultaneously.
4.3
Architectural requirements
The solutions for local IP access and selected IP traffic offload for Home (e)NodeB Subsystem  shall fulfil the service requirements described in TS 22.220 [3].
The solutions for selected IP traffic offload for the macro network shall fulfil the service requirements described in TS 22.101 [2].
Fifth change

5
Architecture solutions

5.1
Architectural principles
The following architectural principles apply to all Local IP access and Selected IP traffic offload solutions for the Home (e)NodeB Subsystem:

-
For traffic going through the mobile operator's Core Network, the SGW/SGSN User Plane functions are located within the Mobile Operator's Core Network;

-
Mobility management signalling between the UE and the network is handled in the Mobile Operator's Core Network;

-
Session management signalling (bearer setup, etc.) for LIPA, SIPTO traffic and traffic going through the mobile operator's Core Network terminates in the Mobile Operator's Core Network.
5.2
Solution 1 - Local IP Access and Selected IP Traffic Offload solution based on traffic breakout performed within H(e)NB using a local PDN connection
5.2.1
Applicability

This solution supports the following scenarios:

-
Local IP access for HNB and HeNB Subsystem
-
Selected IP traffic offload for HNB and HeNB Subsystem
5.2.2
Architectural principles

Common principles applying to both UMTS and EPS:

-
A separate PDN connection is assumed for traffic going through the mobile operator's Core Network;
-
Pre-Rel-9 UEs that support Multiple PDN connections can simultaneously access LIPA, SIPTO and mobile operator's Core Network PDN connections;
-
For LIPA traffic a Local P-GW function or Local GGSN function for EPS and UMTS, respectively is located within the H(e)NB;
-
For traffic going through the mobile operator's Core Network, the P-GW/GGSN is located within the core network;
-
LIPA PDN can be identified by a well-defined APN;
-
SIPTO PDN can be identified by a well-defined APN;
-
Mobility management signalling between UE and network is handled in the core network;
-
Session management signalling (Bearer setup, etc.) for traffic going through the mobile operator's Core Network terminates in the core network;
-
Before LIPA or SIPTO PDN connection is established, the UE is authenticated, authorized and registered by the core network.
Additional principles applying to UMTS only:

-
(none)

Additional principles applying to EPS only:

-
LIPA and SIPTO session management (LIPA PDN Connectivity establishment, Bearer management, ...) is performed in the core network.
5.2.3
Open architectural issues

This section lists the open architectural issues which have been identified for this solution.

Common open issues applying to both UMTS and EPS:

-
It is FFS whether the H(e)NB provides Legal Intercept (LI) functionality

-
It is FFS whether and how to assist the backhaul operator to perform legal intercept (e.g., by making core network aware of IP address assigned to LIPA or SIPTO PDN connection)

-
It is FFS whether Mobility (to macro-network and another H(e)NB) is supported/required for LIPA and/or SIPTO traffic

-
It is FFS whether QoS for LIPA and/or SIPTO traffic is based on static policies (no Gx to H(e)NB)

Open issues applying to UMTS only:

-
Location of LIPA and SIPTO session management is FFS.
Open issues applying to EPS (LTE and S4-based UMTS) only:

-
Location, number and possible subset of S-GW functions (two S-GWs (in HeNB and core network) vs. one S-GW with relocation);
-
S11 interface to the HeNB to manage bearer setup for LIPA and SIPTO.
5.3
Solution 2 - Local IP Access and Selected IP Traffic Offload at H(e)NB by NAT
5.3.1
Applicability

This solution supports the following scenarios:

-
Local IP access for HNB and HeNB Subsystem
-
Selected IP traffic offload for HNB and HeNB Subsystem
5.3.2
Architectural principles

-
UEs are only required to activate one PDN connection/context for LIPA, SIPTO, and  traffic going through the mobile operator's Core Network;
-
The Home (e)NodeB Subsystem has the ability to drag/insert the LIPA and SIPTO traffic from/into PDP context/bearers per operator policies (e.g. destination address);
-
There is a NAT inside the Home (e)NodeB Subsystem to ensure returning LIPA and SIPTO traffic reaches H(e)NB despite topologically incorrect source address;
-
Pre-Rel9 UEs that support single PDN connections can simultaneously access LIPA, SIPTO and the mobile operator's Core Network.
5.3.3
Open Issues

For this solution, the only requirements are NAT and routing functionalities for the HNB.
The solution has the following issues as FFS:

-
How to provide Internet service continuity when a UE hands over to a macro cell is FFS, if this function is required;
-
It is FFS if the LIPA and/or SIPTO function needs to support NAT traversal for other home applications;
-
It is FFS on addressing the possibility that the private IPv4 address of the home IP devices conflict with operator’s services which using private IPv4 addresses;
-
Whether it is necessary or not and how to block access to Local IP access for non-CSG users at a hybrid HNB is FFS;
-
It is FFS whether paging the UE from the HNB requires a S-GW function to reside in the HNB;
-
How the solution works with IPv6 prefix translation is FFS;
-
How does the routing policy configured in the HNB work for roaming CSG members, given that the HNB does not know whether the destination address belongs to the IP services network of the roaming CSG member's HPLMN. How does the home operator enforce its routing policy?
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