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Discussion

SA2 discussed the SA1 requirement "The CLI used on call-back shall allow the PSAP to contact the same terminal that originated the emergency call." several times.
CS based PSAP

In their LS response SA1 confirms that limitations for the case of PSAP in CS network were well known, due to the limitations of the CS network and "None of the solutions discussed over the years have resolved this, except the use of temporary number, which on the other hand do not fulfil all the SA1 requirements."
Thus there is no need to specify anything in SA2.
IP based PSAP

As from Rel-7 UEs must support GRUU (unless it is guaranteed that will not use service that requires the ability to identify and interact with a specific UE, e.g. telemetry applications), the identities (both tel URI and SIP URI) received in the IP based PSAP will allow the PSAP to call back the specific UE.

At the same time the IP based PSAP has the option to not to utilize GRUU calling back all the terminals sharing the tel/SIP URI. The decision is made in PSAP, and can depend e.g. on the emergency service type (can be useful to call all terminals in case of fire, while it makes sense to call specific terminal in case of police).
Conclusion

The only problematic case is when a Rel-5-6 UE (no GRUU support) initiates a UE-unaware emergency call. For such cases the call can be rejected, but no special identity solution needed.
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