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Abstract of the contribution 
This paper indentifies a couple of differences among the scenarios of the LIPA WI and proposes to include these differences in the TR.
1
Introduction

In the Local IP Access and Internet traffic offload WI four different scenarios were captured and during the discussions it was found that there are basic differences in these scenarios. This paper indentifies a couple of differences among the scenarios and proposes to include these differences in the TR.
2
Requirements for the different use cases and way to treat the work in SA2

It shall be noted that Local IP access and the Internet traffic offload scenarios differs significantly. Basic differences involve the following issues:

· User awareness:
In case of LIPA it can be assumed that the user is aware of the traffic routing and local break out through a home NW. SIPTO is about optimizing the routing of the packets, the user should be unaware of this. 

· Access control
For LIPA the access to private or semi public networks need access control (offered by CSG). For SIPTO this is not needed, as it could be provided for all users without any specific subscription.

· Regulatory requirements
Depending on the operator providing the peering point to the Internet (fixed net operator or mobile operator) the requirements for the mobile operator may differ regarding requirements for content screening or LI. 

As these differences have architecture impacts it is proposed to capture these issues in the TR.
Proposal 
Based on the above discussion the following changes are proposed in TR 23.8xy (Local IP Access and Internet offload).

********** Start of Changes ***********


4.2.1
Legal interception

Editor's note: this needs to be checked with SA3.
-
Whether the Home (e)NodeB Subsystem provides Legal Intercept (LI) functionality for Local IP Access to the Home;
-
Location of Legal Intercept (LI) functionality for Local IP Access to the Internet for the Home (e)NodeB Subsystem;
-
Location of Legal Intercept (LI) functionality for Internet traffic offload case;
Note that the legal interception requirements can be different for the Local IP Access from the SIPTO case 
-
Whether the Mobile Operator is in charge of legal interception or whether and how to assist the Backhaul Operator to perform legal intercept (e.g., by making the Mobile Operator's Core Network aware of the IP address assigned to the LIPA PDN connection).
4.2.2
QoS

-
Whether QoS for LIPA traffic is based on static policies (no Gx to Home (e)NodeB).

4.2.3
Single/multiple PDN support

Multiple PDN support is not available in all UEs. The solutions have to consider the following cases:
-
Single PDN support: Only one PDN connection is used;
-
Multiple PDN support: Multiple PDN connections are used simultaneously.
********** Next Changes ***********

4.2.x
User awareness

The user may or may not be aware of the use of LIPA and/or SIPTO. In case of LIPA it can be assumed that the user is aware of the traffic routing and local break out through a home network. As the SIPTO is about optimizing the routing, the user should be unaware of this.

4.2.y
Access control

It is scenario dependent whether access control is needed or not. For LIPA the access to private or semi public networks need access control (offered by CSG). For SIPTO this is not needed, as it could be provided for all users without any specific subscription.
********** End of Changes ***********
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