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Abstract of the contribution: This paper provides an analysis as to how SMS over the SGs interface can be realised using a standard MME and a new, light weight, stateless MSC (referred to as an "SMS IWF").
1
Background

The "Circuit Switched Fall Back" mechanism defined in 3GPP TS 23.272 was originally intended for use with voice call handling whilst on LTE (Long Term Evolution) access. SMS (Short Message Service) was added as an after-thought and as a result, the solution for supporting SMS in LTE is rather unnecessarily complicated for the purpose of SMS support alone, especially if the network does not support legacy 3GPP 3G or 2G access e.g. CDMA2000 network.
The handling of SMS in CS Fall Back today requires full MSC/VLR (Mobile services Switching Centre / Visitor Location Register) functionality that supports mobility management from a CS perspective. If "Idle mode" mobility between LTE and GERAN/UTRAN (i.e. 2G/3G) networks is active, this will furthermore have impacts on the 2G/3G core networks in requiring deployment of the Gs interface. The architecture for CS Fallback is defined in 3GPP TS 23.272, and is copied below in Figure 1 for convenience.
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Figure 1. CS Fallback architecture (from 3GPP TS 23.272)

2
Proposal

2.1
General
The main aim of this solution is to simplify the “MSC/VLR” (that terminates the SGs interface) such that it can become a relatively dumb interworking function (SMS IWF). The architecture proposed can be found below in Figure 2. 

With one exception, no changes are proposed to the UE (User Equipment) behaviour in relation to CS Fallback i.e. there are common procedures for access technology selection, service identification (i.e. SMS only), triggering of mobility management procedures, and signalling for SMS delivery.

However, existing deficiencies in the design of SMS over SGs do require some changes to 3GPP TS 23.401 v8.2.1. To overcome this deficiency the UE needs to send its MSC Mobile Station Classmark 2 to the MME at Attach and (non-periodic) TAU, in order that the MME can pass this to the SMS IWF (which of course, is acting as an MSC) so that the Classmark can be placed on the MSC billing record generated by the SMS IWF.

The previously mentioned exception to UE changes relates to an LTE mobile that does not support any 3GPP 2G or 3G technology e.g. CDMA2000 UE. This UE does not have a Mobile Station Classmark 2. However, such a UE can generate one by setting most values to the “non‑supported” setting and, for example, setting the RF power capability to “111” (as used by a 3G mobile that does not support 2G) and then sending this ‘dummy’ Classmark 2 to the MME.
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Figure 2. Proposed Architecture for SMS only deployment of CSFB

2.2
Initial attach / Mobility onto LTE

Figure 3 below shows the standard CS Fall Back combined EPS/IMSI attach in order to obtain SMS only, as per current 3GPP TS 23.272 procedures.
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Figure 3. Current CS Fall Back combined EPS/IMSI attach (in order to obtain SMS only)

The SGs interface is a “many to many” interface, i.e. the SMS IWF (=MSC) can be connected to multiple MMEs.

In the Attach/TAU procedure, the only modification is on reception at the SMS IWF of the Location Update Request in step 4. At this point, the SMS IWF maps each different MME Identity (e.g. IP address and/or MME name) to a different "MSC address" (i.e. SS7 Global Title address) from a pre‑configured pool of SS7 GT addresses. The SMS IWF itself hosts (from an SS7 routeing perspective) all of these different SS7 GT addresses. Thus, the HSS views them as just any other MSC/VLR to which a UE can roam (therefore, such SS7 GT addresses will need to be exchanged as MSC/VLR GT addresses/address ranges, as part of existing standard inter‑operator roaming agreements e.g. by using GSMA PRD IR.21).

The mapping between the MME Identity and "MSC address" shall be 1-to-1. This 1-to-1 mapping can then be used later in MT SMS message handling. The SMS IWF shall have a mapping between each MME connection to it with one SS7 GT address. An example of the stored mapping table, where each MME is identified by an IP address or MME name, is shown below in Table 1.
	MME
	MME name/IP address
	Assigned SS7 GT

	A
	192.168.1.4
	447700900111

	B
	aaa-1.internal.operator.com
	447700900112

	C
	10.34.78.67
	447700900113


Table 1: Mapping table of MME name to SS7 GT stored in SMS IWF

The mapped "MSC address" is then used by the SMS IWF in the Location Update procedure to the HSS in step 6, and the HSS stores this mapped "MSC address" as the address of the visited MSC/VLR.
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Figure 4. New architecture of MME and SMS IWF, showing that multiple MMEs can be connected to one SMS IWF

As an example, using Table 1 and Figure 4:

-
When UE 1 performs a combined Attach or combined Tracking Area Update procedure through MME A to the SMS IWF, the SMS IWF uses the SS7 Global Title 447700900111 in its signalling across the D interface to the HSS.

-
When UE 2 performs a combined Attach or combined Tracking Area Update procedure through MME B to the SMS IWF, the SMS IWF uses the SS7 Global Title 447700900112 in its signalling across the D interface to the HSS.

-
When UE 3 performs a combined Attach or combined Tracking Area Update procedure through MME C to the SMS IWF, the SMS IWF uses the SS7 Global Title 447700900113 in its signalling across the D interface to the HSS.

As the SMS IWF does not provide any ‘services’ except MO SMS and MT SMS, the SMS IWF need not store any subscription profile downloaded from the HSS, although MO SMS barring requires some special treatment.
This special treatment of MO SMS barring can be provided by either executing the barring functionality on the SMSC, or, in the SMS IWF and MME, as follows:

-
To realise the MO SMS barring on the SMSC, one method is to mark the IMSI within the SMSC as “pre-pay” and then install a zero (or sub-zero) balance on the credit platforms. However, the impacts of this on the operational/administration systems are unclear.
-
To realise the MO SMS barring in the SMS IWF and MME (e.g. because the SMSC is not in the home network) while keeping the SMS IWF stateless, the SMS IWF, upon receiving the Insert Subscriber Data message(s) for the subscriber, analyses the subscriber profile to see if the MO SMS barring indication is present. If, and only if, it is present then:

-
The SMS IWF includes a special "MO SMS barring" flag in the Location Update Accept message sent across the SGs interface to the MME.

-
The MME uses this flag to store the UE’s MO SMS barring status in the MME’s database.

-
Then later on, whenever the MME sends an SGs Uplink Unitdata message on the SGs interface, the MME encodes the UE’s MO SMS barring status within the message.

-
Upon receipt of the SGs Uplink Unitdata message, the SMS IWF uses the encoded UE’s MO SMS barring status to take the appropriate action, as per standard MSC behaviour, and thus rejects the MO SMS message, indicating the rejection back to the UE via the MME.


As per standard procedures, when using the SGs interface, the MSC/VLR delegates security function handling to the MME, hence the SMS IWF does not download authentication vectors from the HSS, and, the SMS IWF does not perform authentication of the mobile. Consequently, the SMS IWF does not need to store sets of authentication vectors for each mobile.

SMS delivery across the SGs interface does not involve the UE switch (or “Fall Back”) to the 2G/3G radio interfaces from LTE. For MT SMS the MME pages the UE with its EPS temporary identity (the S-TMSI). For both MO and MT SMS the UE accesses the network using its S-TMSI in the Service Request procedure. Hence there is no need for the SMS IWF to allocate an MSC TMSI (and hence no need to remember the linkage between IMSI and MSC TMSI).
Because the SGs Location Update Request message sent by the MME contains old and new LAIs, the MSC/SMS IWF can copy the new LAI into the LAI sent in the SGs Location Update Accept message, and include the IMSI in the optional Mobile Identity field. Inclusion of the IMSI ensures that any existing TMSI stored in the UE is deleted. As described in the MT SMS section, below, the SMS IWF does not need to store the LAI allocated to the mobile.

At inter MME Tracking Area Update (i.e. the UE changes its currently serving MME), the SMS IWF may or may not physically change, depending on network topology. However even if the same SMS IWF is used, since the SMS IWF is mobility management stateless (it has no VLR) it will perform a Location Update to the HSS. This automatically updates the "MSC address" (stored in the HSS) that identifies the currently serving MME. 

NOTE 1:
Owing to the use of the existing “S1-flex” standardised feature, the number of inter-MME TAUs is expected to be low, hence no significant extra HSS signalling load is generated. 

NOTE 2:
Intra-MME Tracking Area Updates are not signalled across the SGs interface.

For offline charging purposes, the SMS IWF generates CDRs according to the appropriate 3GPP Specifications (e.g. 3GPP TS 32.250).

Online charging is not implemented on the SMS IWF. Instead online charging is implemented on the SMSC. This aligns with current GSM/UMTS operator practice for the charging of SMS messages by the Home PLMN when UEs are roaming.

2.3
MO SMS

The UE uses standard 3GPP TS 23.272/23.040/24.301/24.011 procedures for initiating an SMS message. When the MME sends an SGsAP UPLINK UNITDATA message (that carries the Up-Link SMS message) the MME adds the UE’s MSISDN to the information sent to the SMS IWF. The MSISDN is downloaded to the MME from the HSS at Attach (or first TAU in that MME), and stored in the MME’s database. When the SMS IWF receives the SGsAP UPLINK UNITDATA , it extracts the MSISDN field to populate the RP-OA (originating address field) before sending the SMS message onwards towards the SMSC using standard Mobile Application Part (MAP) messaging as specified in 3GPP TS 23.040/29.002. The SMSC is selected by the normal procedures (e.g. it is the SMSC indicated by the UE within the RP‑Destination Address IE in the RP‑DATA message).

NOTE:
For consistency and for keeping the MME unaware of the contents of the message being transported, the MME includes the MSISDN into all SGsAP UPLINK UNITDATA messages. However, an alternative implementation is that the MME only adds the MSISDN information to the SGsAP UPLINK UNITDATA messages that carry the RP-DATA message and/or only those messages related to MO SMS (and not those for MT SMS).

The MME is also modified so that it adds the UE’s current E-UTRAN Global Cell ID, current TAI, UE's Circuit Switched "classmark" and UE's IMEISV into all SGsAP UPLINK UNITDATA messages. This is needed so that the SMS IWF can correctly generate the standard MSC billing records according to 3GPP TS 32.250. (In order to use a legacy MSC billing record format, the TAC is placed into the LAC field on the CDR, and, for example, the 16 least significant bits of the E-CGI are placed into the Cell Identity field on the CDR. As the TAC and LAC are normally distinct within a PLMN, ambiguity on ‘cell of origin’ is very rare.)

2.4
MT SMS

MT SMS is performed according to existing procedures in 3GPP TS 23.040, with the following caveats.

In the Send Routing Information (SRI) for SM messaging initiated from an SMS Router or SMSC, the HSS returns the IMSI and the "MSC address" of the node last recorded as performing the Location Update procedure, as per current SMS procedures. In this scenario, the "MSC address" identifies the SMS IWF (but with an SS7 GT address that permits the SMS IWF to identify the UE’s MME). The SMSC/SMS Router then forwards the SMS message to the SS7 GT address returned by the HSS, and includes the IMSI as obtained in the SRI for SM. The SMS IWF looks‑up the received SS7 GT address used to forward the SMS message to it against the internal mapping table built during the initial attach (see section 3 above and the example in Table 1) to identify the UE's currently serving MME. SGs paging is then initiated to the UE’s current MME.

Although a normal MSC/VLR stores the UE’s current LAI, this is not necessary in the SMS IWF. When the SMS IWF does not store the current Location Area Identifier, the SGs paging message is sent to the MME with a “special” LAI. Normally the “UE is known in the MME” and the MME ignores the LAI information. However, if an MME reset has occurred, the MME uses the received LAI to determine which Tracking Areas to page the UE in. When the “special LAI” is received, the MME (which has reset) uses configuration data in the MME to determine in which TAIs to page the UE (this could be new “SMS IWF specific” configuration data, or, a default of “all TAIs served by the MME”). To avoid long term UE specific storage in the SMS IWF, the “special LAI” need not be UE specific.

SGs interface Paging remains under the control of the SMS IWF but this passes the IMSI as the identifier to the MME. The remainder of the procedure is as per 3GPP TS 23.272 i.e. the MME uses the Service Indicator set to “SMS indicator” in the SGs paging message to trigger paging with the S-TMSI and PS domain indicator.

When the UE responds to paging, the Service Request message is sent on the SGs interface. The MME is modified to add MSISDN, current E-UTRAN Global Cell ID, current TAI, UE’s Circuit Switched "classmark" and UE's IMEISV into the Service Request message. This is needed so that the SMS IWF can generate the standard MSC billing records according to 3GPP TS 32.250. (In order to use a legacy MSC billing record format, the TAC is placed into the LAC field on the CDR, and, for example, the 16 least significant bits of the E-CGI are placed into the Cell Identity field on the CDR. As the TAC and LAC are normally distinct within a PLMN, ambiguity on ‘cell of origin’ is rare.)

As per existing 3GPP TS 29.118 procedures, after the Service Request message is received by the SMS IWF, the SMS message is sent across the SGs interface in a DOWNLINK UNITDATA message.

2.5
Message Waiting

As per existing functionality specified in 3GPP TS 23.040, when an MSC/VLR fails to successfully deliver an MT SMS message, it is required to set its “SMS message waiting flag” (MNRF), and, when the UE next makes radio contact with that MSC, the MSC then informs the HSS that the mobile is now available.

With the ‘stateless’ SMS IWF (or a full MSC/VLR), MO SMS delivery failure causes the SMS IWF to send the Non-EPS Alert request message to the MME. The MME then sets its Non-EPS Alert Flag (NEAF). When the UE next makes radio contact with the E-UTRAN, the MME will be involved and then the “set” NEAF causes the MME to inform the SMS IWF that the UE has returned. The SMS IWF uses the IMSI in the SGs message to derive the HSS identity and then sends the MAP_Ready_For_SM MAP message for this IMSI to the derived HSS.
2.6
CAMEL
Support for MO SMS was added in CAMEL Phase 3, and support for MT SMS was added in CAMEL Phase 4. Although existing in 3GPP standards for some time, real‑world deployments of CAMEL Phase 3 are few and far between and CAMEL Phase 4 is pretty much non‑existent. Therefore, in order for an operator to enable pre‑pay for SMS, other, more encompassing (and less reliant on VPLMN supporting) solutions are generally implemented. For the MO case, functionality on the SMS-SC is common. For the MT case, charging is either not applied by the HPLMN, or else, such functionality is provided on an SMS Router.
Therefore, the lack of support of CAMEL on the SMS IWF should not be considered a killer criterion, as operators are, in the most part, not reliant upon it today.
3
Conclusion

In current approaches described in 3GPP TS 23.272, the SMS IWF is an MSC/VLR, which is traditionally a complex and expensive piece of telecommunications equipment. In this proposal, the SMS IWF takes on the role of the MSC but becomes a much simpler entity that does not require the storage of long term state information (e.g. it need not have a VLR). As such, there is less functionality to test before deployment, thus a potentially quicker roll-out time for new nodes, and also less to go wrong when it's actually live. If/when an SMS IWF does go down, it should be less noticeable to roaming partners' networks, because due to its stateless-ness, another SMS IWF (configured correctly) can very easily take over with minimal amount of fuss and, more importantly, no extra signalling required (unlike an MSC, where lots of inter-operator signalling is required to "restore" all subscriber profiles).

In addition, as operators move forward into an "All IP" architecture and move away from MSC investments, the use of an SMS IWF becomes an attractive alternative solution for retaining SMS capability. Indeed, any LTE networks without any legacy CS architecture can also benefit from deploying an SMS IWF as opposed to an MSC.
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