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1. Overall Description:

3GPP TSG SA WG2 along with 3GPP TSG CT WG1 were requested by the TSG CT Chair on behalf of IETF Ecrit on May 6 to provide feedback on the issue of applicability of the phoneBCP draft to a cellular environment. The immediate issue at the time was inclusion of an applicability statement in the draft but we assume that the question of applicability itself would also be of concern.

The Email request was as follows:

From: Hannu Hietalahti [mailto:hannu.hietalahti@NOKIA.COM] 
Sent: Wednesday, May 06, 2009 4:48 AM
To: 3GPP_TSG_SA_WG2@LIST.ETSI.ORG
Subject: Question on draft-ietf-ecrit-phonebcp
Dear CT1, SA2,

 

in the 3GPP - IETF telco earlier this week a question was brought up on whether the phonebcp IETF draft could be applicable on cellular systems or not: http://www.ietf.org/internet-drafts/draft-ietf-ecrit-phonebcp-09.txt
 

We have got no dependency from 3GPP specifications and I am not saying that we should have. In the 3GPP - IETF telco I promised to ping the 3GPP groups working in the area of VoIP and emergency calls just in case someone might be able to help in this question.

 

The question seems to be whether it would be justified or not to restrict the applicability area of the draft by excluding the use of it in cellular environment. Even if we are currenlty not directly referencing to the draft, for me it sounds a bit odd if IETF needs to start categorising SIP extensions to those that are applicable in cellular environment and to those that are not.

 

If you think you can help to solve this, please keep the CC'd Cullen Jennings and Hannes Tschofenig in the discussion.

 

BR,

Hannu Hietalahti

3GPP TSG CT Chairman

tel: +358 40 5021724

We would like to respond to this question by considering the following interworking cases:
(A) A terminal that for IP based emergency calls supports only the phoneBCP requirements and its referenced standards attempts an IP based emergency call via normal IP access on a 3GPP compliant serving network (e.g. via WCDMA or LTE).
(B) A terminal that for IP based emergency calls supports only the 3GPP solution (defined in 3GPP TS 23.167) attempts an IP based emergency call on a network fully compliant with the phoneBCP requirements and its referenced standards. 

(C) A terminal that for IP based emergency calls supports only the phoneBCP requirements and its referenced standards attempts an IP based emergency call via normal IP access on a 3GPP serving network (e.g. via WCDMA or LTE) that supports the phoneBCP requirements to the maximum extent possible consistent with other 3GPP requirements.

To assist an evaluation of all 3 cases, the following table shows (in the cells carrying an "X") which mandatory phoneBCP requirements would not normally be supported by the entity in each case that is not fully phoneBCP compliant. The table also shows (in the cells carrying a "Y") which non-mandatory requirements could create conflicts. It is assumed for case (A), that LoST servers may be accessed outside of the 3GPP serving network.
	Requirement
	(A) 3GPP Network
	(B) 3GPP Terminal
	(C) 3GPP Network

	ED-5 / SP-4
	
	X
	

	ED-12/INT-1/SP-10
	X
	X
	

	AN-9
	X
	
	X

	ED-18 / INT-9
	
	
	Y (note 1)

	ED-20 / INT-11
	
	
	Y (note 1)

	ED-21 / INT-12
	
	X
	

	AN-12 / INT-13
	X
	
	

	ED-24
	
	X
	

	ED-35 / AN-19
	X
	X
	

	ED-38
	
	X
	

	SP-18
	X
	
	X (note 2)

	SP-19
	X
	
	X (note 2)

	AN-23
	X
	
	

	SP-22
	X
	
	

	ED-49
	
	X
	Y (note 3)

	ED-50
	
	X
	Y (note 3)

	ED-51
	
	X
	Y (note 3)

	ED-52
	
	
	Y (note 3)

	ED-55
	
	X
	

	SP-26
	Y (note 4)
	
	

	SP-27
	Y (note 4)
	
	

	SP-34
	X
	
	

	ED-69
	
	X
	


Non-Compliance (X) or Conflict (Y) with PhoneBCP Requirements for 3 interworking cases (A), (B), (C)
Note 1:
A 3GPP access network in (C) could support location configuration but we assume this will not be effective for a roaming terminal that has IP connectivity via its home network. Location configuration support in or via the home network might not be able to provide a terminal with a correct location, but it is not clear if the terminal would realize that or what it could do to overcome this.
Note 2:
this may not be a real problem, but terminal provided location is not considered as reliable as network produced or network verified location by 3GPP networks (e.g. terminal could spoof location or simply provide an incorrect one due to SW/HW faults)
Note 3:
A roaming terminal with IP connectivity via its home network may be unable to discover a LIS in the serving network or serving network geographic area. DHCP will also not be reliable since this also would be via the home network. Similar remarks apply to LoST server discovery.

Note 4:
A 3GPP serving or home network will normally recognize an emergency call (assuming the terminal receives IMS service) but a typical response would be a request for the terminal to either perform the emergency call in the circuit domain (e.g. for an older legacy terminal) or obtain emergency IP access in the serving network and then perform an emergency IMS registration before resending the emergency call request. 

Not all of the non-conformances above are necessarily critical though a few appear to be.

For case (A) for a 3GPP network (access network and IMS if used), lack of support (or at least no guaranteed support) for either DHCP or HELD (AN-12), lack of mandatory support for updated location provision to a device during a call (AN-19) and difficulty with emergency call signalling back to a non-3GPP compliant terminal (SP-26, SP-27) all seem critical. In other words, this interworking case will not reliably support an IP based emergency call.
For case (B), the critical cases of non-compliance on the part of a 3GPP terminal appear to be ED-21 and ED-24 (lack of support for DHCP or HELD), ED-35 and ED-55 (lack of support for necessarily obtaining initial and updated location), ED-38 (sending of an updated location to a PSAP using SIP), ED-49 and ED-51 (lack of support for LIS or LoST discovery), ED-50 (no configurable default LoST server parameter). This interworking case too will not reliably support an IP based emergency call.
For case (C), a few unavoidable and critical conflicts appear to arise between the phoneBCP requirements and 3GPP wireless operational requirements. One of these concerns the ability for a terminal to obtain IP connectivity from its home network when roaming if the access type is any of GPRS, HSPA or LTE. Such access can be configured in the terminal by the home network operator (e.g. to reduce roaming costs and/or provide more efficient access to home network provided services) and may not be capable of being overridden by the terminal or user for normal (as opposed to emergency) IP access. Home network IP connectivity in 3GPP is not analogous to mobile IP – e.g. there is no local IP access in the serving network. This may prevent access to a local LIS or LoST server and instead cause a terminal to access a remote LIS and LoST server with problematic support of location and routing to the right PSAP. Other problems for case (C) concern access to a legacy circuit mode PSAP and call handover from the packet domain to the circuit domain (e.g. HSPA handover to GSM). The 3GPP solution supports these but the PhoneBCP requirements omit them. While we understand that the PhoneBCP scope is the Internet, a terminal will have no idea where an emergency call will end up nor how it may be subsequently transferred if the user moves or otherwise loses current radio coverage. So some additional support would have to be added by both a 3GPP network and a terminal if the PhoneBCP requirements were to become the basis of emergency call support for IP access.
We conclude that in all 3 interworking cases, reliable support of emergency calls will be problematic (e.g. not possible or only possible with additional support or in restricted conditions). We thus see that the PhoneBCP requirements are not generally or unconditionally applicable to wireless networks and terminals that conform to 3GPP specifications (nor by extension to terminals and networks that conform to 3GPP2 specifications since the same technical specifications are employed for IP emergency calls). 
In order to bridge the gap that this creates, it might be possible for terminals to support both the 3GPP/3GPP2 solution and the solution defined by the PhoneBCP requirements. Since many of the requirements are common, this might not be an excessive expectation. As long as a terminal is aware of the type of access network it is using, it can use whichever solution would be appropriate (or even begin to follow the PhoneBCP requirements to discover a LIS and LoST if there was any doubt). A problem may still arise, however, if the application part of the terminal is separate from the access part (e.g. when using a mobile wireless router). This suggests that some further study remains to be done on ways to ensure universal access to IP emergency services.
2. Actions:

None 
3. Date of Next TSG-SA WG2 Meetings:

TSG-SA2 Meeting #76
16th – 20th November 2009
San Jose Del Cabo, Mexico
TSG-SA2 Meeting #77
18th – 22nd January 2010
China

