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Abstract of the contribution:

This document proposes a Selected IP Traffic Offload solution for UMTS.
1 Introduction
The new WID for Local IP Access & Selected IP Traffic Offload was approved at SA2#74 and updated at SA1#47. The WI objectives include functionalities of the Selected IP Traffic Offload for both 3G/LTE macro network and H(e)NB subsystem. This document proposes to add the following Selected IP Traffic Offload solution for UMTS into TR 23.8xy.
2 Discussion
2.1 Architecture
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Figure 2.1-1: Selected IP Traffic Offload from Traffic Offload Function deployed at Iu-PS

This solution is applicable to Internet traffic offload for both UMTS macro and HNB subsystem. Offload Function is deployed at Iu-PS interface, thus the cost of backbone transport behind Traffic Offload Function (TOF), SGSN, GGSN and VAS would be largely saved. If TOF is deployed near or collocated with RNC/HNB GW, the cost of backhaul transport between RNC/HNB GW and TOF can be further saved.
Offload is enabled by NAS and RANAP message inspection, SPI/DPI, and NAT. Offload policies could be configured via OAM or other policy server to TOF.
TOF entity may also provide Paging, Charging and LI functions.
2.2 Offload Procedure
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Figure 2.2-1: Selected IP Traffic Offload Procedure at Iu-PS
TOF inspects RANAP messages and records the IMSI of the UE during COMMON ID procedure when Iu connection for an UE is established. And TOF gets subscriber information including DRX etc. by inspecting NAS message during attach and RAU procedures, etc. During RAB Setup procedure TOF records the RAB ID, uplink TEID and downlink TEID. During PDP context activation procedure, TOF gets SM information including NSAPI, PDP type, APN, etc. 
User level offload policies can be applied after TOF gets IMSI during Iu connection establishment. PDP level offload policies can be applied after TOF gets PDP level information during PDP context activation/modification procedures.
During data transfer procedure, TOF creates NAT table including NAT IP, Destination IP, NAT port, Destination port, protocol type, uplink TEID and perform NAT for offload traffic, transparently transfer the non-offload traffic to CN. After offload policy has been matched, TOF could mark the RAB(s)/GTP-U tunnel(s) which transfer offload traffic. Then SPI/DPI is only performed to the uplink traffic on these RAB(s)/GTP-U tunnel(s). Thus unnecessary SPI or DPI to the RAB(s)/GTP-U tunnel(s) which only transfer non-offloaded traffic can be avoided. After TOF receives downlink offload traffic which has no GTP-U header, TOF matches NAT item according to the Source IP, Destination IP, NAT port, Destination port, protocol type of the packet. Then TOF gets downlink TEID according to uplink TEID from UE context and add GTP-U header to the packet. At last TOF sends the packet to RNC/HNB GW as SGSN does.
When TOF detects Iu release message it could start a Timer, which is longer than the RAU Timer. When this Timer expires and Iu connection is not re-established, TOF deletes related UE context. The timer is stopped when Iu connection is re-established for the UE.
2.3 Charging
TOF performs counting for the offload traffic and sends charging records to CG via Ga interface.
2.4 Lawful Interception
TOF may provide standard LI interfaces to LI Gateway to support LI for offload traffic.
2.5 Mobility
When Selected IP Traffic Offload is active, if UE happens to leave the source TOF, the target TOF shall re-evaluate the eligibility of Selected IP Traffic Offload. The source TOF starts a Timer when it detects Iu release message, as described in the last paragraph of 2.2.
The followed mobility cases may happen: 
· At intra-TOF mobility, TOF could inspect Relocation Request or Common ID message to track IMSI and RAB ID to resume offload policies. The downlink data will not be lost when the source and target RNCs are controlled by one TOF because the NATed IP address keeps unchanged. In this case TOF is able to ensure service continuity during mobility;
· At inter-TOF mobility, the downlink data will be lost because NATed IP address will be changed. In this case TOF is not able to ensure service continuity during mobility.
2.6 Paging
When TOF receives downlink offload packets for an idle mode UE, it generates and sends paging message to the connected RNC(s) using IMSI and DRX parameter of the UE.

However, most PS applications either work in UE originated service only (e.g. FTP, Outlook, multi-media player), or uses heartbeat interval shorter than the timer to change PMM state to PMM-IDLE (e.g. IM software). Thus whether paging is needed or not is FFS.
Proposed Changes

5.x
Solution 3 – Selected IP Traffic Offload at Iu-PS
5. X.1
Applicability

This solution supports the following scenario:

-
Selected IP Traffic Offload for UMTS macro

-
Selected IP Traffic Offload for HNB subsystem

5. X.2
Architectural principles
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Figure 5.X.2-1: Selected IP Traffic Offload from Traffic Offload Function (TOF) deployed at Iu-PS

NOTE 1:
TOF can be a separate entity, or collocated with RNC/HNB GW.
The following architecture principles apply to this solution:

-
The TOF is located at Iu-PS and provides standard Iu-PS interface to the RNC and the SGSN.

-
Selected IP Traffic Offload is enabled by NAT and SPI/DPI based on operator policies at different levels (e.g. per user, per APN, per service type, per IP address, etc).

-
One PDN connection or PDP context for both offload traffic and non-offload traffic is supported, while it also allows using different PDN connections or PDP contexts for offload traffic and non-offload traffic (e.g. by selecting the traffic based on APN).

-
No impact on the quality of service continuity provided for non-offload traffic during mobility.

-
The quality of service continuity provided for offload traffic is same as it is for non-offload traffic during intra TOF mobility.
5. X.3
Traffic Offload Function 

TOF includes the following functions:

· NAS and RANAP message inspection to build local UE context;

· SPI/DPI and Selected IP Traffic Offload policy enforcement;

· Uplink traffic offload by removing GTP-U header and NAT;

· Downlink traffic offload by reverse NAT and adding GTP-U header;
· Charging for offloaded traffic;

· Lawful Interception for offloaded traffic;

· Offload traffic service continuity during intra-TOF mobility
5.X.4
Offload Procedure
· TOF inspects both NAS and RANAP messages to get subscriber information and establish local UE context.
· TOF decides the offload policy to be applied based on above information during e.g. attach and PDP context activation procedures.

· During the data transfer procedure, TOF performs necessary SPI or DPI to uplink traffic.
· TOF drags the uplink traffic out from the GTP-U tunnel and performs NAT to offload the traffic if offload policy is matched.
· TOF performs reverse NAT to the received downlink offload traffic and inserts it back to the right GTP-U tunnel.
5. X.4
Open Issues

The solution has the following open issues:

-
It is FFS whether paging the UE for downlink offload traffic from the TOF is needed;
-
How the solution works with IPv6 prefix translation is FFS;
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