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Abstract of the contribution: This contribution discusses and proposes text for new TR 23.8xy (LIPA and Internet Offload) on the list of functions required in L-GW, SGW and RAN for LIPA and SIPTO.
1 Discussion
The L-PGW, SGW and RAN functions required for LIPA and SIPTO are mainly coming from existing PGW, SGW and RAN functions, but some of them are not needed and some additional functions might be needed. This is studied below from architectural requirements (section 4.3 of TR) and architectural principles (section 5.1 of TR).
L-PGW functions needed for LIPA and SIPTO

	PGW function

(extracted from TS 23.401 clause 4.4.3.3)
	LIPA
	SIPTO for H(e)NB
	SIPTO for Macro Network

	-
Per-user based packet filtering (by e.g. deep packet inspection);
	Required, but only on IP address/Port number
	Required, but only on IP address/Port number
	Required

	-
Lawful Interception;
	Not required
	FFS: Required?
	Required

	-
UE IP address allocation;
	Required
	Required
	Required

	-
Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point, based on the QCI of the associated EPS bearer;
	Not required, H(e)NB internal issues
	Required
	Required

	-
Accounting for inter-operator charging;
	Not required
	FFS: Required?
	Required

	-
UL and DL service level charging as defined in TS 23.203 [6]
(e.g. based on SDFs defined by the PCRF, or based on deep packet inspection defined by local policy);
	Not required
	FFS: Required?
	Required

	-
Interfacing OFCS through according to charging principles and through reference points specified in TS 32.240 [51].
	Not required
	FFS: Required?
	Required

	-
UL and DL service level gating control as defined in TS 23.203 [6];
	No, generic rules only
	Not required, generic rules only
	Not required, generic rules only

	-
UL and DL service level rate enforcement as defined in TS 23.203 [6]
(e.g. by rate policing/shaping per SDF);
	Not required
	Not required, simple rate enforcement only
	Not required, simple rate enforcement only

	-
UL and DL rate enforcement based on APN-AMBR
(e.g. by rate policing/shaping per aggregate of traffic of all SDFs of the same APN that are associated with Non-GBR QCIs);
	Required
	Required
	Required

	-
DL rate enforcement based on the accumulated MBRs of the aggregate of SDFs with the same GBR QCI
(e.g. by rate policing/shaping);
	Not required
	Not required
	Not required

	-
DHCPv4 (server and client) and DHCPv6 (client and server) functions;
	Required
	Required
	Required

	-
Packet screening (capability to check that the UE is using the exact IPv4-Address and/or IPv6-Prefix that was assigned to the UE).
	Required
	Required
	Required

	-
GTP: UL and DL bearer binding as defined in TS 23.203 [6];
	Not required
	Not required, only best effort supported
	Not required, only best effort supported

	-
GTP: UL bearer binding verification as defined in TS 23.203 [6];
	Not required, only best effort supported
	Not required, only best effort supported
	Not required, only best effort supported

	-     GTP: Accounting per UE and bearer.
	Not required
	Required
	Required


From L-PGW table, it can be seen that the L-PGW for LIPA is much simpler than the L-PGW for SIPTO, mainly due to LI and charging. 
Local P-GW functions for LIPA and SIPTO shall include following EPC P-GW functions:
· UE IP Address assignment;
· Direct Tunneling of LIPA traffic between L-PGW and RAN in connected mode;

· per UE policy based packet filtering and rate policing/shaping;
· UL and DL rate enforcement based on APN-AMBR;

Specific P-GW functions for SIPTO shall include following EPC P-GW functions:

· Legal Interception;
· per user charging and inter-operator accounting.

The L-PGW for LIPA shall be located in the H(e)NB subsystem.

It is FFS whether the L-PGW for SIPTO may be located in the H(e)NB or whether, mainly due to LI, charging and security reasons, it shall be located outside H(e)NB i.e. in H(e)NB GW or in the backhaul transport network.

SGW functions needed for LIPA and SIPTO

	SGW function

(extracted from TS 23.401 clause 4.4.3.2)
	LIPA
	SIPTO for H(e)NB
	SIPTO for Macro Network

	-
the local Mobility Anchor point for inter-eNodeB handover;
	Not required
	Not required, can be included in the L-PGW
	Not required, can be included in the L-PGW

	-
sending of one or more "end marker" to the source eNodeB, source SGSN or source RNC immediately after switching the path during inter-eNodeB and inter-RAT handover, especially to assist the reordering function in eNodeB.
	Not required
	Not required, can be included in the L-PGW
	Not required, can be included in the L-PGW

	-
Mobility anchoring for inter-3GPP mobility (terminating S4 and relaying the traffic between 2G/3G system and PDN GW);
	Not required
	Not required, can be included in the L-PGW
	Not required, can be included in the L-PGW

	-
ECM-IDLE mode downlink packet buffering and initiation of network triggered service request procedure;
	Required
	Required
	Required

	-
Lawful Interception;
	Not required
	Not required, as already included in the L-PGW
	Not required, as already included in the L-PGW

	-
Packet routeing and forwarding;
	Not required, local bridging is sufficient
	FFS
	FFS

	-
Transport level packet marking in the uplink and the downlink, e.g. setting the DiffServ Code Point, based on the QCI of the associated EPS bearer;
	Not required, internal H(e)NB issues
	Not required, as already included in the L-PGW
	Not required, as already included in the L-PGW

	-
Accounting for inter-operator charging. For GTP-based S5/S8, the Serving GW generates accounting data per UE and bearer;
	Not required
	Not required, as already included in the L-PGW
	Not required, as already included in the L-PGW


From the SGW table above, it can be seen that there is no SGW functions required in connected mode for LIPA. For SIPTO, mobility-related functions can be included in the L-PGW, LI and charging are supported by the L-PGW. 

For both LIPA and SIPTO, only one function is needed in IDLE mode: downlink packet buffering and initiation of network triggered service request procedure. 
It is FFS whether downlink packet buffering and initiation of network triggered service request procedure should be local to the H(e)NB, leading to two SGWs per UE (one in Core Network and one in H(e)NB subsystem or transport backhaul network), which is not in line with current 23.401 architecture principles, or whether this function should be in the Core Network. 

Additional RAN functions needed for LIPA and SIPTO

	RAN function
	LIPA
	SIPTO for H(e)NB
	SIPTO for Macro Network

	Passing UE IP address(es) allocated by L-PGW to the MME/SGSN via S1AP/RANAP
	Required
	Required
	Required

	FFS
	
	
	


2 Proposal 
The following changes are proposed in TR 23.8xy (LIPA and Internet Offload).
Proposed text for TR 23.8xy (LIPA and Internet Offload)
***** START OF CHANGES *****
5.2
Solution 1 - Local IP Access solution based on traffic breakout performed within H(e)NB using a local PDN connection
5.2.1
Applicability

This solution supports the following scenarios:

-
HNB and HeNB to home

-
HNB and HeNB to internet

5.2.2
Architectural principles

5.2.2.1
General principles

Common principles applying to both UMTS and EPS:

-
At least two PDN connections are assumed for simultaneous LIPA traffic (to the home and to the internet) and non-LIPA traffic;

-
Pre-Rel-9 UEs that support Multiple PDN connections can simultaneously access LIPA and non-LIPA PDN connections;
-
For LIPA traffic a Local P-GW function or Local GGSN function for EPS and UMTS, respectively is located within the H(e)NB; For SIPTO traffic for Macro Network, a Local P-GW function or Local GGSN function for EPS and UMTS, respectively is located on or above the RNC/eNB;
-
For non-LIPA traffic, the P-GW/GGSN is located within the core network;

-
Local IP access PDN can be identified by a well-defined APN;
-
Mobility management signalling between UE and network is handled in the core network;
-
Session management signalling (Bearer setup, etc.) terminates in the core network;

-
Before LIPA PDN connection is established, the UE is authenticated, authorized and registered by the core network.
-
The paging function for LIPA/SIPTO traffic is located in the Core SGSN/MME;
-
For  active UE’s, mechanisms to optimize the routing of the EPS/UMTS bearers used for LIPA/SIPTO traffic shall be adopted, allowing the user plane to bypass the Core SGW and SGSN.

Additional principles applying to UMTS only:

-
(none)

Additional principles applying to EPS only:

-
(none) 
5.2.2.2
Architectural Functions
5.2.2.2.2
LIPA
P-GW functions for the support of LIPA services
They are a subset of the functions of the EPC PGW:
· per UE policy based packet filtering and rate policing/shaping;

· UE IP Address assignment;

· Direct Tunneling between L-GW and RAN in connected mode;

These functions are included in a Local GW (L-GW) that is logically part of the Access Network (E-UTRAN or UTRAN). The L-GW for LIPA shall be located in the H(e)NB subsystem.

SGW functions for the support of LIPA services
· None required in ECM-connected mode;

· Providing paging trigger support for LIPA DL traffic in ECM-IDLE mode.

It is FFS whether IDLE mode downlink packet buffering and initiation of network triggered service request procedure should be local to the H(e)NB, leading to two SGWs per UE (one in Core Network and one in H(e)NB subsystem or transport backhaul network), which is not in line with current 23.401 architecture principles, or whether this function should be in the Core Network.

MME impacts for the support of LIPA services:

The MME may need adaptations to the EMM and ESM procedures regarding the following functions:

· Trigger the session management for LIPA services and authorization of local access;
· Paging;
· GW selection for LIPA traffic.
HeNB to Core Network control interface for LIPA services:

· The MME shall keep the managing control over the UEs allowed to use LIPA Services;
· The LIPA service should work based on the temporary UTRAN/EUTRAN identifiers without necessitating transfer of user sensitive information over the HeNB to Core Network interface, or storing such sensitive information locally in the H(e)NB/Local P-GW context data;
· The HeNB to Core Network interface shall not expose user sensitive information; 
· Transfer of the locally assigned IP address to the core NW if the inclusion of the IP address in the NAS signaling is required (e.g., no DHCP client support in UE).
5.2.2.2.2
SIPTO for H(e)NB

P-GW functions for the support of H(e)NB SIPTO services
They are the same as LIPA case, plus:

· FFS: per user charging and inter-operator accounting.

These functions are included in a Local GW (L-GW) that is logically part of the Access Network (E-UTRAN or UTRAN). It is FFS whether the L-GW for H(e)NB SIPTO may be located in the H(e)NB or whether, mainly due to LI, charging and/or security reasons, it shall be located above H(e)NB.

Mobility-related functions are FFS.

SGW functions for the support of H(e)NB SIPTO services
Same as LIPA case.
MME impacts for the support of H(e)NB SIPTO services:

Similar to the LIPA case but instead of “the GW selection for LIPA traffic”, the MME performs here the L-GW selection for SIPTO traffic


· 
· 
· 
HeNB to Core Network control interface for H(e)NB SIPTO services:

· Same as LIPA case.
5.2.2.2.3
SIPTO for Macro Network

P-GW functions for the support of SIPTO in Macro Network services
They are the same as LIPA case, plus:

· per user charging and inter-operator accounting.

· FFS: standard LI interfaces to LI Gateway to support LI for offload traffic.

Mobility-related functions are FFS.
***** NEXT CHANGE *****
5.2.3
Open architectural issues

This section lists the open architectural issues which have been identified for this solution.

Common open issues applying to both UMTS and EPS:

-
It is FFS whether the H(e)NB provides Legal Intercept (LI) functionality

-
It is FFS whether and how to assist the backhaul operator to perform legal intercept (e.g., by making core network aware of IP address assigned to LIPA PDN connection)

-
It is FFS whether Mobility (to macro-network and another H(e)NB) is supported/required for LIPA traffic

-
It is FFS whether QoS for LIPA traffic is based on static policies (no Gx to H(e)NB)

Open issues applying to UMTS only:

-
Location of LIPA session management is FSS
Open issues applying to EPS (LTE and S4-based UMTS) only:

-
Location, number and possible subset of S-GW functions (two S-GWs (in HeNB and core network) vs. one S-GW with relocation)

-
S11 interface to the HeNB to manage bearer setup for LIPA

5.2.4
Alternative 1
5.2.5 Alternative 2

***** END OF CHANGES *****
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