
3GPP TSG SA WG2 Meeting #75
TD S2-095874
August 31 – September 4, 2009, Kyoto, Japan
Source:
Huawei
Title:
Access Control for inbound handover to HeNB subsystem
Document for:
Discussion/Approval
Agenda Item:
7.4.2
Work Item / Release:
EHNB
1. Introduction

According to latest discussion on LTE inbound handover in RAN WGs: 

-  The UE can read the system information of the target cell and perform the preliminary access check. Network only has to initiate handover preparation for cells for which the UE has verified the CSG.
-  The UE reports the ECGI and TAI of target cell in the measurement report. Other information, e.g. CSG ID and access mode, is FFS. 
-
The CSG access control during inbound handover is performed by the MME.

This document discusses access control solution for inbound handover to HeNB subsystem and gives an evaluation on these solutions based on above agreements. 
2. Discussion
The following aspects need to be considered:

-  Whether the UE reports CSG ID and access mode
-  Whether the HeNB GW is deployed in the target side: if HeNB GW is deployed, the MME does not have CSG ID and access mode of the target HeNB;

-  Whether the MME is relocated during the handover: if the MME is relocated, because the target MME does not have CSG subscription data, thus the source MME should perform CSG access control;

2.1 Solution 1 UE reports CSG ID and access mode of target cell
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Figure 1 inbound handover access control when UE reports CSG ID and access mode
1) The UE reports CSG ID and access mode with ECGI and TAI in the measurement report.

2) Source EUTRAN includes the reported CSG ID and access mode in the Handover required message sent to the source MME. 
A1) The source MME performs CSG access control based on the CSG ID and access mode in the Handover required message, and the stored CSG subscription data.
3) And if the UE is allowed to access the target cell, the source MME sends Forward Relocation Request message to the target MME, including the access mode and CSG ID with CGI/ECGI for further check.

4) The target MME sends Handover Request message to the target HeNB GW including the access mode and CSG ID with CGI/ECGI for further check.

A2) The target HeNB GW checks if the CSG ID and access mode in the Handover request message align with the stored information of the target cell. 
If the CSG ID and access mode do not align with the stored information of the target cell, the target HeNB GW can reject the Handover request and thus target side does not prepare handover resource.

If the CSG ID and access mode aligns with the stored information of the target cell, the handover procedure continues.

Note: When HeNB GW is not deployed and if MME is not relocated, the A1 and A2

Advantage of this solution:
The CSG access control is completed before the target HeNB prepares handover resource. Thus the target HeNB will not prepare resource when the UE is not allowed to access.
Disadvantage of this solution:
The UE has to report the CSG ID and access mode of the target cell.
More messages are impacted compared to solution 2.
2.2 Solution 2 UE does not report CSG ID and access mode of target cell (i.e. solution3 in section 6.3.6.2.3 of TR 23.830)

[image: image2.emf]Source 

EUTRAN

Target 

HeNB

Source 

MME

HeNB GW UE

1. Measurement report

(ECGI, TAI)

2. HO required

4.HO request

5. HO request

6. HO request ACK

7. HO request ACK

(CSG ID, access 

mode)

9. HO command

10. RRC mobility control

A. Perform access control

Target

MME

3. Forward Relocation 

Request

8. Forward Relocation 

Response

(CSG ID, access mode)


Figure 2 inbound handover access control when UE does not report CSG ID and access mode
1-5) The UE only reports ECGI and TAI in the measurement report. Source EUTRAN sends Handover required message to the source MME. Source MME sends Forward Relocation Request to the target MME. The target MME sends Handover request message to the target HeNB GW then to the target HeNB. The target HeNB prepares handover resource and reply with a Handover request ACK message.

7) The HeNB GW adds the CSG ID and access mode of the target cell in the Handover request ACK.
8) The target MME adds the CSG ID and access mode of the target cell in the Forward Relocation Response message to the source MME.

A) The source MME performs CSG access control based on the received CSG ID and access mode.
If CSG access control succeeds, the handover procedure continues.

If CSG access control fails, the MME reject the source EUTRAN and also need to inform the target side to release the prepared resource.
Advantage of this solution:
1. The UE does not need to report the CSG ID and access mode of the target cell, thus saves radio resources.
2. Simpler behaviour for both EUTRAN and MME.
3. Fewer messages are impacted compared to solution 1.
Disadvantage of this solution:
The CSG access control is completed after the target H(e)NB prepares handover resource. Thus if CSG access control fails, the CN nodes need to inform the target H(e)NB to release prepared handover resource.
2.3 Evaluation
If the UE report the CSG ID and access mode, the CSG access control is completed before the target HeNB prepares handover resource. Thus the target HeNB will not prepare resource when the UE is not allowed to access. However, because the UE performs preliminary access check, the wrong attempts to handover to an unsubscribed CSG cell can be reduced a lot. So its benefit is really limited compared to its change on the radio interface and on the S1 and GTP messages.

From above description, it is obvious that solution 2 is simpler than solution 1 and has less impact on UE and network.
3. Proposal
It is proposed that SA2 discuss above LTE inbound handover access control solutions and make a conclusion. And it is also proposed to send an LS to RAN2,3 to inform them whether CSG ID and access mode need to be reported by the UE from access control aspect. 
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