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Abstract of the contribution: In order to illustrate consolidated architecture for IMS-capable HNB subsystem with the SIP UA in the HNB GW, this paper provides an information flow for Registration and voice call origination of CS UE in IMS within the HNB coverage.
Proposal
The supporting companies propose the following figure and text for Registration and voice call origination of CS UE in IMS to the TR 23.832.

Beginning of change

6.x.5
Registration
6.x.5.1
Registration of CS UE in IMS 
In order to use IMS to provide the services for the CS UE within the IMS HNB coverage, the IMS HNB shall attaches to the CS network when the UE camps on the IMS HNB and registers the CS UE in IMS.
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Fig. 6.x.5.1-1 Registration of CS UE in IMS
1.
The HNB performs standard HNB registration as in 3gpp TS 25.467.
2.
The CS network performs standard CS location update, authentication and obtains subscriber data. 

3.
As the Location Update Accept is returned to the UE, the IMS HNB GW decides to initiate IMS registration for this subscriber. If the subscriber is already registered via this IMS HNB GW, no IMS registration is sent.
NOTE 1: If the HNB and macro belongs to different LAC , the UE will sends a NAS Location Area Update message to the MSC. The MSC notes the change in the RNC-id and LAC. Otherwise, the MSC has no information about whether the UE is under the HNB cover area. The distribution of LAC depends on the operaters.
4.
The IMS HNB GW derives a domain name from the subscriber’s identity (e.g. IMSI) and discovers the address of the appropriate I‑CSCF/IBCF.

5.
The IMS HNB GW sends a SIP REGISTER to the IMS with a private and temporary public user identity derived from the subscriber’s IMSI as well as an InstanceID. The REGISTER also contains information indicating the capabilities and characteristics of the HNB GW as a SIP User Agent Client. The I‑CSCF verifies that the incoming REGISTER origins from a trusted HNB GW (in the same way it would check that a normal REGISTER origins from a trusted P‑CSCF).

6.
The I‑CSCF initiates standard procedures for S‑CSCF location/allocation.

7.
The I‑CSCF forwards the REGISTER to the S‑CSCF.

8.
The S‑CSCF identifies the REGISTER as being from the HNB GW. The S‑CSCF skips any further authentication procedures and performs registration procedures with the HSS. 

9.
The S‑CSCF performs standard service control execution procedures. Filter criteria directs the S‑CSCF to send a REGISTER to the SCC AS.

10.
IMS registration procedures are completed.
6.x.6
MO
6.x.6.1
Voice call origination route to IMS
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Figure 6.x.6.1-1: Message flow for voice call origination from an IMS HNB
Pre-condition, the UE is already Registered at the HNB according to TS 25.467 [x].
1.
The UE decides to initiate a voice call by using the normal 24.008 CC procedures. The UE establishes a normal RRC connection with the IMS HNB.

2.
The UE sends a CM Service Request as per TS 23.060 [x], which triggers the establishment of an Iu-cs signalling connection. The IMS HNB GW receives the CM Service Request and decides to forward this message to the Enhanced MSC Server, e.g. in order to perform access control. As per normal procedures, the MSC may decide to authenticate the UE. If the UE is also a CSG capable Rel-8 UE, the MSC performs access control as specified in TR 23.830 [x] in order to confirm that the UE is allowed to use services in the selected CSG cell.

3.
In case the UE is correctly authenticated and authorized to use the selected CSG cell, the normal Security Mode procedure is executed and a security context for this UE is created in the IMS HNB.

4.
The UE sends a Setup message that contains the Bearer Capabilities of the impeding voice call and the MSISDN of the called party, as per TS 24.008 [x].

5.
The IMS HNB GW decides if the requested service can be provided by IMS. If the requested service can be provided by IMS and if an IMS Registration exists for this UE, the IMS HNB GW decides to take over the control of this call. 

6.
The IMS HNB GW sends an Iu Release Request and the Iu-cs signalling connection is released.

7.
The IMS HNB GW maps the received Setup message to an IMS Invite message and sends this message to IMS. The media transport information in the SDP payload includes the IP address of the IMS HNB GW. Security procedures similar to the “early IMS” security procedures are used to authenticate the Invite message.

8.
The call is connected with normal interworking procedures between SIP and 24.008. The alerting tone can be generated by the IMS HNB GW if necessary.

9.
The user plane is established. IMS HNB GW processes the user plane media received over the CS access for interworking with IMS RTP bearers and vice versa.
End of change
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