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Abstract of the contribution: This paper proposes alternatives to implement S-CSCF restoration with LDF based load balancing.

1. Proposed changes to TR 23.812

Change #1

5.x
Architecture Alternatives for S-CSCF Restoration

5.x.1
General
Current solution of S-CSCF restoration proposed by CT4 is based on the reselection of new S-CSCF to take over the load of the failed one. But the solution doesn’t consider the dynamic load status of newly selected S-CSCF. Thus, the newly selected S-CSCF may get overloaded or even crashed because of the transferring-in of load from the failed S-CSCF. In order to solve this problem, LDF can be used to select one or more low-load S-CSCF to share the redundant load transferred from the failed S-CSCF.

5.x.1.1
Alternative 1: S-CSCF Restoration with LDF based load balancing during terminating procedure (individual mode)
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Fig 5.x-1 Information flow S-CSCF Restoration with LDF based load balancing during terminating procedure (individual mode)
1. LDF interacts with the S-CSCFs to obtain their dynamic load informaiton.
2. The registration procedure follows the existing Rel-8 procedure or the LDF based initial registration procedure where S-CSCF backs up user data in HSS.
3. S-CSCF-1 fails due to some emergent reasons.
4. I-CSCF receives a terminating SIP request for a user who has registerred on S-CSCF-1.
5. I-CSCF sends a LIR message to HSS in order to obtain the address of S-CSCF-1.
6. HSS detects S-CSCF-1 is not accessible.
7. I-CSCF receives a LIA, which contains the server capabilities, from HSS if no S-CSCF is assigned to the user.
8. I-CSCF sends a request, which should contain a perferable S-CSCF list, to LDF for the load information of the S-CSCFs in the list. 
9. I-CSCF receives a response with the load information of the preferable S-CSCFs from LDF.
10. I-CSCF performs a S-CSCF selection with the consideration of S-CSCF load information.
11. I-CSCF forwards the terminating SIP request to S-CSCF-2.
12. S-CSCF-2 sends SAR message to request backuped data from the HSS.
13. If HSS doesn’t have the S-CSCF info, the HSS may transfer the service profile in the SAA to S-CSCF-2.
14. S-CSCF-2 forwards the terminating SIP request to UE via P-CSCF.
15. If another terminating SIP request comes for another called user, who also used to register on S-CSCF-1, the restoration procedure repeats the steps 4~14.
5.x.1.2
Alternative 2: S-CSCF Restoration with LDF based load balancing during terminating procedure (batch mode)
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Fig 5.x-2 Information flow for S-CSCF Restoration with LDF based load balancing during terminating procedure (batch mode)
1. LDF interacts with the S-CSCFs to obtain their dynamic load informaiton.
2. The registration procedure follows the existing Rel-8 procedure or the LDF based initial registration procedure where S-CSCF backs up user data in HSS.
3. S-CSCF-1 fails due to some emergent reasons.
4. I-CSCF receives a terminating SIP request for a user who has registerred on S-CSCF-1.
5. I-CSCF sends LIR message to HSS in order to obtain the address of S-CSCF-1.
6. HSS detects S-CSCF -1 is not accessible.
7. I-CSCF receives a LIA, which contains the server capabilities, from HSS if no S-CSCF is assigned to the users.
8. I-CSCF sends a request, which should contain a perferable S-CSCF list, to LDF for the load information of the S-CSCFs in the list. 
9. I-CSCF receives a response with the load information of the preferable S-CSCFs from LDF.
10. I-CSCF performs a S-CSCF selection with the consideration of S-CSCFs’ load information. If the uninstalled load cannot be accommodated by one single S-CSCF, two or more live S-CSCFs may be required. Suppose two S-CSCFs are enough. Different parts of uninstalled load may be transferred to them according to their Idle Resource Proportion (2:3, i.e., 40% is transferred to S-CSCF-2, and 60% is transferred to S-CSCF-3).
11. I-CSCF sends LIR message to inform HSS of the Idle Resource Proportion (Need to enhance LIR message )
12. I-CSCF receives LIA message from HSS.
13. I-CSCF forwards the terminating SIP request to S-CSCF-2 or S-CSCF3 for the first time.
14. S-CSCF-2 or S-CSCF-3 sends SAR message to request backuped data from the HSS.
15. If HSS does not have the S-CSCF info, the HSS may transfer 40% (60%) service profiles of the S-CSCF-1 in the SAA to S-CSCF-2 or S-CSCF-3.
16. S-CSCF-2 or S-CSCF-3 forwards the terminating SIP request to UE via P-CSCF.
17. If another terminating SIP request comes for another called user, who also used to register on S-CSCF-1, the procedure will follow the normal terminating procedure in the existing Rel-8 procedure or the LDF based initial registration procedure.
5.x.1.3
Alternative 3: S-CSCF Restoration with LDF based load balancing during originating procedure
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Fig 5.x-3 Information flow S-CSCF Restoration with LDF based load balancing during originating procedure
1. LDF interacts with the S-CSCFs in the same domain to obtain their dynamic load informaiton.
2. S-CSCF-1 fails due to some emergent reasons.
3. P-CSCF receives an originating SIP request for a user who has registerred on S-CSCF-1.
4. P-CSCF detects S-CSCF -1 is not accessible.
5. P-CSCF returns a specific error response such as 502 (Bad Gateway) to the UE.
6. The UE receives the specific error response, and it shall initiate a new registration towards the network immediately.
7. I-CSCF selects a low-load S-CSCF-2 with LDF.
8. I-CSCF forwards the message to S-CSCF2 and the normal registration procedure follows.
9. UE receives the 200 OK for the registration request.
10. UE may decide to send the originating SIP Request again.
11. If another terminating SIP request comes for another called user, who also used to register on S-CSCF-1, the restoration procedure repeats the steps 3~10.
End of change
11. New originating SIP request repeats the Steps 3~10.
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2. The registration procedure follows the existing Rel-8 procedure or the LDF based initial registration procedure





15. New terminating SIP request repeats the steps 4~14
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2. The registration procedure follows the existing Rel-8 procedure or LDF based initial registration procedure
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