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Abstract of the contribution: This contribution proposes a mechanism to reduce access authentication delay during handover to non-3GPP access by the ANDSF informing the 3GPP AAA server about non-3GPP access network information.
Discussion

When a UE hands over to a non-3GPP access network using the handovers without optimization procedures specified in section 8 of TS 23.402, depending on the UE capabilities and the coverage of the different radio accesses, the UE may not be able to communicate over the source access anymore when attaching to the new access (break-before-make handover).
When the UE attaches to the new non-3GPP access, the UE may perform 3GPP-based access authentication, depending on the access network type (trusted or untrusted non-3GPP access) and on the mobility protocol used. During 3GPP-based access authentication, the 3GPP AAA server has to request, if not yet available, authentication vectors for the UE for the respective access network and in addition also the subscription profile of the UE from the HSS.

The retrieval of these parameters from the HSS during the handover procedure to the non-3GPP access adds delay especially during a break-before-make handover. In order to reduce this delay, it would be advantageous if the authentication vectors and the subscription profile are already available at the 3GPP AAA server, before the access authentication procedure is started.
One approach to reduce the delay is to retrieve authentication vectors by the AAA server in advance. However, because the authentication vector needs to be associated with the access network identifier of the non-3GPP access the UE is attaching to, there is a large amount of possible authentication vectors and if the UE does not handover to these non-3GPP accesses, these authentication vectors are unusable. In this case the complexity does not justify the benefit.
The above considerations show that the 3GPP AAA server should have the authentication vectors specific to the access network from which the UE performs the access authentication. Thus, the problem would be how does the AAA server know in advance to which access network the UE may hand over. One feasible and realistic approach to solve the problem is to consider the Access Network Discovery and Selection Function (ANDSF) information that is configured in the network for this particular UE.

One example how the ANDSF information can be used is as follows. When the UE requests information from the ANDSF, the ANDSF may inform the 3GPP AAA server about the non-3GPP access network(s) having the highest priority to be chosen by the UE for handover. Then the 3GPP AAA server may request the corresponding authentication vectors (and possibly the subscription profile) from the HSS.

With this mechanism the handover delay during break-before-make handover can be reduced without overloading the AAA server with unusable authentication vectors.
Proposal
It is proposed to consider the use of ANDSF to inform the 3GPP AAA server about possible non-3GPP accesses for a UE in order to reduce the delay during break-before-make handover.

If SA2 agrees to adopt above principle, Panasonic will prepare corresponding CRs for the next meeting.
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