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Abstract of the contribution:

This contribution updates the IMS HNB alternative 4 reference architecture in 23832-040 in the following areas:  
· Architecture.  The architecture is modified to define an optional interface between the HNB GW and the IHAF, which are currently shown as embedded functional entities of the IMS HNB GW and without any such interface.  
· Registration.  Registration procedures are modified to remove restrictions on LA assignment and to allow the IHAF and MSC server enhanced for ICS to be simultaneously registered in IMS.  It is necessary to support simultaneous registration if idle mode entry to or exit from the HNB is not explicitly signalled.
· Origination and termination flows.  These procedures are modified to support the modified registration procedures and to support periodic re-authentication in the CS domain.

· Handover to macro.  These procedures are modified to include the option to avoid anchoring of the user plane in the IHAF after handover.
· Handover to HNB.  These procedures are modified to support the case where the user plane is not anchored in the IHAF prior to handover.
· Supplementary services.  Call HOLD/RESUME signalling is added to show how it can be done without anchoring the media in the IHAF.

*** Start of Modified Text in TR 23.832***
6.4
Alternative 4 – IMS HNB GW as SIP UA and HO anchor

6.4.1
Introduction

The key characteristic of this IMS HNB solution is that all new capabilities are enabled via enhancements to the HNB GW, renamed IMS HNB GW, with no changes to HNB, a few optional small changes to the CS core network, and small changes to the T-ADS function in the SCC AS. 

This solution assumes all of the functionality of the HNB and HNB Gateway defined in TS 25.467 [8], with extensions to the HNB GW to enable IMS centralized services (ICS), per TS 23.292 [6], for CS UEs using HNB access, and without the direct involvement of the CS core network. Note that the HNB GW extensions may be physically realized as a functional component of the HNB GW or as a stand-alone entity. 

The architecture also supports the addition of local/intercom services within the HNB in the same manner as supported by the HNB in Release 8. Local/intercom services within the HNB can be interworked with TS 24.008 [4] signalling and merged with TS 24.008 [4] signalling received via the Iuh reference point. The HNB can route TS 24.008 [4] signalling received from the UE to either the local/intercom services interworking function within the HNB or to the Iuh reference point, based on the service instance identifier.

6.4.2
Reference architecture

Figure 6.4.1-1 provides the reference architecture for the IMS HNB subsystem. Thinner connecting lines represent control plane reference points. Thicker connecting lines represent user plane reference points. Commas "," separate reference point names concurrently represented by a single line. Forward slash "/" separates alternatives for entity and reference point names. Note that in some use cases, there may exist entities on the corresponding user plane path that perform no user plane functions other than forwarding. The corresponding procedures may optionally bypass some of these entities to avoid unnecessary anchoring of the media. The figure only shows interfaces needed to support HNBs receiving IMS HNB service.
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Figure 6.4.1-1: IMS HNB Subsystem Reference Architecture

The architecture introduces a single modified network element, the IMS HNB GW, which in addition to the functions assigned to the HNB GW in TS 25.467 [8], allows ICS for CS UEs and supports CS handover procedures with the macro network for CS UEs accessing IMS services.  The architecture builds on network elements and reference points defined in TS 23.002 [9] and TS 25.467 [8].

6.4.3
Functional Entities

Entities of the architecture not listed below are defined in TS 23.002 [9] and are not impacted, including BSS, RNS, PS core network and CS-MGW.

6.4.3.1
UE

The UE may be any R99 or later UMTS CS capable UE.

6.4.3.2
HNB

The HNB complies to TS 25.467 [8].

6.4.3.3
IMS HNB GW

The HNB GW defined in TS 25.467 [8] is enhanced to support ICS, and here named the IMS HNB GW. . The IMS HNB GW includes two primary sub-functions – the existing HNB GW and the IMS HNB adaptation function (IHAF).

The HNB GW sub-function of the IMS HNB GW provides the standard HNB GW functions for all UEs. The HNB GW may be provisioned to select those HNBs for which it will invoke the IHAF and receive IMS HNB service, and those HNBs for which it will not.

The IHAF sub-function of the IMS HNB GW provides the following functions for an identified ICS user:

-
It performs IMS registration upon receipt of the first message from the UE in the HNB, using the same procedures as defined for the IMS Server enhanced for ICS in TS 23.292 [6]. The IHAF uses a different identity during IMS registration to allow simultaneous registration of the IHAF and MSC server enhanced for ICS. Note that the VLR for the UE remains in the MSC Server and does not reside in the IHAF.

-
It processes the user-network signalling received over the CS access (i.e., via Iuh and E reference points) for interworking with IMS SIP and vice versa.

-
If necessary, it processes the user plane media received over the CS access (i.e., via Iuh and Nb reference points) for interworking with IMS RTP bearers and vice versa.

-
When receiving a request to handover to the macro network for a call being interworked with IMS, it begins CS intersystem handover procedures with the CS core network via the E interface, as defined in TS 23.009 [15], performing the MSC-A intersystem handover role (a.k.a., anchor MSC).

-
It supports handover from the macro network to the HNB for calls being interworked with IMS.

-
It satisfies requests for services that do not have an equivalent in IMS or are not otherwise implemented within the IHAF (e.g., Circuit Switched Data/Fax, SMS, emergency) by routing such requests to the CS core network via Iu-cs. The IHAF determines the appropriate domain to handle each UE service request.
The IHAF requires no other MSC functions such as most VLR management, CAMEL, supplementary services, emergency services, SMS delivery, CS data interworking, intrasystem handover procedures, etc.

For subscribers not identified as ICS users, the IMS HNB GW provides all services according to existing procedures.

6.4.3.4
IMS

IMS conforms to TS 23.228 [11]. IMS includes the CSCF, the anchoring and terminating access domain selection functions of the SCC AS, as defined in TS 23.292 [6], and the TAS required for MMTEL services defined in TS 24.173 [16]. The T-ADS function of the SCC AS is enhanced to recognize IMS registration from the IHAF. SCC AS support for service continuity procedures according to TS 23.237 [17] is optional and not applicable to UEs that can access telephony services only in CS mode.
6.4.3.5
MSC Server

The MSC Server supports the Iu-cs interface from the IHAF and supports existing CS intersystem handover (MSC-B) functions for IMS sessions handed out from the IHAF. 

The MSC Server provides the following services for a CS UE receiving IMS services via an IHAF:

-
It performs CS Location Updates with CS authentication. If the MSC server is enhanced for ICS, it may also register with IMS on behalf of the UE.

-
While hosting the VLR for a UE receiving IMS services via an IHAF, it also supports the CS intersystem handover role of MSC-B for the UE, as defined in TS 23.009 [15] (a.k.a., target or drift MSC). The MSC server is able to perform the Serving MSC and MSC-B roles independently and simultaneously for the UE.

-
It satisfies requests for services that the IHAF does not obtain from IMS, e.g., Circuit Switched Data/Fax, SMS, emergency.
-
It may optionally support cancel location notification to the IHAF when a IU leaves the LA of the HNB.
6.4.4
Interfaces and Reference points

Reference points not listed below are defined in TS 23.002 [9] or TS 25.467 [8] and are not impacted, including Uu, Um, Iuh, A, Gb, Iu-ps, Mc and Mb.
6.4.4.1
Reference Point MSC Server – CSCF (I2)

TS 23.002 [9] and TS 23.292 [6] define the I2 reference point between the MSC Server and CSCF. The I2 reference point is reused between the IHAF and CSCF (in IMS) to route session control signalling between the IHAF and the home IMS. The IHAF uses all procedures associated with the I2 reference point except that the private identity of the IHAF is distinct from the MSC server enhanced for ICS to allow simultaneous registration of the two entities. 
6.4.4.2
Interface between the MSC and HNB GW (Iu_CS interface)

TS 23.002 [9] and TS 25.467 [8] define the Iu-cs interface between the MSC and HNB GW, which also applies to the IHAF. 
6.4.4.3
Interface between MSC servers or MSC server and IP-SM-GW (E-interface)
TS 23.002 [9] and TS 23.009 [15] define the E-interface between MSC servers. The E-interface is reused without change between the IHAF acting in the role of MSC-A and another MSC acting in the role of MSC-B. TS 23.009 [15] defines the MSC-A and MSC-B roles within the context of CS intersystem handover procedures.

6.4.4.4
Reference Point MSC Server – GMSC Server (Nc Reference Point)
The Nc reference point is used for Network-Network call control signalling, as described in TS 23.002 [9]. It is only required between an IHAF and an MSC server to establish intersystem user plane connections in support of CS intersystem handover scenarios associated with the E-interface. Nc may be realized, for example, using SIP. 

6.4.4.5
Reference Point CS-MGW – CS-MGW (Nb Reference Point)
The Nb reference point, as defined in TS 23.002 [9], provides the user plane transport between the IHAF and the CS-MGW for connections established via the Nc reference point. Nb may be realized, for example, using RTP/UDP/IP.

6.4.5
Registration


6.4.5.1
Overview

The MSC server enhanced for ICS performs IMS registration whenever location area change is associated with a change in Visited-MSC, thus updating the target information for the UE. Ideally, the IHAF would participate in this procedure so that only one MSC or IHAF is registered with the SCC AS at a time. This would require that the HNB be assigned a separate location area from the surrounding macro cells, which may not be desirable in some cases.  Thus the IHAF and MSC server enhanced for ICS may be registered simultaneously with IMS for certain periods and the T-ADS function must use other means to select the initial target for terminating sessions.
The IHAF and SCC AS require the following changes to existing registration procedures associated with the MSC server enhanced for ICS:

· The IHAF uses a different private identity during IMS registration to register in addition to rather than instead of the MSC server enhanced for ICS.

· The IHAF registers with IMS upon receipt of the first message from an unregistered UE in the HNB.  This first message may not be a location update message if the location area does not change at the HNB boundary.

· Upon receipt of a terminating session request, the T-ADS function of the SCC AS uses unspecified means to make the initial target selection and retry as necessary.
· The SCC AS T-ADS function may change the sequence in which it attempts to reach registered contacts. For example, it may not initially attempt to reach a registered IHAF if the UE is unlikely to be in the location area of the HNB. 
· The MSC server may forward a cancel location indication to the IHAF when the UE exits the location area of the HNB. This optional indication requires a small enhancement to RANAP and the MSC. The indication helps provide more accurate location information to the T-ADS function but is not essential.
6.4.5.2
CS attach and location update
IMSI attach, location update and periodic update signalling are performed according to the procedures defined in TS 25.467 [8]. These procedures apply for all types of UE initiating this signalling within the HNB, whether or not ICS procedures apply to the UE. The HSS associates all CS-attached UEs, whether or not ICS applies, with a Visited-MSC/VLR in the CS CN.
6.4.5.3
IMS registration via IHAF
Figure 6.4.5.3-1 describes how IMS registration is performed by the IHAF upon receipt of the first message from an unregistered UE in the HNB. The IHAF shall conform to the I2 reference point registration procedures defined in clause 7.2 of TS 23.292 [6] with a different private identity and different trigger conditions.
This procedure also applies to a sufficient fraction of the periodic location updates within the HNB to assure that IMS registration does not expire as long as the UE is within the HNB service area.
The IMS HNB GW behaves exactly as a HNB GW for HNBs not provisioned for IMS HNB procedures. When invoked, the IHAF does not significantly alter existing HNB GW procedures for UEs that do not successfully register in IMS.
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Figure 6.4.5.3-1: Initial IMS Registration via IHAF
1.
The UE sends a first UE message within the HNB toward the CS network while the IHAF is unregistered in IMS for the UE or the ciphering key sequence number in the UE message is unknown in the IHAF. The IHAF shall modify the ciphering key sequence number in the UE message to the value "No key is available" before forwarding the message to the MSC server in 1b. This triggers re-authentication of the UE by the MSC server.
2.
The CS network initiates the authentication and security mode control MM procedures for the UE. During the procedures, the MSC server informs the IHAF of the validated IMSI of the UE using the Iu Common Identity message.


3.
The IHAF monitors the MM procedures and detects their successful completion.  The IHAF decides to initiate IMS registration for this subscriber according to ACL data provisioned for the associated IMSI, as advised by local policy. If the subscriber is already registered via this IHAF, no IMS registration is sent.

4.
The IHAF derives a domain name from the subscriber’s identity (e.g. IMSI) and discovers the address of the appropriate I‑CSCF/IBCF.

5.
The IHAF sends a SIP REGISTER to the IMS with a private and temporary public user identity derived from the subscriber’s IMSI as well as an InstanceID. The REGISTER also contains information indicating the capabilities and characteristics of the IHAF as a SIP User Agent Client. The I‑CSCF verifies that the incoming REGISTER originates from a trusted IHAF (in the same way it would check that a normal REGISTER originates from a trusted P‑CSCF).

6.
The I‑CSCF initiates standard procedures for S‑CSCF location/allocation.

7.
The I‑CSCF forwards the REGISTER to the S‑CSCF.

8.
The S‑CSCF identifies the REGISTER as being from the trusted IHAF. The S‑CSCF skips any further authentication procedures and performs registration procedures with the HSS. 

9.
The S‑CSCF performs standard service control execution procedures. Filter criteria directs the S‑CSCF to send a REGISTER to the SCC AS.

10.
IMS registration procedures are completed.
11.
If the first UE message initiated a CM service, it is completed according to the corresponding procedures. If the CM service is not a candidate for handling by IMS, step 11 occurs in parallel with steps 3-10. For example, an emergency call proceeds without waiting for IMS registration.

6.4.5.4
IMS de-registration via IHAF
The IHAF shall de-register from IMS if it receives a cancel location indication from the MSC server indicating that the UE has just left the location area of the HNB. Support of this indication is optional for the MSC server.
In the absence of UE signaling activity in the HNB, the IHAF will cease to perform periodic IMS registration and the registration will expire in IMS. 


6.4.6
Origination

6.4.6.1
CS origination via MSC
6.4.6.1.1
IHAF not registered or authentication required
Figure 6.4.6.1.1-1 describes CS origination via MSC for a UE in an HNB receiving IMS HNB services where the UE is not IMS registered in the IHAF or where the UE requires periodic re-authentication. The IHAF determines registration and authentication status prior to forwarding any UE messages to the MSC to enable efficient interworking with IMS for IMS originations.
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Figure 6.4.6.1.1-1: CS origination via MSC when IHAF not registered or authentication required

1.
The UE sends a CM_Service_Request to the IHAF to initiate CS service. The UE does not send this message if it is already MM connected for another service.

2.
The IHAF determines that the UE is not IMS registered, the ciphering key sequence number in the CM_Service_Request is unknown, or that periodic re-authentication of the UE is required.
3.
The IHAF forwards the CM_Service_Request to the MSC. The IHAF shall modify the ciphering key sequence number in the UE message to the value "No key is available" before forwarding the message to the MSC server. This triggers re-authentication of the UE by the MSC server.
4.
The MSC server initiates authentication of the "keyless" UE.

5.
The MSC server initiates the security mode control procedure. The IHAF remembers the IMSI, TMSI, ciphering key sequence number and keys for subsequent transactions.

6.
If the IHAF is not currently registered in IMS on behalf of the UE, the IHAF initiates IMS registration. Steps 1-6 of this procedure correspond to steps 1-10 of figure 6.4.5.3-1.
7.
The UE sends the CS_Setup with sufficient details to categorize the request.

8.
The IHAF determines according to local policy that the CS CN is to handle the request.

9.
The IHAF forwards the CS_Setup to the Visited-MSC via Iu-cs. The IHAF does not wait for completion of IMS registration in step 6 before forwarding the request to the Visited-MSC.
10.
Call setup procedures are completed. 

6.4.6.1.2
IHAF registered and authentication not required
Figure 6.4.6.1.2-1 describes CS origination via MSC for a UE in an HNB receiving IMS HNB services where the UE is IMS registered in the IHAF and does not require periodic re-authentication.  

When the UE is IMS registered, the Iu connection state between the HNB and the IHAF must be handled independently from the Iu connection state between the IHAF and the Visited-MSC. The IHAF may need to buffer TS 24.008 [4] messages from the UE until it receives sufficient information to decide to which domain to forward the request.  
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Figure 6.4.6.1.2-1: CS origination via MSC when IHAF registered and authentication not required
1.
The UE sends a CM_Service_Request to the IHAF to initiate CS service. The UE does not send this message if it is already MM connected for another service.

2.
The IHAF determines that the UE is IMS registered, the ciphering key sequence number in the UE message matches the stored number, and the UE does not require periodic re-authentication. The IHAF begins to buffer messages from the UE until it can determine which domain is to service the request. 

3.
The IHAF initiates the Security Mode command sequence if step 1 occurs. The IHAF stores the information from the most recent Security Mode Command received from the MSC and repeats the command here.

4.
The UE sends the CS_Setup with sufficient details to categorize the request.

5.
The IHAF determines according to local policy that the CS CN is to handle the request.

6.
If an Iu connection is not already established with the Visited-MSC, the IHAF sends a CS_Service_Request to the Visited-MSC via Iu-cs to establish the Iu connection.

7.
The Visited-MSC optionally initiates Authentication challenge or other MM procedures via Iu-cs. 

8.
The Visited-MSC initiates the Security Mode command sequence if the Iu connection was just established in step 6. The IHAF may respond positively to the Visited-MSC without contacting the UE if a security mode is already established with the UE using the same keys.

9.
The IHAF forwards the CS_Setup to the Visited-MSC via Iu-cs.

10.
Call setup procedures are completed. 

6.4.6.2
IMS origination via IHAF
6.4.6.2.1
IHAF not registered or authentication required
Figure 6.4.6.2.1-1 describes IMS origination via IHAF for a non-ICS UE that is not IMS registered in the IHAF or requires periodic re-authentication. This procedure is based on clause 7.3.2.1.2 of TS 23.292 [6].  Other I2 based origination procedures from clause 7.3.2 of TS 23.292 [6] also apply with the role of the MSC server replaced by the IHAF.
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Figure 6.4.6.2.1-1: IMS origination via IHAF when IHAF not registered or authentication required

1.
The UE sends a CM_Service_Request to the IHAF to initiate CS service. The UE does not send this message if it is already MM connected for another service.

2.
The IHAF determines that the UE is not IMS registered, the ciphering key sequence number in the CM_Service_Request is unknown, or that periodic re-authentication of the UE is required.

3.
The IHAF forwards the CM_Service_Request to the MSC. The IHAF shall modify the ciphering key sequence number in the UE message to the value "No key is available" before forwarding the message to the MSC server. This triggers re-authentication of the UE by the MSC server.

4.
The MSC server initiates authentication of the "keyless" UE.

5.
The MSC server initiates the security mode control procedure. The IHAF remembers the IMSI, TMSI, ciphering key sequence number and keys for subsequent transactions.

6.
If the IHAF is not currently registered in IMS on behalf of the UE, the IHAF initiates IMS registration. Steps 1-6 of this procedure correspond to steps 1-10 of figure 6.4.5.3-1.

7.
The UE A sends a CS call setup message containing the B-party number to the IHAF according to standard CS originating procedures.
8.
The IHAF determines according to local policy that IMS is to handle the request.
9.
The IHAF requests release of the Iu connection with the MSC server.
10.
The IHAF sends an INVITE to the S‑CSCF according to the I2 procedure defined in step 2 of clause 7.3.2.1.2 of TS 23.292 [6]. The INVITE contains SDP for the user plane connection associated with UE A.

11.
The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the SCC AS.

12.
The SCC AS invokes a B2BUA, terminating the UE A Leg and originating the Remote Leg for presentation of an IMS session towards the B-party on behalf of UE A. The SCC AS includes the SDP from the UE A Leg in the INVITE sent towards the B-party. The INVITE request is routed from the SCC AS to the S‑CSCF.

13.
The S‑CSCF continues with standard IMS originated session processing and routes the request onwards to the B-party.

14.
The session and bearer control setup procedures are completed.

6.4.6.2.2
IHAF registered and authentication not required
Figure 6.4.6.2.2-1 describes IMS origination via IHAF for a non-ICS UE that is IMS registered in the IHAF and does not require periodic re-authentication. This procedure is based on clause 7.3.2.1.2 of TS 23.292 [6].  Other I2 based origination procedures from clause 7.3.2 of TS 23.292 [6] also apply with the role of the MSC server replaced by the IHAF.
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Figure 6.4.6.2.2-1: IMS origination via IHAF when IHAF registered and authentication not required
1.
The UE sends a CM_Service_Request to the IHAF to initiate CS service. The UE does not send this message if it is already MM connected for another service.

2.
The IHAF determines that the UE is IMS registered, the ciphering key sequence number in the UE message matches the stored number, and the UE does not require periodic re-authentication. The IHAF begins to buffer messages from the UE until it can determine which domain is to service the request. 

3.
The IHAF initiates the Security Mode command sequence if step 1 occurs. The IHAF stores the information from the most recent Security Mode Command received from the MSC and repeats the command here.

4.
The UE A sends a CS call setup message containing the B-party number to the IHAF according to standard CS originating procedures.
5.
The IHAF determines according to local policy that IMS is to handle the request.
6.
The IHAF sends an INVITE to the S‑CSCF according to the I2 procedure defined in step 2 of clause 7.3.2.1.2 of TS 23.292 [6]. The INVITE contains SDP for the user plane connection associated with UE A.

7.
The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the SCC AS.

8.
The SCC AS invokes a B2BUA, terminating the UE A Leg and originating the Remote Leg for presentation of an IMS session towards the B-party on behalf of UE A. The SCC AS includes the SDP from the UE A Leg in the INVITE sent towards the B-party. The INVITE request is routed from the SCC AS to the S‑CSCF.

9.
The S‑CSCF continues with standard IMS originated session processing and routes the request onwards to the B-party.

10.
The session and bearer control setup procedures are completed.

6.4.7
Termination

6.4.7.1
CS termination via MSC
If there is no IMS session in progress for a UE via the IHAF and the Visited-MSC receives a CS termination request, e.g., for terminating SMS delivery, the IMS HNB GW follows standard HNB GW procedures for CS termination. This may also occur if a terminating call appears for a UE in a HNB without IHAF registration, for example, when a UE first moves into a HNB area with the same location area as the surrounding macro network.
6.4.7.2
IMS termination via IHAF
Figure 6.4.7.2-1 describes how IMS terminations are performed via IHAF for non ICS UE registered in IMS. This procedure is based on clause 7.4.2.1.2 of TS 23.292 [6]. Other I2 based termination procedures from clause 7.4.2 of TS 23.292 [6] also apply with the role of the MSC server replaced by the IHAF.
The T-ADS function in the SCC AS should be enhanced to keep track of the likely location of the UE when multiple registrations are active, to pick the most likely target for successful delivery of terminating service, and to retry delivery via an alternate target if an initial attempt fails.
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Figure 6.4.7.2-1: IMS Termination via IHAF
1.
An incoming INVITE is received at the S‑CSCF of the B-party via the I‑CSCF.

2.
The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the SCC AS.

3.
The SCC AS performs terminating access domain selection. The SCC AS chooses the CS access network and the IHAF contact address, amongst the registered contact addresses for the UE B, for the setup of the media.

4.
The SCC AS establishes a new session by sending an INVITE to the UE B via the S‑CSCF.

5.
The S‑CSCF forwards the INVITE to the IHAF based on the contact address stored during registration, using standard IMS procedures.
6.
If the UE is not already MM connected for another service, the IHAF pages the UE.

7.
The HNB receives the page response from the UE and forwards it to the IHAF.
8.
If the IHAF determines that the ciphering key sequence number in the page response is unknown or that periodic re-authentication is required, it proceeds with steps 9-12.  Otherwise the IHAF initiates the Security Mode command sequence (not shown) with the information stored from the most recent Security Mode Command received from the MSC and proceeds with step 13.
9.
If the MSC is required to re-authenticate the UE, the IHAF creates a CM_Service_Request message as if from the UE, modifies the ciphering key sequence number in the message to the value "No key is available", and forwards the message to the MSC server. This triggers re-authentication of the UE by the MSC server.

10.
The MSC server initiates authentication of the "keyless" UE.

11.
The MSC server initiates the security mode control procedure. The IHAF remembers the IMSI, TMSI, ciphering key sequence number and keys for subsequent transactions.

12.
The IHAF requests release of the Iu connection with the MSC server.

13.
The IHAF sends a Setup message to the UE B.
14.
The session and bearer control setup procedures are completed.

6.4.7.3
CS termination during IMS session

Figure 6.4.7.3-1 describes how a CS termination is performed via the Visited-MSC if an IMS session is in progress for the UE via the IHAF. This procedure differs from clause 6.4.7.1 because there is already an Iu connection established on Iuh whereas there is no Iu connection on Iu-cs between the IHAF and the MSC server.  The figure shows a terminating SMS delivery since call deliveries should all occur via IMS.
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Figure 6.4.7.3-1: CS Termination during IMS session

1.
The Visited-MSC receives a terminating SMS request for the UE while an IMS session is in progress for the UE via the IHAF.

2.
If no Iu connection is established for the UE between the MSC server and the IHAF, the Visited-MSC sends an Iu paging request to the IHAF. If an Iu connection is already established for the UE to support another service or a mobility management procedure, then paging is not necessary. 

3.
Since an Iu connection is already established between the IHAF and the HNB in support of the IMS session, the IHAF responds to the page from the Visited-MSC with a paging response formatted as if from the UE. This establishes the Iu connection between the IHAF and the Visited-MSC.

4.
The Visited-MSC optionally initiates Authentication challenge or other MM procedures via Iu-cs if messages 2 and 3 are required.

5.
The Visited-MSC initiates the Security Mode command sequence if the Iu connection was just established in step 3. The IHAF may respond positively to the Visited-MSC without contacting the UE if a security mode is already established with the UE using the same keys.

6.
The Visited-MSC forwards the terminating SMS to the IHAF.

7.
The IHAF forwards the terminating SMS to the UE. 
6.4.8
Control and user plane paths before and after handover

The following sub-clauses describe the control plane and user plane paths initially established for CS UEs receiving CS services and IMS services, and also the control and user plane paths established after successful handover scenarios.  Note that references to handover from the macro network to the IMS HNB subsystem are contingent on the Release 9 extensions being developed to support handover from macro to HNB in the non-IMS HNB subsystem. Note that handover may occur prior to allocation of a user plane to the call; these cases are not shown anywhere in the description of Alternative 4, since the procedures are the same as the corresponding handover procedures that occur after user plane establishment but without the user plane procedures.
6.4.8.1
Control and user plane paths at call establishment

Figure 6.4.8.1-1 shows the control plane and user plane paths established for

1. An IMS session initiated on behalf of a CS UE served within the IMS HNB subsystem;

2. A CS call initiated while the CS UE is served within the IMS HNB subsystem for a service to be provided by the CS core network rather than IMS, e.g., emergency or CS data/fax; and

3. A CS call initiated while the UE is served within the macro network.

Each heavy double-arrowed curve represents both the control plane and user plane paths for one of the cases. The dashed lines between the MSCs in the figure indicate that the scenario may be realized with either two separate MSCs or a single MSC.
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Figure 6.4.8.1-1: Control and user plane paths at call establishment

6.4.8.2
Control and user plane paths after handover of CS only calls 

Figure 6.4.8.2-1 shows the control plane and user plane paths established for 

1. A CS UE receiving CS services for a call that initiated in the IMS HNB subsystem without any concurrent IMS services via the I2 reference point on the IHAF and after handover to the macro network using existing handover procedures; and

2. A call beginning in the macro network after handover to the IMS HNB subsystem using existing handover procedures.

The procedures needed to realize these handover scenarios are described in subsequent subclauses.

Each heavy double-arrowed curve represents both the control plane and user plane paths for one of the cases. The dashed lines between the MSCs in the figure indicate that the scenario may be realized with either two separate MSCs or a single MSC.
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Figure 6.4.8.2-1: Control and user plane paths after handover of CS only calls

6.4.8.3
Control and user plane paths after handover of IMS session

Figure 6.4.8.3-1 shows the control plane and user plane paths established for 

1. A CS UE being served in a HNB and receiving IMS services via the I2 reference point on the IHAF after handover to the macro network; and

2. A CS UE being served in a HNB and receiving CS services while concurrently receiving IMS services via the I2 reference point on the IHAF, after handover to the macro network. As described in TS 23.009 [15], to maintain continuity of location reporting in this case, the IHAF re-issues towards the target MSC and RNS any Location Reporting Control messages previously issued to the HNB from the Visited MSC.

The procedures needed to realize these handover scenarios are described in subsequent subclauses. Note that both of these configurations also apply after subsequent handover to another macro MSC.

Each heavy double-arrowed curve represents both the control plane and user plane paths for one of the cases. The dashed lines between the MSCs in the figure indicate that the scenario may be realized with either two separate MSCs or a single MSC.
A user plane path may bypass a network element if the network element is not required to perform any user plane function for the media flow.

For example, in use case 1 of figure 6.4.8.3-1, the IMS HNB GW is not required to perform any user plane interworking or anchoring function if the user plane on Nb uses a PS media transport protocol option that is compatible with Mb. In this case, the user plane flow is identical on the Mb and Nb interfaces and the IHAF is completely transparent to the flow.

In use case 2 of figure 6.4.8.3-1, the IHAF must anchor the user plane since it cannot initiate changes to the Iu-cs user plane with the MSC. 
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Figure 6.4.8.3-1: Control and user plane paths after handover of IMS session

6.4.9
Handover to macro
6.4.9.1
Handover to macro of CS call
If a handover from HNB to macro is required for a CS UE with a CS call in progress, and the UE is receiving no concurrent IMS services via the I2 reference point on the IHAF, the HNB sends a relocation required message to the IHAF, which follows standard HNB GW procedures to forward the message transparently to the Visited-MSC via Iu-cs. The IHAF and Visited-MSC follow the RNS-A and 3G_MSC-A roles, respectively, in Figure 11 of TS 23.009 [15] for handover to UMTS. Handover to GSM follows a similar procedure based on TS 23.009 [15], not described here or in the remaining sub-clauses on handover.  
6.4.9.2
Handover to macro of IMS session
Figure 6.4.9.2-1 shows the successful procedure for intersystem handover from the HNB-A access network to the RNS-B access network for a UE receiving IMS services via the I2 reference point on the IHAF-A.  The same procedure also applies if there is a concurrent CS call in progress via the Visited-MSC (which may be identical with MSC-B in the figure). This procedure avoids anchoring of the user plane in the IHAF-A for IMS sessions.
This figure is based on the successful Inter-3G_MSC SRNS relocation procedure shown in Figure 30 of TS 23.009 [15] with the addition of the handover messaging with the UE derived from Figure 11 of TS 23.009 [15] and optional SIP 3pcc messaging with the remote UE-C to avoid media anchoring. The procedure is adapted from the procedure in Figure 30 of TS 23.009 [15], with the HNB-A and IHAF-A playing the roles of the RNS-A and 3G_MSC-A, respectively. Messages 8, 9, 19 and 20 show SIP messages on Nc that are equivalent in function to the ISUP messages in Figure 30. MAP messages (e.g., messages 2 and 6) use the E interface between the IHAF-A and MSC-B. Refer to the corresponding text in TS 23.009 [15] for a detailed explanation of the procedure, except for optional messages 3, 7 and 12, which are described below the figure.

If after completion of this relocation procedure, the UE or network initiates a CS service for the UE that requires service differentiation based on location area, the Visited MSC may receive location area information via the Iu-cs interface that is normally associated with the E interface rather than the Iu-cs interface. The Visited MSC is expected to correctly perform any service differentiation irrespective of which interface is used to provide the location area information.
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Figure 6.4.9.2-1: HNB to RNS Relocation with hard handover 
for UE in an IMS session via IHAF
3.
When IHAF-A receives the Iu relocation required message from the HNB, if all existing concurrent CS calls are on hold, the IHAF-A sends an empty SIP re-INVITE request towards the remote party of the IMS session. The purpose of the re-INVITE request is to avoid anchoring of the media in the IHAF-A and to initiate the movement of the local RTP endpoint of the media from IHAF-A to MSC-B. Steps 3, 7 and 12 do not apply if a concurrent CS call is in the active state and all SIP sessions are on hold.
7.
Upon receipt of the empty SIP re-INVITE request, the remote UE-C responds with SIP 200 OK response that includes an SDP offer.
8.
When the IHAF-A receives both the MAP prepare handover response from MSC-B and the SIP 200 OK response from remote UE-C, it sends the SIP INVITE request to MSC-B to establish the handover trunk. Instead of including SDP for the media anchor associated with IHAF-A, this SIP INVITE request includes the SIP offer received from remote UE-C. If Steps 3, 7 and 12 do not apply to the procedure, the IHAF-A does not wait for the SIP 200 OK response from remote UE-C, and includes SDP for its media anchor in the SIP INVITE request to MSC-B.
9.
MSC-B responds with a SIP 183 Session Progress response including an SDP answer from MSC-B.
12.
The IHAF-A sends a SIP Ack request including the SDP answer from MSC-B towards the remote UE-C at the same time that it sends an Iu relocation command towards the UE-A/B. Upon receipt of the SIP Ack request, the media path is re-established between the remote UE-C and MSC-B. This occurs roughly simultaneously with the retuning of the UE to RNS-B upon receipt of the handover command in step 11, effectively synchronizing the media switching in the network with the retuning of the UE.
6.4.9.3
Subsequent SRNS relocation of session anchored in IHAF
Figure 6.4.9.3-1 shows the successful procedure for subsequent intersystem handover from the RNS-B access network associated with MSC-B to the RNS-B' access network associated with MSC-B' for a UE with handover signalling anchored in IHAF-A. This procedure applies whether or not the user plane is anchored in IHAF-A.
This figure is based on the successful procedure for subsequent SRNS relocation from 3G_MSC-B to 3G_MSC-B' shown in Figure 33 of TS 23.009 [15], with the IHAF-A playing the role of 3G_MSC-A, and with the addition of optional SIP 3pcc messages to connect remote media to MSC-B' if it is not anchored in IHAF-A. Refer to the corresponding text in TS 23.009 [15] for a detailed explanation of the procedure, except for optional messages 5, 6 and 11, which are described below the figure.
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Figure 6.4.9.3-1: Subsequent SRNS relocation from MSC-B to MSC-B' 
for UE in an IMS session via IHAF
5.
When IHAF-A receives the MAP prepare subsequent handover request message from MSC-B, if the user plane is not anchored in IHAF-A, the IHAF-A sends an empty SIP re-INVITE request towards the remote party of the IMS session. The purpose of the re-INVITE request is to initiate the movement of the local RTP endpoint of the media from MSC-B to MSC-B'. Steps 5, 6 and 11 do not apply if the user plane is anchored in IHAF-A.

6.
Upon receipt of the empty SIP re-INVITE request, the remote UE-C responds with SIP 200 OK response that includes an SDP offer.

9.
When the IHAF-A receives both the MAP prepare handover response from MSC-B' and the SIP 200 OK response from remote UE-C, it sends the SIP INVITE request to MSC-B' to establish the handover trunk. Instead of including SDP for the media anchor associated with IHAF-A, this SIP INVITE request includes the SIP offer received from remote UE-C. If Steps 5, 6 and 11 do not apply to the procedure, the IHAF-A does not wait for the SIP 200 OK response from remote UE-C, and includes SDP for its media anchor in the SIP INVITE request to MSC-B'.
10.
MSC-B' responds with a SIP 183 Session Progress response including an SDP answer from MSC-B'.

11.
The IHAF-A sends a SIP Ack request including the SDP answer from MSC-B' towards the remote UE-C at the same time that it sends the MAP prepare subsequent handover response message to MSC-B. Upon receipt of the SIP Ack request, the media path is established between the remote UE-C and MSC-B'. This occurs roughly simultaneously with the SRNS relocation to RNS-B', effectively synchronizing the media switching in the network with the SRNS relocation.

6.4.10
Handover to HNB
6.4.10.1
Handover to HNB of CS call

If a handover from a macro RNS to HNB is required for a UE with a CS call in progress and no IMS session is in progress via the I2 reference point on the IHAF for the UE, the MSC sends the relocation command to the IHAF via Iu-cs, which then follows standard HNB GW procedures (to be specified in 3GPP Release 9) to forward the command to the HNB and UE. The Visited-MSC and IHAF follow the 3G_MSC-A and RNS-B roles, respectively, in Figure 11 of TS 23.009 [15] for handover from UMTS. Handover from GSM follows a similar procedure based on TS 23.009 [15], not described here or in the other sub-clauses on handover.  
6.4.10.2
Handover to HNB of session anchored in IHAF
6.4.10.2.1
MSC recognizes intersystem handover scenario

Figure 6.4.10.2.1-1 shows the successful procedure for subsequent intersystem handover from the RNS-B access network associated with MSC-B to the HNB-A access network associated with IHAF-A for a CS UE with handover signalling anchored in IHAF-A. This procedure applies whether or not the user plane is anchored in IHAF-A. In this procedure, MSC-B recognizes that the target access network HNB-A is associated with a previous intersystem relocation request.
This figure is based on the successful procedure for subsequent relocation from 3G_MSC-B to 3G_MSC-A shown in Figure 32 of TS 23.009 [15], with the IHAF-A playing the role of 3G_MSC-A, and with the addition of optional SIP 3pcc messages to reconnect remote media to IHAF-A if it is not already anchored in IHAF-A. Refer to the corresponding text in TS 23.009 [15] for a detailed explanation of the procedure, except for optional messages 3, 4 and 7, which are described below the figure. Note that this procedure requires the Release 9 extensions being developed to support handover from macro to HNB in the non-IMS HNB subsystem.
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Figure 6.4.10.2.1-1: Subsequent relocation from MSC-B to IHAF-A 
for UE in an IMS session via IHAF
3.
When IHAF-A receives the MAP prepare subsequent handover request message from MSC-B, if the user plane is not anchored in IHAF-A, the IHAF-A sends an empty SIP re-INVITE request towards the remote party of the IMS session. The purpose of the re-INVITE request is to initiate the movement of the local RTP endpoint of the media from MSC-B to IHAF-A. Steps 3, 4 and 7 do not apply if the user plane is already anchored in IHAF-A.

4.
Upon receipt of the empty SIP re-INVITE request, the remote UE-C responds with SIP 200 OK response that includes an SDP offer.

5.
When the IHAF-A receives the SIP 200 OK response from remote UE-C, it sends the Iu relocation request message to the HNB-A to establish the user plane on Iuh. If Steps 3, 4 and 7 do not apply to the procedure, the IHAF-A does not wait for the SIP 200 OK response from remote UE-C.

6.
HNB-A responds with a Iu relocation request acknowledgment message.

7.
The IHAF-A sends a SIP Ack request including an SDP answer towards the remote UE-C at the same time that it sends the MAP prepare subsequent handover response message to MSC-B. The SDP answer in the SIP Ack request includes the IHAF-A address for the user plane. Upon receipt of the SIP Ack request, the media path is re-established between the remote UE-C and HNB-A. This occurs roughly simultaneously with the retuning of the UE to HNB-A upon receipt of the handover command in step 10, effectively synchronizing the media switching in the network with the retuning of the UE.
6.4.10.2.2
MSC recognizes intrasystem handover scenario

Figure 6.4.10.2.2-1 shows the successful procedure for intrasystem handover from the RNS-B access network to the HNB-A access network associated with IHAF-A for a CS UE with handover signalling anchored in IHAF-A. This procedure applies whether or not the user plane is anchored in IHAF-A. In this procedure, MSC-B recognizes that the target access network HNB-A is a directly reachable access network via Iu-cs and performs an intrasystem handover procedure rather than the intersystem procedure of the previous sub-clause.
This figure is based on the successful procedure for basic intra-3G_MSC SRNS relocation combined with hard handover shown in Figure 11 of TS 23.009 [15], with the RNS-B, MSC-B and IHAF-A playing the roles of RNS-A, 3G_MSC-A, and RNS-B, respectively, with the addition of optional SIP 3pcc messages to reconnect remote media to IHAF-A if it is not already anchored in IHAF-A, and with the addition of messages 17, 18 and 19, which remove an extraneous user plane loop between IHAF-A and MSC-B. Refer to the corresponding text in TS 23.009 [15] for a detailed explanation of the procedure, except for optional messages 5, 6 and 11, and required messages 17, 18 and 19, which are all described below the figure. Note that this procedure requires the Release 9 extensions being developed to support handover from macro to HNB in the non-IMS HNB subsystem.
Since this procedure must follow the handover to macro scenario of clause 6.4.8.2, there is an Nb user plane connection established with MSC-B by the previous procedure, and then there is an Iu user plane connection established between the MSC-B and IHAF-A by messages 2 and 8 of this procedure. There is no need to maintain this user plane "loop" between the IHAF-A and MSC-B or the corresponding control plane "loop" after the procedure completes. Messages 17-19 serve to remove the unnecessary control and user plane connections on Iu-cs, E, Nc and Nb.
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Figure 6.4.10.2.2-1: Intrasystem relocation from RNS-B to HNB-A 
for UE in an IMS session via IHAF
3.
When IHAF-A receives the Iu relocation request message from MSC-B, if the user plane is not anchored in IHAF-A, the IHAF-A sends an empty SIP re-INVITE request towards the remote party of the IMS session. The purpose of the re-INVITE request is to initiate the movement of the local RTP endpoint of the media from MSC-B to IHAF-A. Steps 3, 4 and 7 do not apply if the user plane is already anchored in IHAF-A.

4.
Upon receipt of the empty SIP re-INVITE request, the remote UE-C responds with SIP 200 OK response that includes an SDP offer.

5.
When the IHAF-A receives the SIP 200 OK response from remote UE-C, it sends the Iu relocation request message to the HNB-A to establish the user plane on Iuh. If Steps 3, 4 and 7 do not apply to the procedure, the IHAF-A does not wait for the SIP 200 OK response from remote UE-C.

6.
HNB-A responds with a Iu relocation request acknowledgment message.

7.
The IHAF-A sends a SIP Ack request including an SDP answer towards the remote UE-C at the same time that it sends the Iu relocation request acknowledgment message to MSC-B. The SDP answer in the SIP Ack request includes the IHAF-A address for the user plane. Upon receipt of the SIP Ack request, the media path is re-established between the remote UE-C and HNB-A. This occurs roughly simultaneously with the retuning of the UE to HNB-A upon receipt of the handover command in step 10, effectively synchronizing the media switching in the network with the retuning of the UE.
17.
When IHAF-A receives the Iu relocation complete message from HNB-A, it sends the MAP send end signal response message to MSC-B to initiate removal of the signalling plane connection for UE-A/B between the IHAF-A and MSC-B and to initiate removal of the corresponding resources in MSC-B. MSC-B no longer has a role in support of the UE.
18.
MSC-B initiates release of the Iu connection between MSC-B and IHAF-A.
19.
IHAF-A initiates release of the Nc/Nb session between IHAF-A and MSC-B.
6.4.11
Supplementary services

6.4.11.1
Overview

Except for Call Waiting and Call HOLD services described in the following sub-clauses, all MMTEL supplementary services are provided to a UE in IMS session(s) via the IHAF according to I2 procedures defined in TS 23.292 [6].
6.4.11.2
Call Waiting

As long as there are no concurrent CS calls being handled by the CS CN, the IHAF provides Call Waiting service to a UE according to I2 procedures defined in TS 23.292 [6]. In the presence of CS calls handled by the CS CN, IMS must rely on busy or release indications from the UE, HNB and/or IHAF, as guided by local policy, since IMS cannot have a full view of the user busy condition to apply network-determined user busy (NDUB).
6.4.11.3
Call HOLD

6.4.11.3.1
CS call

Call HOLD service for a CS call follows existing procedures.
6.4.11.3.2
IMS session via IHAF for UE in HNB

Call HOLD service for a UE in HNB with an IMS session via IHAF is provided via the IHAF according to I2 procedures defined in TS 23.292 [6]. The IHAF manipulates the SDP offer to assure that no RTP or RTCP packets are exchanged between the endpoints while the call is on hold.
6.4.11.3.3
IMS session via IHAF for UE in macro
Call HOLD service for a UE served in a macro cell with an IMS session via IHAF is provided via the IHAF according to I2 procedures defined in TS 23.l292 [6]. The IHAF manipulates the SDP offer to assure that no RTP or RTCP packets are exchanged between the endpoints while the call is on hold. Figure 6.4.11.3.3-1 shows additional interworking required at the IHAF between I2 and Nc. The figure applies to both HOLD and RESUME signaling.
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Figure 6.4.11.3.3-1: HOLD/RESUME signalling for IMS session via IHAF for UE in macro
1.
When the IHAF-A receives indication of a HOLD or RESUME request from the CS UE-A/B, the IHAF-A sends a SIP re-INVITE request without SDP to MSC-B.  The message solicits an SDP offer from MSC-B for forwarding to remote UE-C.
2.
MSC-B sends a SIP 200 OK with SDP offer to IHAF-A.  The SDP offer includes information about the user plane endpoint for UE-A/B in MSC-B.
3.
IHAF-A sends a SIP re-INVITE request with SDP offer from MSC-B towards the remote UE-C. IHAF-A modifies the SDP offer as necessary to signal call HOLD or call RESUME and to set the appropriate bandwidth for the media stream.
4.
Remote UE-C responds with a SIP 200 OK response including the SDP answer.
5.
IHAF-A forwards the SDP answer from remote UE-C to MSC-B in the SIP Ack request.
6.
IHAF-A completes the SIP re-INVITE transaction with the remote UE-C by sending it a SIP Ack request without SDP.
6.4.11.4
User configuration of communication service settings

Options for user configuration of supplementary services are described in TS 23.292 [6]. If the MSCs in the network support the communication setting conversion function option using the I3 reference point for a UE in the macro network, then the Visited MSC also provides the I3 reference point while the UE is served in the HNB subsystem.
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