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The purpose of this document is to discuss the open issue of registration of APN/PDN GW identity for emergency PDN connection and try to resolve those issue.
1. Introduction
It has been agreed that the MME will send Notify Request to the HSS for the authenticated UE if the user is allowed to handover to the non-3GPP accesses, but two problems are open: 

Q1: MME might not get the subscription data from HSS for the authenticated UEs, e.g. due to access restrictions the HSS reject the Update Location request from the MME. 

Q2: If PLMN specific EMC APNs are used and there is no wildcard subscription in the user’s subscription data the HSS will not store the PGW/APN pair and reject the Notify request.
So how to handle those problems to keep the emergency service continuity when the UE handovers to the non-3GPP network needs to be further discussed.
2. Discussion
2.1 Current agreement on emergency PDN GW identity registration

To keep the service continuity between 3GPP and non 3GPP network, the MME should register the APN and PDN GW identity pair in the HSS, and this also applies to the emergency services. 
For valid UE, “if the MME selected a PDN GW that is different from the PDN GW identity which was indicated by the HSS in the PDN subscription context, the MME shall send a Notify Request including the APN and PDN GW identity to the HSS for mobility with non-3GPP accesses” (refer to TS23.401section5.3.2.1 step 25). 

And for the emergency APN and PDN GW identity registration is the same as the normal PDN connection. But for emergency attached UE, “the MME shall not send any Notify Request to an HSS for an unauthenticated UE. For authenticated emergency attached UEs, the MME performs HSS notification similar to that for normal attached UEs if the subscription data indicates that the user is allowed to perform handover to non-3GPP accesses.” (Refer to TS23.401section5.3.2.1 step 25).  As such it is clear that MME only selects a statically PDN GW configured in the MME for unauthenticated UE. And when the UE handover to the non 3GPP network, the entity in non 3GPP network also selects the statically configured PDN GW which is the same as the PDN GW used in the 3GPP network.
2.2 Remain issues about the emergency PDN GW identity registration
Q1: MME not get subscription data for the emergency attached UE
According to the agreement above, the MME sends a Notify Request to the HSS only when the subscription data indicates that user is allowed to perform handover to the non-3gpp accesses. However, the subscription data can be not gotten by MME even for authenticated UE. TS 29.272 states that “The HSS shall check whether the RAT type the UE is using is allowed. If it is not, a Result Code of DIAMETER_ERROR_RAT_NOT_ALLOWED shall be returned.The HSS shall check whether roaming is not allowed in the VPLMN due to ODB. If so a Result Code of DIAMETER_ERROR_ROAMING_NOT_ALLOWED shall be returned”. The HSS shall not include the subscription data in the Update Location Ack message if the result code is not “success”. This implies that MME may not get the subscription data and determine whether the UE is allowed to perform handover to the non-3GPP accesses although it is authenticated successfully. So based on the current specification MME shall not send Notify Request to the HSS. But where to store the PGW/APN pair? When the UE handovers to the non-3GPP network, the emergency services may be interrupted because of the PDN GW reselection, this leads to bad user experience.
Q2: HSS reject the registration of the EMC PGW/APN pair
When receiving the message to register the APN and PDN GW identity pair, the HSS will check whether the APN is in the subscription data or not, if not, the HSS will reject to store the PDN GW identity unless there is a subscription for wildcard APN (Refer to TS29.272 section5.2.5.1.3). But it may not be acceptable to require wildcard subscription for every user to enable emergency services. So also based on the current specification the Notify Request message for EMC PGW/APN pair will be rejected by the HSS unless the user has a wildcard APN. This will also lead to the emergency services interruption at handover to non-3GPP for the UE which has no wild card APN, and also lead to bad user experience.
Most important is, the emergency service is not a subscribed service, and all the UEs shall get emergency services from both 3GPP access and non-3GPP access and keep the service continuity when handover between them if the operator has deployed the 3GPP and non-3GPP network in the PLMN and if the UE is capable to access the non-3GPP and 3GPP network. But now, only the UICC less and unauthenticated UE can be sure get continue emergency service when handover between the 3GPP and non-3GPP network because of the statically configured PDN GW. For authenticated UE the EMC service continuity does not assure when UE handover from 3GPP to non-3GPP.
2.3 Potential solutions for this issue
2.3.1 Relation between handover and subscription data

For the normal service it is reasonable that whether the services can be handover to non-3GPP are based on user’s subscription data. But for the EMC service we shall avoid that as this break SA1 conclusion (Refer to the incoming liaison from SA1, S2-091125). 

C1: For EMC service it shall always be possible to handover between 3GPP and Non-3GPP access and not depend on user’s subscription data

2.3.2 Change on HSS

The HSS is a HPLMN entity. And EMC service is services provided by VPLMN. It is possible that UE initiate EMC service on PS domain based on the VPLMN indication but the HPLMN entity has not been upgraded to support EMC service. So change on HSS shall be careful. Considering that one method can be adopted. That is we differentiate the user into Roamer and non-Roamer. 

C2: Enhancement on HSS shall be careful. 
2.3.3 Storing PGW/APN pair on HSS.

If we want to store PGW/EMC-APN pair on HSS, two methods can be adopted. 
Option 1) based on configuration. In this method HSS can detect EMC APN based on operator’s configuration.
Option 2) introducing an indication on S6a/S6d interface to explicitly indicate the stored APN is EMC APN. HSS based on that information can bypass APN checking process. 
Considering the configuration method HSS needs configured emergency APNs not only for HPLMN but also for VPLMN or a globally EMC APN has to be defined. It seems not possible. As such using the explicit indication is preferred. But if we restrict the change only on the HPLMN HSS, the configuration method can also be acceptable.
C3:  If only HSS located in the same PLMN need be changed, based on the operator configuration, HSS can detect EMC APN and bypass the APN checking. Otherwise explicitly EMC APN indication is needed.
2.3.4 Where to Store PGW/APN pair
For the user initiated emergency service, two solutions are proposed as below:

· Option 1
In networks that support handover between E UTRAN and HRPD accesses, the MME selects the statically configured PDN GW for the emergency PDN connection for all emergency attached UEs (i.e. limited service state of user), regardless whether the UE is authenticated or not. This avoids any issues of not receiving subscription data from HSS (Q1). 
For normal service state of user to avoid any impact on the roamer’s HSS, the MME shall first differentiate the user as roamer vs. non-roamer. And if network support handover between E UTRAN and HRPD accesses access, for the user located in HPLMN and in normal service state the assigned PGW are still stored on the HSS regardless whether the subscription data support handover to non-3GPP access or not. And if network support handover between E UTRAN and HRPD accesses access, for the user located not in HPLMN the statically configured PDN GW is selected. This avoids any potential rejection from HSS (Q2).
Advantage: 
a. The procedure for emergency attach is simplified.
b. No impact on HPLMN of roamers. 
c. Avoids the potential traffic overload on EMC-PGW. This is due to only emergency attached UEs and authenticated roamer will be served by the statically assigned PGW. 

Disadvantage: 
a. MME need differentiate the user as Roamer vs. Non-Roamer.
· Option2
If network support handover between E UTRAN and HRPD accesses access, the MME always selects the statically configured PDN GW for every emergency PDN connection.

Advantage: 
a. No impact on the protocol specification

b. The procedure for emergency attach is simplified.
Disadvantage: 
a. The solution might require first some better understanding of the related traffic to evaluate whether PDN GW load balancing is required for the fixed PGWs to avoid overload of that PGWs. However, load balancing might an implementation issue, and could be based on IMSI, for example. 
2.4 Comparison
Option 1 can be accomplished with limited updates of the current specification status, if the discussion concludes that HSS can store any EMC PGW/APN pair also without having a wildcard subscription. The more simple solution is option 2. It however requires some estimation of the traffic to judge whether fixed PGWs can serve all emergency service traffic.
3. Conclusion

It proposed to solve the remaining issue for the emergency APN and PDN GW pair registration. The details are concluded in the CR1228 (S2-095128) 
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