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Abstract of the contribution:
This contribution proposes a solution for updating the UE's Allowed CSG List when membership to the CSG is revoked or has expired. It is proposed to document this additional solution into 23.830 v0.4.1 prior to CRs to 23.401.
1.
Introduction
In SA2#72, SA2 treated S2-092652/S2-092304. This Tdoc discusses some drawbacks of the solution proposed in S2-092652/S2-092304 and proposes to document a second solution that utilises BCCH indications to indicate to UEs that there is change to its CSG subscription. Such BCCH indications will trigger UE to initiate NAS signalling and in that ensuing protocol exchange, the UE will know of the removal of its membership from a CSG.

2.
Discussion
2.1

Drawbacks of solution in S2-092652/S2-092304
When analysing the solution in S2-092652/S2-092304 we see the following drawbacks.
· There is a dependency/reliance on OMA-DM deployment. S2-092652/S2-092304 acknowledges this dependency, stating "FFS how to accomplish when OMA DM or OTA are not deployed." In addition until OMA-DM v1.3, any updating of the UE MO requires the entire MO to be downloaded, delta changes are not possible before OMA-DM v1.3.
· When paging is performed towards a UE that is out of coverage, paging will fail. The retry for paging is not specified and is network/operator and even application dependent. If OMA-DM or SMS is the session that initiated this paging then the retry is completely dependent on implementations within the OMA-DM server.
It is a  known fact, experienced by users in the field, that if an attempt is made to deliver a SMS when UE is switched off or out-of-coverage that SMS retry after the user re-attaches or returns to coverage can be quite some time later (matter of tens of minutes or even an hour and in worse case even more).
· There are additional complexities to the HSS (e.g. storing expiration time, checking the UE is updated before updating CN nodes MME/SGSN/MSC) This may lead to added protocol signalling changes to the interfaces between HSS and MME/SGSN/MSC – Stage 3 WGs have not fully analysed impact of S2-092652/S2-092304.

· There are added complexities in asking the MME to rationalise for paging, i.e. MME has to manipulate the list of TAs to be paged considering if UE has or has not updated its Allowed CSG List. The MME has to decide if UE has been updated before applying paging optimisation. Additionally it is unclear if one single UE has not been updated then MME will not perform paging optimisation for entire MME area, or is paging optimisation applied per UE, which only further complicates MME implementation?
· Until the UE (whose CSG membership has been revoked or has expired) gets the page or initiates a mobile originating NAS signalling the UE continues to be unaware of the change in CSG membership. This continued unawareness will mean:-

· AS (Access Stratum) will continue to use the non-updated information for cell selection/reselection. If UE is then on a CSG cell he/she is no longer allowed, mobile originating sessions and more importantly mobile originating  emergency session will be delayed as UE will first be rejected when attempting to access the CSG and then have to reselect onto another cell, is available. 

· the human user is still being given the indication that he has allowance to the affected CSG. Such indication could be on the MMI displaying "In CSG coverage" when the UE is camped in that affected CSG or it could be displayed to the user when user queries his/her allowed CSGs list even when he is not camped in the affected CSG.

2.2

Using BCCH indications for CSG membership (Solution 2)
We find that the above drawbacks of S2-092652/S2-092304 need to be addressed. We believe there can be a more efficient solution - efficient in terms of less complexity for all network nodes and efficient in time the UE gets its Allowed CSG List updated and importantly accurate information is provided to the user.
The proposed alternative solution is the following:-

· When there is a change/revocation/expiry of membership of a CSG, an indication of change will be inserted in the BCCH.

· On detecting that the BCCH has changed due to CSG membership changes – this is achieved by UE detecting that the SIB/MIB has changed in the same manner as it is already done – the AS of UE shall indicate to the NAS that CSG membership has changed.

· The NAS of the UE shall then do an explicit NAS procedure e.g. Tracking Area Update Request or Service Request. As part of that NAS procedure the MME provides a reject cause (ie. reject cause #25 as defined by CT1). Such a reject will be handled by the NAS and the UE's Allowed CSG List will then be updated with the removal of the CSG ID from the UE's Allowed CSG List.

It is acknowledged that just a single indication of change of membership of CSG, broadcasted in the involved CSG, will lead to the whole population of UEs in that CSG to react to that BCCH change. That is undesirable.

Additionally it is acknowledged that if the UE is not camped on the CSG but on a macro cell or another CSG cell or on any other cell of its registered TAI list, then indicating a CSG membership change in the BCCH of the affected CSG cell itself is non-optimal. This can also be the scenario when UE goes out of coverage but when its returns to coverage it is in a macro cell but still within its registered area indicated by its TAI list.
Thus it is further proposed that:-

· Along with indication of CSG membership changes, there will be indications of UE identification which can be in the form of P-TMSI or S-TMSI or GUTI or a hashed form these identities. The UE identification can also be targeting a (limited) number of UE rather than just one. For instance, the identity could be the 2nd last digit of the IMSI. So all UEs having the same 2nd last digit of the IMSI will react to the BCCH changes

· These new BCCH indications may also be provided over the BCCH of all cells of the TA(s) the UE is known to be registered to. That way when the affected UE is in macro coverage (or been out of coverage but then return to coverage in a macro cell but still in registered TAs) the UE's Access Stratum detecting such changes will also provide such indications of CSG membership changes to NAS who in turn will initiate a NAS procedure.

· To enhance further targeting of the correct UEs, the indications over the BCCH can also include the affected CSG. By indication the CSG ID of which the CSG membership has changed and with a (group of) UE identity, targeting the actual affected UE(s) is greatly enhanced.

2.3

Scenarios not covered by solution 2
The solution described in previous section does not cover:-

· UE in connected mode. 
Should there be a CSG membership revocation or expiry when UE is in connected mode, the solution proposed in S2-092652/S2-092304 on doing a S1-release. Releasing the S1-release is an acceptable method that can be applied for this solution2.
However it should be noted, that for solution 1, after the S1-release is done, the UE has to wait eother to get a page from NW or actually initiate a mobile originating session to get its Allowed CSG List updated. With Solution 2, when UE return to Idle, the UE can immediately notice the BCCH indication and immediately trigger a NAS proc leading to update to Allowed CGS List.
· Adding a UE to membership of a CSG.
The description so far is only for revocation/expiry of CSG membership of a UE. We believed that the current Rel-8 methods of adding CSG ID to a UE's Allowed CSG List though outcome of NAS procedure and by OTA / OMA-DM provisioning of the Allowed CSG list to the UE will work.
[Note: It is clearly possible to adapt and use the principle techniques of this solution 2 described above to also cover the use case of adding a UE to the CSG membership. In such an instance, parts of the solution in S2-092652/S2-092304 of providing the UE with an (or parts of) allowed CSG List by NAS signalling can be taken on in this solution 2 too.]

For this solution, there need to be a way to input to the BCCH contents. Already in current 3GPP systems, the O&M functions of an operator have access to the radio access network and to the BCCH contents. Further if one considers that there must be an O&M function that manages CSG membership – and this O&M function will have to interact with the HSS so that subscription data can correspondingly be managed – then there is a ready management system that can manage the CSG membership changes and reflect that onto the proposed new BCCH indicators. Thus this solution exploits already available O&M functions. Additionally, such O&M functions are not standardised leaving up to operator and their equipment providers to determine the exact management methods. This non-standardisation in this case will assist in getting a working solution custom made to an operator's needs in shortest possible time.
Note1: It is noted that solution 1 equally make use of the operator's O&M to manipulate membership changes interacting with the HSS.

Note2: It is also possible that changes to S1 protocol be introduce to allow NW to convey to eNB the necessary BCCH changes.

3.
Proposal
It is proposed that the solution 2 described above is documented in 23.830 as alternative solution for updating the UE's allowed CSG List.

4.
Proposed changes to 23.830 v0.4.1
Start of proposed changes in 23.830 v0.4.1
6.1.4
Architectural issue – Managing changes to CSG membership and handling of CSG ID expiration time

6.1.4.1
Description 
The handling of changes to CSG membership and handling of the CSG ID expiration timer need to be defined, regarding what functions that are to be performed in which nodes. In addition it is needed to find a solution on how the synchronization is achieved between the UE and the MME/SGSN/MSC, to avoid that the UE is camping on a CSG cell that the MME/SGSN/MSC regards as not allowed for the UE. If the synchronization fails, it will lead to that the UE cannot be reached by a page, since it is camping on a CSG cell that MME/SGSN/MSC regards as not allowed for this UE.

Synchronization between UE and MME/SGSN/MSC is also needed in the case where a CSG ID is removed from the HSS, or the expiration time is changed in HSS. The assumption is that a solution covering the case of changed CSG data in HSS also can be used for synchronization when a CSG ID timer expires.
6.1.4.2
Solutions

6.1.4.2.1
Solution 1

Since the expiration date for a CSG ID exists in HSS and MME/SGSN/MSC, it seems needed that all entities handle the expiration date in some way.

Functionality in HSS:

· The HSS must supervise the expiration dates of any CSG ID in the subscription data, to be able to only send valid CSG IDs with corresponding expiration dates (i.e. not expired ones) in subscription data to MME/SGSN/MSC (e.g. in the existing Insert Subscriber Data message to SGSN). Otherwise the result would be that the CSG list in HSS might grow over time, not allowing new CSG IDs to be entered due to the maximum limit of 50 CSG IDs per subscriber.

· When a CSG ID expires, it implies that subscription data in HSS is changed. It is proposed that HSS shall not inform MME/SGSN/MSC each time any CSG ID for any subscriber expires. Another option is to let HSS supervise the timers, and to update MME/SGSN/MSC each time a timer expires, but this seems to increase the signalling from HSS to MME/SGSN/MSC and is therefore not preferred.

· If a new CSG ID is added or removed in the subscribers CSG ID list in HSS, or an expiration time is changed, it seems necessary to always send the complete list of CSG IDs to MME/SGSN/MSC according to current CT4 specifications.

Functionality in MME/SGSN/MSC:

· It is assumed that MME, SGSN and MSC have the same type of functionality for timer expiration handling.

· At any type of access control of a UE entering a CSG cell, the MME/SGSN/MSC must check that the CSG ID of the CSG cell corresponds to a CSG ID in the subscription data, and in addition that the expiration date hasn’t passed.

· If the MME/SGSN/MSC receives updated subscription data from HSS, it needs to check whether any CGS ID is removed, or any expiration time is changed. No action is required if one or several CSG ID are added.

· If the expiration time for a CSG ID for an attached user expires, it seems needed that MME/SGSN/MSC performs the following actions:

· If the UE is in Idle mode, MME/SGSN/MSC pages the UE. 

Editor's note: Paging UE in Idle mode needed or not is for further study.

· There are three possible cases:

· The UE is camped on the CSG ID that has expired. Solution: The page will lead to the UE performing a Service Request. This Service Request can then be rejected by the MME/SGSN/MSC with an appropriate cause code, indicating that the CSG ID is not allowed. The UE will then remove this CSG ID from its list of Allowed CSG IDs, and will move into macro coverage, or into another CSG cell, depending on the content of its Allowed CSG ID list.

· The UE is camped on another cell than the CSG cell with the CSG ID that has expired. Solution: The MME/SGSN/MSC accepts the Service Request and informs the UEof the expired CSG ID. It is FFS what mechanism to use to inform the UE of the expired CSG ID.

· The UE is not reachable. Solution: The MME/SGSN/MSC do not remove the expired CSG ID, but marks it for removal. If there are incoming data for the UE, it will be also paged in cells of these CSD IDs. The CSG ID is not removed until the MME/SGSN/MSC can reach the UE and confirm that the UE has updated its list. It is FFS how to handle the case when the UE attaches to another MME/SGSN/MSC when it becomes reachable again.

· If the UE is in Connected mode, there are two possible cases:

· The UE is connected via the CSG cell of the expired CSG ID. Solution: MME/SGSN/MSC performs an S1-release or Iu-release with an appropriate cause  code. This shall lead to the UE performing a TAU/RAU/LAU in macro-cell (or another CSG cell) and removing the expired CSG ID from its list of Allowed CSG IDs.

· The UE is connected via another cell than the CSG cell of the expired CSG ID. Solution: It is FFS how the UE is notified of the expiry of the CSG ID. 

· Note that the requirement for Rel-9 is to divert the traffic to a non-CSG cell, which may require new procedures for network initiated handovers.

Disadvantages of placing the functionality in the UE:

· It can be discussed whether the UE in addition also need to know the expiration time. However, it does not seem possible to trust the UE to always obey the expiration time, which means that MME/SGSN/MSC must supervise it anyway. Therefore it would be duplicate functionality to require the UE to also supervise the expiration time.

· The UE does not get the expiration time according to existing standardisation work in other bodies, and it is neither required by SA1. One way to get the expiration time to the UE is to send it from the OMA DM server in addition to the CSG IDs, but this do not cover the cases where operators do not use OMA DM servers and rely on manual CSG ID addition. So in such cases would MME/SGSN/MSC anyway need to supervise the expiration time, or to add new procedures to convey the expiration time to the UE

· The expiration time for a CSG ID is defined by CT4 to be an absolute time. For a UE it doesn’t seem trivial to precisely supervise that an absolute time has expired, and in such cases would the MME/SGSN/MSC anyway need to supervise it. An alternative is to add procedures to let the network convey absolute time to the UE, but this will introduce additional complexity in the UE and the network.

· Since it is concluded above that MME/SGSN/MSC must supervise the expiration time, an expiration time in the UE as well seems to cause race conditions and unnecessary signalling, since both the MME/SGSN/MSC and the UE at probably the same time tries to perform similar actions at CSG ID expiration.

· Due to the above reasons it is proposed that the UE do not receive or handle the expiration time for a CSG ID.

Functionality in other entities:

· It is also possible for a potential CSG list server to inform the UE over OMA DM of a changed list of allowed CSG IDs, caused by the expiration time for a CSG ID.
6.1.4.2.2
Solution 2

It has been widely considered that the (home or business) owner of a CSG can contact the operator to change (add or remove) a user/UE access to the CSG. To facilitate this it has also been considered that such interactions between CSG owner and operator can be a web-based interface. Behind this there will be the operator's O&M functions. This solutions utilises the operator's network O&M functions which although implementation specific are well established for all operators and has a tie-in to all core network and access network nodes.

Note: 
Although it is not mentioned for Solution 1, Solution 1 equally uses operators O&M functions that interface with e.g. the HSS.

Functionality in O&M:

· The O&M function that manages CSG membership and interacts with CSG owners must have access to radio access network BCCH content management function.

· The O&M function will do the supervising of the expiration time/date of all CSGs. Upon expiry of membership or change of expiration time of a UE for a CSG or CSGs, the O&M function will update the HSS of the change in membership.

Note: 
With this solution the supervising of expiration time/date can also be done in the HSS. As the HSS and the O&M functions do have an interconnection it is possible for HSS to then notify O&M of expiration of membership.

Functionality in HSS:

· Beyond what is already standard in the HSS and the interfaces between HSS and other system nodes there is no need for other additional functions. That is when HSS knows of change in CSG ID list the HSS always sends the complete list of CSG IDs to MME/SGSN/MSC according to current CT4 specifications.
· If the HSS is to supervise the expiration time then when expiration time occurs or when expiration time is changed the HSS will interact with O&M functions that will lead to a change in BCCH contents. HSS will also then inform MME/SGSN/MSC in accordance to current CT4 specifications

Functionality in MME/SGSN/MSC:

· It is assumed that MME, SGSN and MSC have the same type of functionality for timer expiration handling.
· At any type of access control of a UE entering a CSG cell, the MME/SGSN/MSC must check that the CSG ID of the CSG cell corresponds to a CSG ID in the subscription data, and in addition that the expiration time or date has not passed.

· As the MME/SGSN/MSC receives updated subscription data from HSS, it needs to check whether any CSG ID is removed, or any expiration time is changed. No action is required if one or several CSG ID are added.

· If the expiration time for a CSG ID for an attached user expires, it the MME/SGSN/MSC performs the following actions:-

-
If the UE is in Idle mode, MME/SGSN/MSC does nothing. The UE in IDLE mode reads BCCH and on detecting changes in CSG subscription will initiate a NAS signalling procedure. When that NAS signalling is done towards the MME/SGSN/MSC, the MME/SGSN/MSC will provide a reject.

Note:
For the case the UE does the NAS signalling when not in the affected CSG cell i.e. from a macro cell, the NAS procedure will be successful but with indications of removal of CSG membership. This method used in Solution 1 for this can also be used here.

-
If UE is in connected mode, there are two possible cases:-

· The UE is connected via the CSG cell of the expired CSG ID. Solution: MME/SGSN/MSC performs an S1-release or Iu-release with an appropriate cause code. This leads to the UE performing a TAU/RAU/LAU in macro-cell (or another CSG cell) and removing the expired CSG ID from its list of Allowed CSG IDs.

· The UE is connected via another cell than the CSG cell of the expired CSG ID. Solution: It is FFS how the UE is notified of the expiry of the CSG ID. 

· MME/SGSN/MSC can always page according to its latest CSG ID list. Effectively the MME/SGSN/MSC is always paging optimally according to the updated CSG ID list.

Functionality in eNB, BCCH broadcast functionality:

· The following indicators are introduced to the BCCH:-

-
Indication that there is a CSG subscription change. Currently a sequence number in the BCCH indicate if there is new BCCH content. UE checks this sequence number and if the sequence number has changed from last the UE checked then UE knows BCCH contents have changed. This method of using a sequence number can be utilised for this solution 2 but the decision on this indicator is left to RAN2.

-
Additional following indications can be to included to optimise pinpointing the affected UE or UEs

· A UE identity can be included. The form of this UE identity can be P-TMSI, S-TMSI or a hashed identity that can pinpoint one or a group of UEs. It is RAN2's responsibility to select the UE identification to use.

· The CSG ID for which there is a membership change can be included. 

· The BCCH indicators can be broadcasted over the entire TA or TAs that the UE (or UEs) are known to be registered in) or it can be broadcasted only in the affected CSG or CSGs. 

Functionality in UE:

· The UE in IDLE mode reads BCCH. Upon detecting that the BCCH indicators indicate a change of CSG membership and if this change of CSG membership is decoded as affecting the UE, the UE ASinforms NAS.

· When NAS is informed of a CSG membership change indicated over the BCCH, the NAS initiates a NAS signalling procedure e.g. Tracking Area Update or Service Request.

Note: While this solution 2 is for Rel-9, a Rel-8 UE can already implement this Rel-9 function.

6.1.4.3
Evaluation

6.1.4.3.1
Evaluations of solution 1
The following functionality is agreed for handling CSG membership changes for permanent and temporary CSG members for solution 1.

Current functionality defined for HSS:

-
The HSS sends the CSG subscription data including any potential expiration time to the MME/SGSN/MSC. 

-
If a CSG Id is added or removed in the CSG subscription data in the HSS, or an expiration time is changed, then the HSS shall send the update to the MME/SGSN/MSC. 

Proposed additional functionality in HSS to handle changes in CSG membership:

-
If a CSG Id is to be removed from the CSG subscription data, or the CSG ID is expired, then the HSS should remove the CSG ID from the HSS subscription data after the CSG ID was removed from the UE list, e.g. by OMA DM or OTA update, FFS how to accomplish when OMA DM or OTA are not deployed. 

NOTE:
It is FFS whether the other mechanisms besides OMA DM or OTA are needed to reduce the amount of time a UE will be out of service at a CSG cell when the subscriber has been removed from the CSG or the timer has expired.

-
The HSS shall not update the CSG subscription data in MME/SGSN/MSC because of expiry of a CSG Id.

NOTE:
This is just to reduce the amount of communication between the HSS and the MME/SGSN/MSC and it is functionally not needed.

-
When the HSS stores CSG IDs with an expired time, these shall also be included in the CSG subscription data sent to the MME/SGSN/MSC.

-
If a network uses paging optimisation Permanent CSG subscriptions should get an appropriate expiration time in HSS when the CSG subscription is cancelled. Subscription data in MME/SGSN/MSC are updated by the HSS because of this change of the HSS CSG subscription data.

NOTE:
Using the expiry time information in the CSG subscriber data makes it possible to ensure that the MME that uses paging optimisation can page UEs that still may camp on that CSG when the subscriber has been removed from the CSG or the timer has expired. The CSG expiry time set to an expired value will indicate that the UE has not updated its Allowed CSG list when the UE was removed from a CSG or the CSG has expired for a temporary membership.

Current functionality defined for MME/SGSN/MSC:

-
The MME, SGSN and MSC shall supervise the expiration time of any CSG Id in the subscription data, i.e., even if the UE knows the expiration time, the MME, SGSN and MSC shall not rely on the UE’s enforcement of the expiration time for the CSG.

-
When a UE accesses a CSG cell, the MME/SGSN/MSC shall check that the CSG Id of the CSG cell corresponds to a CSG Id in the CSG subscription data, and that the expiration time (if present) is still valid.

-
In the event the UE accesses a closed CSG cell either due to being paged at the CSG, initiating uplink data transfer, initiating a mobile originating call or initiating a LAU/RAU/TAU procedure (e.g. triggered by an automatic or manual reselection), if the CSG Id is not present in the CSG subscription data or the timer has expired, then the MME/SGSN/MSC shall send a reject message with the appropriate error code. The UE shall remove the entry for this CSG from the Allowed CSG list. 

NOTE:
It is FFS whether the reject message with the appropriate error code needs to be integrity protected

Proposed functionality in MME/SGSN/MSC to handle changes in CSG membership:

-
When a CSG subscription has expired, the entry for this CSG in the Allowed CSG list of the UE may not yet have been removed, and the UE may be camped on a CSG cell for that CSG in idle mode. In order to ensure a page reaches the UE when paging optimisation is performed, the MME/SGSN/MSC shall page the UE at all CSGs which are in the UE’s CSG subscription data and that advertise a TA/LA/RA where the UE may be camped on. This paging shall be performed regardless whether CSG subscription(s) that are stored by MME/SGSN/MSC are expired or not.

-
If an operator does not deploy OTA/OMA DM, paging optimization shall be disabled (and the HSS should delete expired CSG Ids directly when they expire, or are removed). FFS how to handle cases when home PLMN does not deploy OTA/OMA DM but the visited PLMN does (e.g., potentially the visited PLMN could disable paging optimisation for roamers).
-
In addition, if the UE is in Connected mode at a CSG cell and the CSG timer expires or the CSG is removed from the subscription data, then the MME/SGSN/MSC shall perform S1/Iu release procedure with appropriate cause.
NOTE:
It is FFS whether the HNB/HeNB first attempts to perform a handover of the UE to a suitable cell if a CSG timer expires or is removed. (See 6.3.2 for evaluation.)

NOTE:
The S1/Iu release procedure will not cause the UE to update the Allowed CSG list.

Functionality in other entities:

-
It is also possible for a potential CSG list server to inform the UE over OMA DM or OTA of a changed list of allowed CSG Ids, caused by the adding/removing/changing the expiration time for a CSG Id or by adding/removing CSG IDs.

-
An OTA/OMA DM update shall overwrite the entire Allowed CSG list
-
In this case, the CSG list server shall indicate to the HSS (via an unspecified interface) whenever the Allowed CSG list on the UE has been updated via OMA DM or OTA, i.e., the HSS is aware which CSG Ids have been updated in the Allowed CSG list. When the CSG list server indicates to the HSS that a CSG ID is removed from UE list then the HSS removes that CSG ID from the subscription data. 
-
Only a successful OMA DM/OTA update shall remove the CSG Id from the HSS.
NOTE:
The use of the NAS procedure at the MME/SGSN/MSC to remove a CSG ID from UE list will not result in the CSG Id being removed from the CSG subscription data at the HSS.
6.1.4.3.2
Evaluations of solution 2

The following functionality is agreed for handling CSG membership changes for permanent and temporary CSG members for solution 2.

Functionality required  of O&M:

-
The O&M managing the CSG feature can access and input to the radio access network BCCH contents. 

Current functionality defined for HSS:

-
The HSS sends the CSG subscription data including any potential expiration time to the MME/SGSN/MSC. 

-
If a CSG Id is added or removed in the CSG subscription data in the HSS, or an expiration time is changed, then the HSS shall send the update to the MME/SGSN/MSC. 

Proposed additional functionality in HSS to handle changes in CSG membership:

-
none

Current functionality defined for MME/SGSN/MSC:

-
The MME/SGSN/MSC functions with respect to CSG handling is as for Rel-8. Access control and paging is performed as it is now taking in the CSG ID list the MME/SGSN/MSC is provided by the HSS.

Proposed additional functionality for MME/SGSN/MSC:

-
Action to be taken when CSG membership is revoked or expired for UEs in connected mode has to be introduced.

Current functionality defined for eNB:

-
BCCH broadcast is supported.

Proposed additional functionality for eNB:

-
Additional  indicators are broadcasted over the BCCH.

Current functionality defined for UE:

-
UE listens to BCCH broadcast when in IDLE mode.

Proposed additional functionality for UE:

-
When UE detects that a CSG membership change affects the UE the UE initiates a NAS signalling procedure.

End of proposed changes
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