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Abstract of the contribution: The inbound handover solution may be different for H(e)NB and macro CSG/hybrid cells due to their different characters. However, they are not well considered separately in RAN. A liaison is proposed to be sent to RAN to clarify this from network aspects.
1. Introduction
There are three approaches for inbound handover mobility [1]. Although this topic is under discussion in RAN2 and RAN3, it seems that the approaches in RANs are analyzed mixed for both eNB and H(e)NB CSG cells. This makes it not easy to pick one solution for variant scenarios due to the different characteristics of eNB and H(e)NB.
Solution 1: Including the Allowed CSG list in the Handover Restriction List IE.

Solution 2: CSG Access control in the Core Network with support from the source RAN node.
Solution 3: CSG Access control in the Core Network with support from the target RAN node.
The CSG ID and access mode associated with the CGI of the target eNB shall be known by the MME. However, the MME does not know the CSG ID and access mode associated with the target eNB if a HeNB GW is deployed, so this needs to be provided by either the source or the target eNB during the handover procedure. The pros/cons of the three solutions is analyzed in [2] which is cited as below:
Table I. Solution analysis cited from [2]
	Case
	Analysis 

	Solution 1: Source eNB performs the access control using the Allowed CSG list of the UE
	Least latency in the the case of failure since the source eNB does not need to query the MME.

Source eNB needs to know the CSG ID and access mode of the target eNB for handover 

Source eNB always performs the handover correctly, i.e., even in the case where the UE’s Allowed CSG list is out of date.
If no PCI confusion exists, the source eNB may perform access contol for a UE (including a Rel-8 UE) without requiring the UE to read the CSG or reporting the CGI

It enables access control for an X2 handover if the CSG is in a macro eNB

	Solution 2: Source eNB informs MME of CSG ID and access mode for the MME to perform the access control
	Less latency in the case of failure since the MME does not need to query the target.

No handover request is sent to the target in the case of failure so no resources are allocated.

Source eNB needs to know the CSG ID and access mode of the target eNB for handover

	Solution 3: Target eNB informs MME of CSG ID and access mode for the MME to perform the access control
	Most latency in the case of failure since the MME needs to query the target.

Source eNB does not need to know the CSG ID and access mode of the target eNB for handover


2. Discussions and Proposals

2.1
Distinctions between CSG eNB and H(e)NB
These candidate solutions are not easily selected considering their pros/cons. However, previous analysis in RAN does not distinct H(e)NB with macro eNBs. From the network side, H(e)NB and macro eNBs have different characters, requirements and the application assumptions are not the same. The distinctions are summarized as below.
1) An eNB generally can be trusted by CN. However, H(e)NB may not be trusted because it is on the user side.
2) There is X2 interface between eNBs. Therefore, it is easy to get the target CSG information and check it if the source and target are CSG eNBs.
3) The configuration and management is more easily for eNB than H(e)NB.
Proposal 1. The inbound handover approach shall consider macro eNB and H(e)NB separately. 
2.2 Solution selections for different scenarios
In view that the eNB can be trusted by the CN, therefore, the UE’s allowed CSG list can be sent to it. As summarized in Table 1, Solution 1 has the advantages on less latency in case of failure, enable X2 handover and does not need UE report CSG or CGI if no PCI confusion. Therefore, Solution 1 is recommended when the source and target are CSG eNBs. 
For other cases, the MME shall perform access control and the target information is obtained from the target cell to guarantee the security. The proposed solution is summarized in the following table. The latency may be large caused by failures which mainly happen when UE Allowed CSG LIST is not synchronized. The drawback is trivial compared with others. Based on the discussion above, solution 3 is recommended for other inbound handover situations.
The above results are summarized in the Table II.

Table II. Recommended solutions for different scenarios.
	Source
	Target

	
	CSG eNB
	H(e)NB

	CSG eNB
	Solution 1
	Solution 3

	H(e)NB
	Solution 3
	Solution 3


Proposal 2. The access control is done by the source eNB if the target is also a eNB. For other cases, access control is at the MME and with support from the target RAN node.
3. Conclusion

Based on previous analysis, it is proposed that the results are sent to RAN, i.e., 
Proposal 3. Send a LS to RAN3 and RAN2 to indicate the Proposal 1 and 2.
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