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This document provides some considerations and principles for emergency services and CSG cells.   

1. Introduction

Emergency service support for CSGs is listed as an open issue in TR 23.830 v0.5.0.
There are two aspects of emergency service support that need to be considered namely:
-
Emergency service support for CSGs, i.e., emergency service support related to a UE accessing a non-allowed CSG cell for an emergency service.
-
Emergency service support for H(e)NBs, i.e., emergency service support related to the fact that a H(e)NB is consumer deployed and the various issues required to determine location information.
In this contribution we are only addressing the issue of emergency service support for CSGs and we leave the location related and other non CSG issues related to H(e)NBs as FFS.
2. Discussion
2.1. Existing emergency services support defined in 23.401
As stated in 23.401, section 4.3.12.1 with regard to different types of UE support for emergency services (emphasis added in red):

“Emergency bearer services are provided to normal attached UEs and depending on local regulation, to UEs that are in limited service state. Receiving emergency services in limited service state does not require a subscription. Depending on local regulation and an operator's policy, the MME may allow or reject an emergency attach request for UEs in limited service state. Four different behaviours of emergency bearer support have been identified as follows:

a.
Valid UEs only. No limited service state UEs are supported in the network. Only normal UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. It is not expected that a normal UE would perform an emergency attach. Normal UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.

b.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.

c.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.”

Additionally 23.401 section 4.3.12.1 states:

“UEs that are in limited service state, as specified in TS 23.122, initiate the Attach procedure with indicating that the attach is to receive emergency services. The network supporting emergency services for UEs in limited service state provides emergency bearer services to these UE, regardless whether the UE can be authenticated, has roaming or mobility restrictions or a valid subscription, depending on local regulation. The UEs in limited service state determine that the cell supports emergency services over E-UTRAN from a broadcast indicator in AS.

UEs that camp normally on a cell, i.e. without any conditions that result in limited service state, initiate the normal initial attach procedure if not already attached. Normal attached UEs inititiate the UE Requested PDN Connectivity procedure to receive emergency bearer services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over E-UTRAN from the Emergency Service Support indicator in the Attach and TAU procedures.”

2.2. Emergency services support for a CSG cell

There are two cases to consider for emergency services support for a UE at a CSG cell namely:

-
A UE camped on an allowed CSG cell

-
A UE camped on a non-allowed CSG cell

A UE camped on an allowed CSG cell is in normal service. It is clear from 2.1 that nothing needs to be done for a UE in normal service with regard to special CSG handling procedures either on the network or UE side since the UE is allowed access to the CSG cell and uses the emergency services as on any other cell that supports these services. 

In the idle mode procedures defined in 25.304 and 36.304, a CSG cell advertising a CSG ID not in the UE’s Allowed CSG list is defined as an acceptable cell. A UE is allowed to camp on an acceptable cell in limited service if there is no suitable cell otherwise available.
Therefore, for a network supporting emergency services for UEs in limited service, it already states that UE is admitted regardless of subscription so CSG access control is not performed for a UE that performs the attach procedure when indicating emergency services.
Proposal 1: A UE in normal or limited service at a CSG cell requests emergency services if available using the same procedures as it would at a non CSG cell, i.e., no special procedures are defined for initiating emergency services at a CSG cell
Proposal 2: If the network supports emergency services for UEs in limited service, then for the case of a UE at a CSG cell that is not allowed, the network will not perform CSG access control for that UE when the UE performs the attach procedure indicating emergency services.

NOTE: 
No standards changes are needed to support these behaviors since the existing procedures already defined or to be defined for a UE in limited service apply.
2.3. Emergency services support and CSG list handling on the UE

There are two choices for a UE that accesses a CSG cell for emergency services with regard to Allowed CSG list handling:
-
Add the CSG ID to the Allowed CSG list when the CSG ID is not already present
-
Do not add the CSG ID to the Allowed CSG list, i.e., do nothing
A UE is really only supposed to add a CSG ID to the Allowed CSG list when it performs manual CSG selection. Emergency services do not require manual CSG selection as the UE will access an acceptable CSG cell automatically for emergency services as it would for any other cell where it is camped in limited service. Additionally, if the network supports emergency services for UEs in limited service, then the UE will be admitted to the CSG cell regardless of its CSG subscription so it should not update the Allowed CSG list incorrectly.
Proposal 3: The UE shall not update the Allowed CSG list when it performs the Attach procedure for emergency services.
3. Proposal

The following changes are proposed to TR 23.830 v0.5.
* * * First Change * * * *

2.4. 6.3.11
Architectural issue – Support of Emergency Services
6.3.11.1
Description 
For the UE access network via CSG, if the UE indicates to access network for emergency calls or handover for emergency call, CSG access control restriction shall be removed.
6.3.11.2
Solutions
6.3.11.2.1
Solution 1
If the CSG ID of the H(e)NB is not in the UE Allowed CSG List and UE camp on this H(e)NB, UE is in the limited service state. In that case besides the normal emergency process,

· When Emergency Attach Request is received, the MME/SGSN shall not reject it due to CSG access control restriction.

· When Emergency Service Request is received, the MME/SGSN/MSC shall not reject it due to CSG access control restriction.

· When Emergency PDN connection Request is received, MME/SGSN shall not reject it due to CSG access control restriction. 

· When UE have emergency bearer services and TAU/RAU is triggered, MME/SGSN shall not reject it due to CSG access control restriction.

It is FFS how to support emergency service handover if the target H(e)NB CSG ID is not on the UE allowed CSG list.
6.3.11.3
Evaluation

The following behavior is defined to support emergency services at a CSG cell

-
A UE in normal or limited service at a CSG cell requests emergency services if available using the same procedures as it would at a non CSG cell, i.e., no new procedures are defined for initiating emergency services that are specific to the cell being a CSG cell

-
If the network supports emergency services for UEs in limited service, then for the case of a UE at a CSG cell that is not allowed, the network will not perform CSG access control for that UE when the UE performs the attach procedure indicating emergency services.

NOTE: 
No standards changes are needed to support these behaviors since the existing procedures already defined or to be defined for a UE in limited service apply.
-
The UE shall not update the Allowed CSG list when it performs the Attach procedure for emergency services.

Editor’s Note: Emergency service support related to the fact that a H(e)NB is consumer deployed and the various non CSG issues required to determine location information are FFS.

















































