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There are some problems in IPv6 migration for 3GPP network. For example, how is the IPv6 address allocated to the terminals and for IPv6 terminals how to forward IPv6 packets through 3GPP network. Although some research has been done on IPv6 migration in 3GPP, much more work on IPv6 transition mechanism in 3GPP network should be thoroughly studied. For example the comparison between current IPv6 address allocation mechanisms, how to select mechanism to forward the IPv6 packets through the 3GPP network .So it is proposed to start a new SI on IPv6 migration.
It is estimated that IPv4 address in IANA (Internet Assigned Numbers Authority) will be depleted around 2011 (http://www.potaroo.net/tools/ipv4/index.html#r4). With IPv4 address depletion, IPv6 will be widely deployed in network. In 3GPP, some work on IPv6 migration has been done. But there are still some IPv6 migration problems to be further discussed.

First, how is the IPv6 address allocated for the terminals? There are mainly following two methods.
· Method 1: One PDP for IPv4, and another PDP for IPv6.
· Method 2: Both IPv4 and IPv6 address allocated in one PDP.
For the above two methods, there are some problems to be further discussed.
· The comparison between the two methods (with their DHCP variants). Which is better for IPv6 migration? Is there any problem if the visited operators select different mechanism than the home operator? Is it possible to recommend one of them as basic migration function for GPRS core network? 
· 
Second, for a UE with IPv6 address, there are mainly three transition mechanisms: dual stack, tunnelling and protocol translation. 
Dual stack is the basic function for IPv6 migration. When the two parties and all network elements support both IPv4 and IPv6, and when they can get both IPv4 and IPv6 addresses, IPv6 packets from the source will be forwarded through the network directly. 
For the tunnelling, the endpoints should be dual stack, although the network elements between the endpoints can be IPv4-only (or IPv6-only). For the IPv4-only network between the tunnel endpoints, an IPv6 packet will be encapsulated into an IPv4 packet at one endpoint, and then de-capsulated at the other endpoint. The endpoints can be a terminal or a network device in GPRS or SAE network. In the following table, there are some tunnelling technologies which can be used in 3GPP network. 
Note: the CN in the tables does not necessary means there are impacts on 3GPP CN Nodes since in some mechanisms, the CN functionality can be performed by a node outside of the 3GPP core network.
	No
	Name
	Description
	To which maybe impacted

	1. 
	Configured tunnelling [1]
	the tunnel endpoint addresses are determined in the encapsulator from configuration information stored for each tunnel
	CN

	2. 
	GRE [2]
	Generic Routing Encapsulation
	CN

	3. 
	6over4 [3]
	to allow isolated IPv6 hosts, located on a physical link which has no directly connected IPv6 router, to become fully functional IPv6 hosts by using an IPv4 domain that supports IPv4 multicast as their virtual local link
	CN, ME

	4. 
	6to4 [4]
	to allow isolated IPv6 domains or hosts, attached to an IPv4 network which has no native IPv6 support, to communicate with other such IPv6 domains or hosts with minimal manual configuration, before they can obtain native IPv6 connectivity
	CN

	5. 
	ISATAP [5]
	Intra-Site Automatic Tunnel Addressing Protocol
	ME, CN

	6. 
	Terodo [6]
	Tunneling IPv6 over UDP through network address translations
	CN, ME

	7. 
	Softwire [7]
	Mechanism for the discovery, control, and encapsulation methods for connecting IPv4 networks across IPv6-only networks as well as IPv6 networks across IPv4-only networks
	CN,ME

	8. 
	
	
	

	9. 
	
	
	

	10. 
	Dual Stack Lite[10]
	IPv4 address sharing on top of IPv6-only provisioning
	ME,CN


Another IPv6 migration technology is Protocol Translation, in which there is a network element to translate between IPv4 and IPv6 packets. In the following table there are some protocol translation technologies which could be used in 3GPP network.
	 No
	Name
	Description
	To which maybe impacted

	1
	NAT-PT[11][12]
	Network Address Translation - Protocol Translation
	CN

	2
	BIS[13]
	Dual stack hosts using the "Bump-In-the-Stack" technique to communicate with other IPv6 hosts using existing IPv4 applications
	ME

	3
	BIA[14]
	the same as BIS, but this mechanism provides the translation method between the IPv4 APIs and IPv6 APIs without IP header translation.
	ME

	4
	Socks64[15]
	A SOCKS-based IPv6/IPv4 Gateway Mechanism
	ME

	5
	TRT[16]
	An IPv6-to-IPv4 Transport Relay Translator
	CN

	6
	IVI[17]
	Including three parts: A DNS Application Layer Gateway, a stateful Network Address Translator that enables IPv6 clients to initiate connections to IPv4 servers and peers, and a stateless Network Address Translator that enables IPv4 and IPv6 systems to interoperate freely
	CN

	7
	NAT64/DNS64[18]
	NAT64 together with DNS64 enable client-server communication between an IPv6-only client and an IPv4-only server, without requiring any changes to either the IPv6 or the IPv4 node, for the class of applications that work through NATs.
	CN


In the above, the questions for IPv6 migration in 3GPP network and some possible mechanisms are listed. Since these mechanisms may impact the 3GPP network and terminals, it is better to further research and evaluate whether the above IPv6 migration mechanisms (especially those supporting scenarios identified in RFC4215 [19]) are applicable in 3GPP network. So it is proposed to start a new SI on IPv6 migration guidelines. Normative work can be started if the impacts on 3GPP specification are agreed.
REFERENCE
[1] IETF RFC4213: “Basic Transition Mechanisms for IPv6 Hosts and Routers”.
[2] IETF RFC1701: “Generic Routing Encapsulation (GRE)”.
[3] IETF RFC2529: “Transmission of IPv6 over IPv4 Domains without Explicit Tunnels”.
[4] IETF RFC3056: “Connection of IPv6 Domains via IPv4 Clouds”.
[5] IETF RFC5214: “Intra-Site Automatic Tunnel Addressing Protocol (ISATAP)”.
[6] IETF RFC4380: “Teredo: Tunneling IPv6 over UDP through Network Address Translations (NATs)”
[7] IETF RFC4925: “Softwire Problem Statement “.
[8] void
[9] void
[10] IETF draft-durand-dual-stack-lite-00: ” Dual-stack lite broadband deployments post IPv4 exhaustion”.
[11] IETF RFC2766: ” Network Address Translation - Protocol Translation (NAT-PT)”.
[12] IETF RFC4966: ” Reasons to Move the Network Address Translator - Protocol Translator (NAT-PT) to Historic Status”.

[13] IETF RFC2767: ” Dual Stack Hosts using the "Bump-In-the-Stack" Technique (BIS)”.

[14] IETF RFC3338: ” Dual Stack Hosts Using "Bump-in-the-API" (BIA)”.

[15] IETF RFC3089: ”A SOCKS-based IPv6/IPv4 Gateway Mechanism”.

[16] IETF RFC3142: ” An IPv6-to-IPv4 Transport Relay Translator”.

[17] IETF draft-baker-behave-ivi-01: “IVI Update to SIIT and NAT-PT”.
[18] IETF draft-bagnulo-behave-nat64-02: “NAT64: Network Address and Protocol Translation from IPv6 Clients to IPv4 Servers”.
[19] IETF RFC 4215: “Analysis on IPv6 Transition in Third Generation Partnership Project (3GPP) Networks “.
3GPP

SA WG2 TD


