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Introduction
This contribution discusses the management of Allowed CSG List (ACL) when UE accesses a CSG cell of hybrid access mode. It proposes that UE provides the network with a CSG mode indication to allow the network to respond appropriately.
Discussions

NAS mobility management transaction can carry CSG membership information when a UE accesses a CSG cell, either due to being paged, initiating uplink data transfer, initiating a mobile originating call, or initiating a LAU/RAU/TAU procedure (e.g. triggered by normal registration procedure or manual CSG Identity selection). 
· If UE receives an Accept message, UE and network are synchronized that the CSG ID associated with the involved CSG cell shall be in the Allowed CSG List;
· If UE receives a Reject message, UE and network are synchronized that the CSG ID associated with the involved CSG cell shall not be in the Allowed CSG List.
As discussed in TS 23830 v0.4.1, “The management of the UE’s allowed CSG list for closed mode uses an implicit indication of CSG membership with every mobility management transaction between UE and network. Access to hybrid mode H(e)NBs is allowed for every UE/user. Therefore compared to closed mode CSG list management existing mobility management procedures cannot implicitly provide additional functionality about CSG membership when hybrid mode is used according to the stage 1 requirements.”

The reason that the CSG membership information can be implicitly indicated through mobility management transaction when UE accesses a CSG cell of closed access mode is because the network can safely assume that

1. the cell is accessed by the UE as a CSG cell; and
2. the UE knows the CSG ID associated with the involved CSG cell.
If 1) is not true, i.e., UE accesses the CSG cell as if it were a normal cell, then UE would enter (unspecified) abnormal scenarios after the network sends it back a Reject message with CSG related cause value during the mobility management transaction [1].
If 2) is not true, then UE would not be able to add or remove the related CSG ID from its Allowed CSG List, after it receives an Accept or Reject response message in the mobility management transaction, even if CSG related cause value is provided.
Unfortunately, neither 1) nor 2) can be taken for granted when the cell UE tries to access is a CSG cell of hybrid access mode. Hybrid cell is accessible as a CSG cell by UEs which are members of the CSG and as a normal cell by all other UEs. Therefore, when a non-CSG member’s UE starts a mobility management transaction through a hybrid cell, the network doesn’t know if the UE expects a response message 
· based on the mobility management rule for normal registration; or 
· based on the user’s CSG subscription status for manual CSG Identity selection. 
Table 1 lists some possible abnormalities caused by the misunderstanding between the UE and the network.

Table 1 Misunderstanding between the UE and the network
	UE
	Network
	Abnormality

	Performs normal registration
	Reject with CSG cause value
	UE behaviour unknown: ignores Reject and retry registration? enters Limited-Service?

	Manual CSG ID selection
	Accept based on registration
	UE adds CSG ID in ACL


Since Release 8 UE does not see the CSG ID of a hybrid cell, it will not be able to add or remove the related CSG ID from its Allowed CSG List. That is, the network can never be sure that UE’s Allowed CSG List is updated with the addition or removal of the involved cell’s CSG ID, even if it sends UE an Accept or Reject response message with corresponding CSG related cause value.
Since the root cause of all the difficulties is the lack of knowledge on the network side of whether or not UE accesses the hybrid cell as a CSG member, a CSG mode indication provided by UE can directly solve the problem and provide CSG membership functionalities using the mobility management transaction. 

It is proposed that a CSG mode indication is included in the messages Attach Request, LAU/RAU/TAU Request, and Service Request, when a UE accesses a hybrid CSG cell, either due to being paged, initiating uplink data transfer, initiating a mobile originating call, or initiating a LAU/RAU/TAU procedure (e.g. triggered by normal registration procedure or manual CSG Identity selection).
When the CSG mode indication is set to “true”, it indicates that the UE sees the CSG ID associated with the hybrid cell, and accesses the cell as a CSG member. The network shall prepare the response message the same way as if the mobility management transaction takes place because UE accesses a closed mode CSG cell.
When the CSG mode indication is not included (for legacy UE) or is included but set to “false”, it indicates that the cell is accessed by the UE as a normal cell. The network shall not send the Reject message with CSG cause value, the same way as if the mobility management transaction takes place because UE accesses a normal cell.
The advantage of this solution is that the required features for hybrid CSG cell (manual CSG Identity selection, backwards compatibility with legacy UE) are supported by reusing the existing mobility management transaction logic. There is no need to introduce CSG related cause value in every possible response scenario of mobility management to handle access through hybrid CSG cell.
Text Proposal

The following text changes are proposed to TR 23.830 v0.4.1.
Start of the first Change 
6.3.7.2.1.2.x
Solution x: CSG mode indication in request messages
It is proposed that a CSG mode indication is included in the messages Attach Request, LAU/RAU/TAU Request, and Service Request, when a UE accesses a hybrid CSG cell, either due to being paged, initiating uplink data transfer, initiating a mobile originating call, or initiating a LAU/RAU/TAU procedure (e.g. triggered by normal registration procedure or manual CSG Identity selection).

When the CSG mode indication is set to “true”, it indicates that the UE sees the CSG ID associated with the hybrid cell, and accesses the cell as a CSG member. The network shall prepare the response message the same way as if the mobility management transaction takes place because UE accesses a closed mode CSG cell.

When the CSG mode indication is not included (for legacy UE) or is included but set to “false”, it indicates that the cell is accessed by the UE as a normal cell. The network shall not send the Reject message with CSG cause value, the same way as if the mobility management transaction takes place because UE accesses a normal cell.

The advantage of this solution is that the required features for hybrid CSG cell (manual CSG Identity selection, backwards compatibility with legacy UE) are supported by reusing the existing mobility management transaction logic. There is no need to introduce CSG related cause value in every possible response scenario of mobility management to handle access through hybrid CSG cell.
End of the Change 
Reference:
[1] S2-091977, “Support of Manual Selection”, Motorola.
3GPP

SA WG2 TD


