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Introduction

This document proposes an architecture for supporting IMS-capable Home NodeBs subsystem, and is a consolidation of Alternative 3 and Alternative 5 contained in TR 23.832 v0.3.1, and further Alternatives not yet included in the TR (e.g. S2-092110). 
The key principle behind this architecture is that the HNB is enhanced with a SIP UA and with the functionality to support interworking between 24.008 and IMS signalling.
Proposal

The supporting companies propose to include the consolidated architecture as a new alternative into the TR 23.832.

Beginning of change
6.x
Alternative X: Consolidated Architecture with SIP UA in HNB

6.x.1
Reference Architecture

Figure 1.1-1 shows the reference architecture that supports IMS HNBs. 
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Figure 6.x.1-1: Reference Architecture

The IMS capable HNB subsystem provides direct access to IMS through the Hm reference point and provides also access to IMS through the Gi/SGi reference point (not shown in Figure 6.x.1-1). Access to IMS through Gi/SGi is provided for supporting UEs with IMS capabilities. On the other hand, access to IMS through Hm is provided for supporting UEs that use typical CS signalling (based on TS 24.008) for originating/terminating CS services. The IMS HNB provides the necessary interworking functionality that interworks the UE CS signalling (TS 24.008) over Uu with the IMS signalling over Hm. This interworking functionality is similar to the interworking functionality provided by an MSC Server enhanced for ICS, as specified in TS 23.292.
NOTE-1: 
The Hm reference point encompasses only the IMS specific control plane functionality and assumes an underlying IP connectivity between the IMS HNB and IMS. This IP connectivity is provided by the Iuh interface (the lower layers of the protocol stack) between the IMS HNB and IMS HNB GW and by the IP transport between the IMS HNB GW and IMS. Details of this are provided in clause 6.x.4.

Editor’s Note: Whether or not the IMS HNB-GW should also support a direct Iu-cs interface with MSCs not enhanced for IMS HNBs to improve deployment flexibility is FFS.

6.x.2
Functional Elements

6.x.2.1
IMS HNB

For the IMS Capable HNB Subsystem, the HNB, as defined in TR 23.830 [5], is further enhanced to contain a Home User Agent (HUA) function.

The Home User Agent (HUA) function includes a SIP User Agent that operates as per the procedures specified in TS 23.228 [11] and TS 24.229 [12]. The HUA acts as a CS-to-IMS interworking function providing IMS SIP UA behaviour on behalf of a UE that uses CS procedures for voice/video service. Specifically, the HUA does the following:

· Performs IMS registration upon CS Attach.

· Interworks CS session/service control with IMS session/service control over the Hm reference point.  This involves protocol interworking between TS 24.008 [4] Call Control (from/towards the UE) and 3GPP SIP (from/toward the IMS core). Procedures for such interworking are analogous to those defined in TS 23.292 [6] for the MSC Server Enhanced for ICS.
· Interworks CS user plane data with packet media over the IP transport provided by the Iuh reference point.  This involves protocol interworking between CS radio interface data frames and RTP.
· Initiates procedures for handover from IMS HNB to the macro CS network over the Iuh reference point.

· Routes requests for services that do not have an equivalent in IMS or are not otherwise implemented within HUA (e.g., Circuit Switched Data/Fax) to the MSC Server Enhanced for IMS HNB. This assumes the capability within the HUA to determine the appropriate domain to handle the service request that is incoming from the UE; such capability may be informed by operator policy.

· Implements a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]). This assumes the capability within the HUA to configure through operator policies which communication services settings to be interwork with IMS.

Editor's Note: The benefits of a communication service setting conversion function in the HUA instead of the MSC enhanced for IMS HNB is FFS.

6.x.2.2
IMS HNB-GW

The IMS HNB-GW is based on the HNB-GW according to TR 23.830 [5]. For the IMS Capable HNB Subsystem, the IMS HNB-GW provides in addition packet data gateway functionality that supports the Hi reference point. The functionality provided by the IMS HNB-GW for accessing IMS (via Hi) is similar to the functionality provided by a PDG for accessing IMS (via Wi). In other words, the IMS HNB-GW terminates the IPsec tunnel with the IMS HNB (as per TR 23.830) and provides a simple relay/routing function to route IP datagrams between the IMS HNB and IMS.
6.x.2.3
MSC Server Enhanced for IMS HNB

This entity is an MSC Server that has been enhanced to support Single Radio Voice Call Continuity (SRVCC) per TS 23.216 [10] and functions as needed from IMS Centralized Services per TS 23.292 [6]. In addition, this architecture assumes that the MSC Server is further enhanced to support some IMS HNB related functionality. More specifically, the key functions of the MSC Server Enhanced for IMS HNB are to:

· Perform CS Location Updates with CS authentication.  
· Assist the IMS Capable HNB Subsystem in execution of handover to the macro CS network; and interwork CS session/service control with IMS session/service control over the I2 reference point after the session has been transferred to macro CS.

· Satisfy requests for services that do not have an equivalent in IMS (e.g., Circuit Switched Data/Fax) or are not otherwise implemented within HUA.

· As an option, implements a communication service setting conversion function between CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]).
6.x.3
Reference Points

6.x.3.1
Hm reference point

This is the reference point between the HUA and the Proxy-CSCF element that is defined in TS 23.228 [11]. The Hm reference point is based on the Gm reference point as defined in TS 23.002 [9], but without the need of a dedicated IPsec tunnel per HUA, and I2 as defined in TS 23.292 [6]. Signalling messages communicated on the Hm reference point utilize the Iuh and the Hi interface for transport.

IMS authentication of the HUA is achieved inline with the principles of early IMS security according to TS 33.203 [x], whereby a secure binding in the HSS between the IMS HNB identity, IMSI, and the HUA IP address is created and verified before access to IMS from an IMS HNB is authorized. Further details are provided in clause 1.5.1. 

The Hm reference point supports also functionality based on the I3 reference point described in TS 23.292 [6] and it is used to interwork CS signalling (e.g. as described in TS 24.010 [18] for systems based on TS 24.008 [4]) and communication service setting procedures (as defined in TS 24.173 [16]).

6.x.3.2
Hi reference point

This is the reference point between the IMS HNB GW and a packet data network, e.g. the entry point of IMS, RADIUS Accounting or Authentication, DHCP. The Hi reference point is similar to the Gi reference points provided by the PS domain. 
It is used to provide IP access for control plane and user plane of IMS sessions established by the IMS HNB on behalf of the CS UE. Use of the Hi on behalf of a UE that uses CS procedures for voice service obviates the need to establish on behalf of the UE a standard PS domain user context over the Iu-ps reference point. 
IMS services offered by the IMS HNB via the Hi reference point are addressable through the operator's public addressing scheme or through the use of a private addressing scheme.
6.x.3.3
Iuh reference point

This is the reference point between the (IMS) HNB and the (IMS) HNB-GW as defined in TR 23.830 [5]. The Iuh reference point supports the establishment of an IP-based security association between the (IMS) HNB and the (IMS) HNB-GW, and is also used to transport Hm messages to the IMS. 
6.x.3.4
Iu-cs reference point

This is the reference point between the (IMS) HNB-GW and the MSC Server. Enhanced procedures (e.g., for handover to macro cellular) are specified for the HNB and the MSC Server Enhanced for IMS HNB using standard protocols.

Editor’s Note: It is FFS whether Iu-cs has to be enhanced to support the handover procedures.
6.x.4
Protocol Architecture

Figure 1.4-1 presents the user plane protocol stack for CS services (e.g. voice calls) handled in IMS.
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Figure 6.x.4-1: User Plane Protocol Architecture 

The CS user plane is translated in the IMS HNB into RTP traffic (e.g. VoIP) and is securely transported over the Iuh user plane interface to the IMS HNB GW, which provides direct IP access to IMS via the Hi interface. 
NOTE: 
This solution avoids unnecessary tunnelling overhead and PS bearers between the IMS Capable HNB subsystem and SGSN/GGSN or (S-GW/P-GW).

The remote IP layer is used by the HUA to be addressable in the external packet data networks, i.e. it represents the HUA IP address. The IMS HNB GW routes the remote IP packets without modifying them. 

The tunnelling layer (IPSec) is used for secure communication between the (IMS) HNB and (IMS) HNB GW. 

Figure 1.4-2 presents the control plane protocol stack for CS services handled in IMS.
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Figure 6.x4-2: Control Plane Protocol Architecture

The CS control messages for which equivalent IMS functionality exists are translated into IMS/SIP signalling and also transported over the Iuh user plane interface. The IMS signalling is transported transparently through the HNB GW.

Figure 1.4-3 shows the control plane protocol stack for CS services/procedures for which no equivalent IMS services/procedures exist.
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Figure 6.x.4-3: Control Plane Protocol Architecture for Mobility and legacy CS services
This protocol stack is identical to the control plane stack for the general (non-IMS) HNB as described in TS 25.467. 

For the IMS HNB, it is only used for the control of legacy CS services, for which no equivalent IMS service exists, and for CS registration/authentication, mobility management and handover procedures. Further details are provided in the individual information flows in clause 1.5.
6.x.5
Information Flows

6.x.5.1
Registration of CS UE in IMS 
In order to use IMS to provide the services for the CS UE within the IMS HNB coverage, the IMS HNB shall register the CS UE in IMS when the UE camps on the IMS HNB and attaches to the CS network. 
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Fig. 6.x.5.1-1 Registration of CS UE in IMS
1.  
The IMS HNB performs the HNB registration procedure to the HNB-GW according to 3GPP TS 25.467 [8].
2.  
When the UE attempts to access the HNB via an initial NAS message (e.g., LAU or RAU Request) and there is no context in the HNB allocated for that UE, the HNB performs the UE Registration to the HNB-GW according to 3GPP TS 25.467 [8] and the CS update location procedures are executed via the MSC Server enhanced for HNB and HSS (including HLR) and/or previous VLR with standard procedures.
3.  
Upon successful CS Attach, the IMS HNB requests IMS Access Authorization by providing necessary identifying information for the IMS HNB and UE, e.g., HNB Identity, IMSI, etc. 
4.  
The IMS HNB-GW validates that the received HNB Identity, HUA IP address, and IMSI combination correspond to the information stored following the UE Registration in step 2, then forwards the request over Hi to the HSS. This will be based on equivalent procedures as defined for GIBA in TS 33.203 between the GGSN and a RADIUS server associated with the HSS for early IMS security will be executed between the IMS HNB GW and HSS.
5-7. The HSS grants the authorization and stores the HUA IP address after verifying one or more of the following criteria, as established by operator policy:

· access is granted to the user via this IMS based HNB subsystem;

· the user has been authenticated by the CS Core Network; 

· the CS Attach has been performed through the HNB requesting the IMS Access Authorization.

NOTE: 
The HSS behaviour described above is new functionality, and is supportive of an approach to IMS access authentication that is similar in principle to that adopted for ‘early IMS’ security.

8. 
HNB initiates IMS Registration including HUA IP address as the contact address and IMSI derived IMPU. It does not include the authorization header. HNB-GW forwards the Register request to IMS, which will process the request according to already defined early IMS security procedures defined in TS 33.203.
NOTE: 
The HNB-GW implements measures to prevent IMS SIP signalling from an HNB that has not performed a successful IMS Authorization Request procedure.

9. Completion of standard IMS registration procedures. Execution of IMS AKA is bypassed for this registration event. 
6.x.5.2
Voice call origination from an IMS HNB 
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Figure 6.x.5.2-1: Message flow for voice call origination from an IMS HNB
Pre-condition, the UE is already Registered at the HNB according to TS 25.467.

1.
The UE decides to initiate a voice call by using the normal 24.008 CC procedures. The UE establishes a normal RRC connection with the IMS HNB.

2.
The UE sends a CM Service Request as per TS 23.060 [x3], which triggers the establishment of an Iu-cs signalling connection. The IMS HNB receives the CM Service Request and decides to forward this message to the MSC, e.g. in order to perform access control. As per normal procedures, the MSC may decide to authenticate the UE. If the UE is also a CSG capable Rel-8 UE, the MSC performs access control as specified in TR 23.830 in order to confirm that the UE is allowed to use services in the selected CSG cell.

3.
In case the UE is correctly authenticated and authorized to use the selected CSG cell, the normal Security Mode procedure is executed and a security context for this UE is created in the IMS HNB.

4.
The UE sends a Setup message that contains the Bearer Capabilities of the impeding voice call and the MSISDN of the called party, as per TS 24.008.

5.
The IMS HNB decides if the requested service can be provided by IMS. If the requested service can be provided by IMS and if an IMS Registration exists for this UE, the IMS HNB decides to take over the control of this call. 

6.
The IMS HNB sends an Iu Release Request and the Iu-cs signalling connection is released.

7.
The IMS HNB maps the received Setup message to an IMS Invite message and sends this message to IMS. The media transport information in the SDP payload includes the HUA IP address of the IMS HNB.
NOTE: 
All SIP messages go through the IMS HNB GW because the IMS HNB GW is the endpoint of the IPsec tunnel. The IMS HNB GW does not process these messages however; it only serves as a normal IP transport element.
8.
The call is connected with normal interworking procedures between SIP and 24.008.

9.
The user plane is established. The IMS HNB GW does not act as an RTP relay and does not provide RTP functionality. User-plane traffic goes through the IMS HNB GW since the IMS HNB GW terminates the IPsec tunnel.

NOTE: 
LI for VoIMS user plane traffic can take place on HNB GW in the same way this is handled on PDG/GGSN.
6.x.5.3
Voice call termination to an IMS HNB

When a MT voice call request arrives through IMS, an INVITE message is received by the IMS HNB and then interworked to deliver the call to UE as per normal 24.008 CC procedures. This assumes that the IMS HNB have used its HUA IP address (in the Contact header) to register the UE to IMS.

When a MT voice call request arrives through the CS domain, then, either the call can be delivered to UE by using the normal CS call control procedures (via Iu-cs), or the call can be redirected to IMS by using e.g. CAMEL triggers. The UE can be provisioned with Terminating CAMEL Subscription Information in the HSS so that, when a MT call arrives at the MSC, a forwarding number is obtained from gsmSCF and the MSC forwards the call to this number, which points to an IMS network element. The details are FFS.
6.x.5.3.1 
Mobile Terminating Call for a CS UE camped at IMS HNB

Editor’s note: This section assumes that the UE still camps on the IMS HNB when the mobile terminating call arrives. When the mobile terminating call arrives and the UE has moved to a macro CS cell without conducting a LAU is FFS.
The following figure illustrates the voice call termination for a CS UE camped on an IMS HNB.
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Figure 6.x.5.3.1-1: Flows for voice call termination for CS UE at IMS HNB

1. 
An incoming INVITE is received at the S-CSCF of the B-party via the I-CSCF.

2. 
The S-CSCF performs standard service control execution procedures. Filter criteria direct the S-CSCF to send the INVITE to the SCC AS.

3. 
The SCC AS performs terminating access domain selection (T-ADS). The SCC AS chooses the HUA contact address, amongst the registered contact addresses for the UE B, for the setup of the media.

4-7. The IMS HNB uses procedures similar to MSC Server enhanced for ICS [x] to complete setup of control plane and user plane for the terminating IMS session, keeping it transparent to the UE.
6.x.5.4
Idle-Mode Mobility Procedures

Editor’s note: Currently, this section assumes that the macro CS cell and the IMS HNB cell belong to different Location Areas. The procedures applied when the macro CS cell and the IMS HNB cell belong to the same Location Area are FFS.
6.x.5.4.1
Idle-mode mobility from IMS HNB to Macro CS 

When the UE reselects a macro CS cell that belongs to a different location area (e.g. it is controlled by a legacy MSC Server), it sends a LAU to the target MSC Server.
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Figure 6.x.5.4.1-1: Idle-Mode Mobility from IMS HNB to Macro CS

1.
The UE initiates standard location updating procedures toward the CS network.

2.
The CS network performs standard CS location updating and authentication procedures.

3.
The HSS initiates location cancellation procedures towards the source MSC Server that is enhanced for ICS.

4.
On receipt of the Cancel Location, the MSC Server enhanced for HNB triggers the IMS Deregistration procedure (step 4-9) according to clause 7.2.1.3 of TS 23.292 if IMS registered.

5.
The HSS also initiates the IMS Deregistration of the HUA in the IMS HNB according to clause 5.3.2.2.1 of TS 23.228.

NOTE:  This step may occur in parallel to step 3.
6.x.5.4.2.
Idle-mode mobility from Macro CS to IMS HNB 

When the UE enters the IMS HNB coverage, it performs the UE Registration procedure (e.g. a LAU) as defined in clause 5.1 of TS 25.467, which triggers the Registration of the HUA in IMS according to clause 6.x.5.1.
End of change
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9.       Completion of IMS Registration procedures.


1. HNB GW authenticates the HNB and the connection between the HNB and HNB-GW is established.
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5.  HSS verifies that the user is registered via the CS CN and stores the HNB IP Address
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