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Abstract of the contribution: This document explains misunderstanding in GSMA regarding the support for LBO in 3GPP specification and the use of OMR for support of VoIP and proposes a way forward to resolve this misunderstanding.
Background
Recently GSMA has started work in the area of Next Generation Roaming and Interoperability (NGRAI) that looks into roaming aspects of LTE and EPC based networks.  As part of this activity GSMA has reviewed related 3GPP Release 8 and 9 work and created some internal documents. Some of these documents reflect misunderstanding about status of work in 3GPP. GSMA NGRAI understanding is that visited network services is currently a low priority for Release 9 3GPP work and it will not likely be completed in Release 9; They seem to have formulated this opinion based on the reading of TR 23.894. The key areas of GSMA’s misunderstanding are around,
· Support for local break out (LBO) in LTE/EPC and its use with IMS
· Use and need of optimal media routing scenarios as described in 23.894 for VoIMS

3GPP Work Status
Local Break Out
Support for local breakout in the Evolved Packet Core exists starting from release 8.  This support has been documented in TS 23.221 and EPS related specifications both TS 23.401 and TS 23.402. 

TS 23.221 ("Architectural Requirements") states:

“5.4
IP addressing and routing for access to IM-subsystem services

This clause deals with a UE accessing IM CN subsystem services via EPS or GPRS.
A UE accessing IM CN Subsystem services requires an IP address that is logically part of the IM CN subsystem IP Addressing Domain. This is established using an appropriate PDP or EPS Bearer context. It is possible to connect to a P‑GW/GGSN either in the VPLMN or the HPLMN. For routing efficiency this context may benefit from being connected through a P‑GW/GGSN in the visited network. The connection between the UE and the IM CN subsystem (where the P‑GW/GGSN is either in the Home or the Visited network) is shown below:
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Figure 5-5: UE Accessing IM Subsystem Services with P-GW/GGSN in the Visited network via Visited Network IM subsystem
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Figure 5-5a.1: UE Accessing IM Subsystem Services with P-GW/GGSN in the Visited network
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Figure 5-5a: UE Accessing IM CN subsystem Services with P-GW/GGSN in the Home network
The ability of the User plane and the Control Plane for a single IMS session being able to pass through different P‑GWs/GGSNs is not defined in this release.
5.5
Simultaneous access to multiple services

A UE can have multiple services active simultaneously. When the services are part of different IP addressing domains, separate EPS Bearer or PDP contexts and IP addresses are required. The UE shall support multiple IP addresses when simultaneous EPS Bearer or PDP contexts are activated that require separate IP addresses for different addressing domains.

Figure 5-6 shows an example of a connection between a UE and an Internet/Intranet service that is not available in the Visited Network with a simultaneous connection to the Visited Network’s IM Subsystem. In this example, there may be two IPv6 addresses allocated, or one IPv4 address allocated for internet/Intranet access and oneIPv6 address for IM subsystem access.
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Figure 5-6: UE Accessing Home Internet/Intranet Services and Visited Network IM CN Subsystem Services”
Section 4.1 in TS 23.401 clearly states the following
 “Local breakout of IP traffic via the visited PLMN is supported, when network policies and user subscription allow it. Local breakout may be combined with support for multiple simultaneous PDN connections, described in clause 5.10.”

Section 4.2.2 includes following architecture Figures 4.2.2 and 4.2.3 and the text related to the local break out 
“The figures 4.2.2-2 and 4.2.2-3 represent the Roaming with local breakout case with Application Function (AF) in the Home Network and in the Visited Network respectively. The concurrent use of AF's in the home network and AF's in the visited network is not excluded.”
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Figure 4.2.2-2: Roaming architecture for local breakout, with home operator's application functions only
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Figure 4.2.2-3: Roaming architecture for local breakout, with visited operator's application functions only

Section 4.2.3 on reference points include the definition of S9 interface as follows
“S9:
It provides transfer of (QoS) policy and charging control information between the Home PCRF and the Visited PCRF in order to support local breakout function.”

Following parts of Section 4.3.8.2 describes how PDN GW selection works under with local breakout when the two operators have different protocols on S5/S8. 
“If a subscriber of a GTP only network roams into a PMIP network, the PDN GWs selected for local breakout support the PMIP protocol, while PDN GWs for home routed traffic use GTP. This means the Serving GW selected for such subscribers may need to support both GTP and PMIP, so that it is possible to set up both local breakout and home routed sessions for these subscribers.”

“If a subscriber of a GTP only network roams into a PMIP network, the PDN GWs selected for local breakout may support GTP or the subscriber may not be allowed to use PDN GWs of the visited network. In both cases a GTP only based Serving GW may be selected. These cases are considered as roaming between GTP based operators.”

Section 4.4.7 below describes the roles of visited and home PCRF in local break out 
“4.4.7
PCRF

4.4.7.1
General
PCRF is the policy and charging control element. PCRF functions are described in more detail in TS 23.203 [6].

In non-roaming scenario, there is only a single PCRF in the HPLMN associated with one UE's IP-CAN session. The PCRF terminates the Rx interface and the Gx interface.

In a roaming scenario with local breakout of traffic there may be two PCRFs associated with one UE's IP-CAN session:

-
H-PCRF that resides within the H-PLMN;

-
V-PCRF that resides within the V-PLMN.

4.4.7.2
Home PCRF (H-PCRF)

The functions of the H-PCRF include:

-
terminates the Rx reference point for home network services;

-
terminates the S9 reference point for roaming with local breakout;

-
associates the sessions established over the multiple reference points (S9, Rx), for the same UE's IP-CAN session (PCC session binding).

The functionality of H-PCRF is described in TS 23.203 [6].

4.4.7.3
Visited PCRF (V-PCRF)

The functions of the V-PCRF include:

-
terminates the Gx and S9 reference points for roaming with local breakout;

-
terminates Rx for roaming with local breakout and visited operator's Application Function.

The functionality of V-PCRF is described in TS 23.203 [6].”

Section 4.7.5 dealing with PCC usage states the following about QoS authorization under local breakout
“-
For local breakout, the visited network has the capability to reject the QoS authorized by the home network based on operator policies.”
In addition to the above references to various sections of TS 23.401, TS 23.402 also has many sections that describe support for local break out while inter-working with non-3GPP accesses.  For example section 4.1 in TS 23.402 says the following

“The EPC supports local breakout of traffic whether a roaming subscriber is accessing the EPC via a 3GPP or a non 3GPP access network according to the design principles described in clause 4.1 of TS 23.401 [4].”

Other sections of TS 23.402 that describe aspects of local breakout have not been shown in this paper.
In an EPC, the IMS, just like other IP based services would utilize the underlying capabilities of the EPC. A key EPC capability while roaming, is local breakout.  The IMS can leverage this EPC capability and can have more than one viable deployment options. Annex M in TS 23.228 copied below provides two ways of deploying IMS under local breakout. Another possible way is the use of an agreed APN for VoIMS that results in a local breakout. Annex M of TS 23.228 is currently informative as it describes deployment possibilities utilizing other normative specifications within 3GPP and do not have stage 3 impacts in itself. The discussion of business models that these deployments possibilities can support is outside the scope of 3GPP and probably in the responsibility of GSMA. 
Annex M (Informative):
IMS Local Breakout

M.1
P‑CSCF located in visited network

The architectures and flows in this section are only showing EPS. The principles shown are also applicable for GPRS Core Network.

M.1.1
Description

M.1.1.1
Architecture

The architecture for this scenario is shown in figure M.1.1.1
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Figure M.1.1.1: Overall architecture for IMS Local breakout with P‑CSCF located in visited network

Optionally IBCF and TrGW may also be present in the HPLMN according to II‑NNI reference architecture (see Annex K), and thus there will be an Ici reference point between the IBCFs and an Izi between the TrGWs.

M.1.1.2
Flow for originating session

The information flows for originating session for this scenario is illustrated in figure M.1.1.2.
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Figure M.1.1.2: Example scenario with P‑CSCF located in visited network

1.
The UE obtains an IP address from the PDN GW in the visited network according to the procedures specified by the appropriate IP Connectivity Access Network.

2.
The serving PDN GW obtains default PCC rules and associates it with this IP‑CAN. The V‑PCRF and H‑PCRF provides these rules according to TS 23.203 [54].

3.
Using the IP address obtained in step 1, the UE performs IMS registration. This SIP message is routed by the PDN GW in the visited network through the P‑CSCF in the visited network, which was discovered according to the procedures in clause 5.1.1 and Annex E (in case of 3GPP IP Connectivity Access Network), to the S‑CSCF in the home network, via a IBCF also in the home network.

4.
Using the IP address obtained in step 1 in the SDP, the UE initiates a SIP session. The INVITE request is routed by the PDN GW in the visited network through the P‑CSCF to the IBCF in the home network.

5.
If the IBCF decides to route media to home based on operator policy, it then allocates resources in TrGW and alters the offered SDP accordingly.

NOTE 1:
Per operator policy, the IBCF may have other reasons than only address translation to route media home.

6.
IBCF sends the INVITE further to the S‑CSCF, and S‑CSCF continues the session towards the far-end.

7
The 200 OK received from the far-end is sent by the S‑CSCF to the IBCF. If a TrGW was allocated in step 5, then IBCF changes the SDP answer accordingly.

NOTE 2:
Step 7a) If the IBCF decides to anchor the call when it has received SDP answer (e.g. because the MRFP needs to be involved in the user plane or because of other reasons), then step 5 in the procedure starts again, and it re-INVITEs the far-end.

8.
The 200 OK is sent further on to P‑CSCF and PDN GW in the visited network towards the UE.

9.
The P‑CSCF in the visited network also provides the session information to the V‑PCRF in the visited network.

10.
The H‑PCRF in the home network provides PCC rules to the V‑PCRF in the visited network. The V‑PCRF in the visited network provisions PCC rules in the PDN GW in the visited network

11.
Media exchanged between the UE and the far end is now routed either between the PDN GW in the visited network and the far end, thus achieving local breakout mode of operation; or between the PDN GW in the visited network via the TrGW in the home network if step 5 or step 7a happened.

NOTE 3:
Per operator policy, the IBCF may route media home due to other reasons than stated in this specification, thus also giving the possibility to get home routed mode of operation.

M.2
P‑CSCF located in home network

M.2.1
Description

The architectures and flows in this section are only showing EPS. The principles shown are also applicable for GPRS Core Network.

This scenario assumes that both IMS signalling and IMS bearer traffic are anchored in a PDN GW in the Visited network. The Visited PDN GW can be selected either as part of initial Attach or via UE requested connectivity. UE then performs a P‑CSCF discovery according to clause 5.1.1.0.

M.2.1.1
Architecture

The Local Breakout architecture for P‑CSCF at home is shown in figure M.2.1.1.
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Figure M.2.1.1: Overall architecture for IMS Local breakout with P‑CSCF located in home network

M.2.1.2
Flow for originating session

The information flows for originating session for this scenario is illustrated in figure M.2.1.2.
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Figure M.2.1.2: Example scenario with P‑CSCF located in home network

1
The UE obtains an IP address from the PDN‑GW in the visited network, according to the IP Connectivity Access Network procedures.

2
The serving PDN GW (in visited network) obtains default PCC rules, and associates it with this IP‑CAN. The V‑PCRF and H‑PCRF provides these rules according to TS 23.203 [54].

3
Using the IP address obtained in step 1, the UE performs IMS registration. This SIP message is IP-routed by the PDN GW, in the visited PDN, to the P‑CSCF in the home network, which was discovered according to the procedures in clause 5.1.1. When P‑CSCF receives the REGISTER message, it optionally interacts with H‑PCRF to subscribe to signalling bearer state changes.

4
Using the IP address obtained in step 1 in the SDP, the UE initiates a SIP session. The INVITE request is routed from the PDN GW in the visited network, via the visited PDN to the P‑CSCF in the home network.

5
If the P‑CSCF decides to route media to home e.g. due to the need for address translation or due to other reasons, it then allocates resources in IMS AGW and alters the offered SDP accordingly.

NOTE 1:
Per operator policy, the P‑CSCF may have other reasons to route media to the home PLMN.

6.
INVITE proceeds from P‑CSCF to S‑CSCF and onwards.

7.
200 OK is received from the far end by the P‑CSCF. If an IMS-AGW was allocated in step 5, the P‑CSCF changes the SDP answer accordingly.

NOTE 2:
In step 7a) if the P‑CSCF decides to route media home when it receives the SDP answer, then step 5 in the procedures starts again, and it re-INVITEs the far end.

8.
The P‑CSCF provides the session information to the H‑PCRF in the home network.

9.
The 200 OK received from the far-end is sent by the P‑CSCF through the PDN GW in the visited network towards the UE.

10-11.
Based on the IP address included in the session information, the H-PCRF in the home network provides the PCC rules to the V‑PCRF in the visited network. The V‑PCRF in the visited network provisions PCC rules in the PDN GW in the visited network.

12.
Media exchanged between the UE and the far end is now routed either between the PDN GW in the visited network and the far end, thus achieving local breakout mode of operation; or between the PDN GW in the visited network via the IMS AGW in the home network if step 5 or step 7a happened.

NOTE 3:
Per operator policy, the P‑CSCF may route media home due to other reasons than stated in this specification, thus also giving the possibility to get home routed mode of operation.

M.2.2
Address assignment

Home domain and visiting domains can not be managed to share the same private IPv4 address space, and furthermore Rx does not support globally unique addresses (realm information is not supported) which would be needed to handle overlapping private IPv4 address spaces. Therefore, both the address assigned to the UE and the address of the P‑CSCF must be globally unique IP addresses.

If the visited operator cannot assign a globally routable IPv4 address to an individual UE, then an IPv6 address will be assigned, if the UE supports IPv6.

M.2.3
IPv4 - IPv6 interworking

In a dual-stack IMS environment, an SDP offer to an UE with a single IP address may offer a media bearer over the IP version not supported by the UE. For such a call to succeed, a NAPT‑PT capable media relay is needed to be inserted in the media path. The alternatives for this are: to deploy either IMS‑AGWs either in home or visited network; or TURN servers in visited network.

To use IMS‑AGWs in the home network is the way the home operator is able to control whether the IMS user plane traffic shall be routed home or not in this scenario. Thus, it is possible to do NAPT‑PT, but it will be done in the home network, which means all traffic that needs interworking will be home routed.

To use TURN servers requires all IPv6 terminals to support TURN IPv4 - IPv6 interworking, and that the visited network supports TURN IPv4 - IPv6 interworking.

NOTE:
Since IPv4 - IPv6 interworking must be done on IPv6 side, IPv6 originating sessions to IPv4 UEs may need an extra INVITE because first INVITE may fail.

M.2.4
NAT traversal

Although this scenario assumes globally routable IP addresses, there is still a possibility that end users may use residential NAT/firewalls before connecting to EPS.

Annex G describes two methods how NAT/FW may be supported, if the UE accesses IMS using an IP address of a local private network.”

Optimal Media Routing

TR 23.894 is not a document that deals with IP media routing in general. It focuses on certain use cases that are not specific to VoIMS only. LBO as described in EPC specifications TS 23.401 and TS 23.402 is a key form of optimal media routing that IMS leverages. In addition normal IP packet routing techniques also ensure optimal routing in general. Other key areas of optimal media routing are deployment related (e.g. direct interconnect amongst operators) and therefore outside the scope of 3GPP work and GSMA for example has have been working in that area like IPX.  Annex B of TR 23.894 has hinted on these aspects. It would therefore be wrong to conclude that 3GPP has to do something specific to support optimal media routing for VoIMS and because of these perceived 3GPP specification gaps VoIMS in visited network is not viable.  
Conclusion
It is proposed that SA2 
· Agree that in current EPC specifications, visited services are supported and they are given low priority in Release 9 (as suggested by some GSMA documents).

· Agree that support for local breakout in EPC is completely specified in 3GPP Release 8 and Release 9.

· Agree that IMS can leverage EPC local break out in more than one ways as discussed in this paper. If necessary and agreed the informative Annex M in TS 23.228 can be changed to normative. 
· Agree that the business models that various possible IMS deployments with local breakout can support are outside the scope of EPC specification work.

· Agree that TR 23.894 does not provide general commentary on support of OMR over IP or for IP traffic over EPC or for VoIMS over EPC. Other tools for optimal routing as listed below already exist.
· LBO provides a form of OMR in EPC.

· Normal IP routing provides a form of OMR in general for any traffic using IP networks.
· Operator direct interconnects, IPX, etc. provide OMR as well in general

· Communicate these understandings to GSMA NGRAI by a LS.
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