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**** FIRST PROPOSED CHANGE ****
9.8
Interworking with the IMS

9.8.1
Standard Location Request using a SIP-URI

An external LCS Client shall use the same interface to the LCS Server regardless of the target UE's identity.

If a location request from an external LCS client uses a SIP-URI as the target UE's identity, the requesting GMLC shall invoke a LIMS-IWF (Location IMS Interworking Function) to route the request to the user's home network. This routing mechanism may use standard technologies like pre-configuration of destination addresses or DNS lookups to determine the address of a LIMS-IWF in the home network of the user. The interface between two LIMS-IWF in different networks shall be Lr.

If the LIMS-IWF in the home network is not co-located with the home GMLC, it shall use the same interface towards the home GMLC as the requesting GMLC, i.e. the Lr interface. The LIMS-IWF in the home network has to determine the HSS serving the user. This may be done e.g. by a Dh SLF query or the HSS address is known to the LIMS-IWF through configuration. The LIMS-IWF retrieves the MSISDN from the HSS through Sh Pull and use MAP Send Routing Info for LCS to get the home GMLC IP address from the HLR/HSS. Afterwards the LIMS-IWF in the home network can forward the LCS service request (including the target UE's MSISDN) on the Lr interface to the home GMLC.

The following figure shows the principle call flow when a GMLC receives a location request where the target UE's identity is an IMS Public User Identity (SIP-URI).
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Figure 9.9:
MT-LR procedure for IMS Public User Identities

1.
An external LCS Client requests the current location of a target UE from a R-GMLC using the Public User Identity (SIP-URI) associated with the target UE.

2.
The R-GMLC selects a LIMS-IWF in the requesting network. The LIMS-IWF address may be pre-configured or DNS is used for this purpose. The R-GMLC forwards the LCS service request to the requested LIMS-IWF via Lr interface.

3.
The LIMS-IWF in the requesting network determines the LISM-IWF address in the home network. This may be done by using a pre-configured address or by DNS. The requesting LIMS-IWF forwards the LCS service request to the home LIMS-IWF via Lr interface.

4.
The home LIMS-IWF queries the SLF via Dh interface to get the HSS address (using the Dh interface to retrieve the HSS address is an option).

5.
The home LIMS-IWF retrieves the HSS address from the SLF via Dh SLF Response.

6.
The home LIMS-IWF queries the HSS via Sh PULL (including the SIP-URI) to get the user's MSISDN.

7.
The home LIMS-IWF retrieves the user's MSISDN from the HSS via Sh PULL Response.

8.
The LIMS-IWF uses MAP Send Routing Info for LCS to get the H-GMLC address from the HLR/HSS.

9.
The LIMS-IWF retrieves the H-GMLC address from the HLR/HSS.

10.
The LCS service request is forwarded to the H-GMLC through Lr interface.

11.
The H-GMLC performs the privacy check.

12.
The H-GMLC queries the HLR/HSS using MAP Send Routing Info for LCS to get the V-GMLC address.

13.
The H-GMLC retrieves the V-GMLC address from the HLR/HSS.

14.
The H-GMLC forwards the LCS service request to the V-GMLC.

15.
The standard MT-LR procedure is performed.

16.
The LCS service response is send from the V-GMLC to the H-GMLC.

17.
The H-GMLC performs the privacy check.

18.
The LCS service response is send from the H-GMLC to home LIMS-IWF.

19.
The LCS service response is send from the home LIMS-IWF to the requesting LIMS-IWF.

20.
The LCS service response is send from the requesting LIMS-IWF to the R-GMLC.

21.
The LCS service response is send from the R-GMLC to the external LCS Client.

9.8.2
Standard Location Request using a TEL-URL

IF a location request from an external LCS client uses a TEL-URL as the target UE's identity, the requesting GMLC shall convert the TEL-URL into a MSISDN, use this MSISDN in the location request as the target UE's address and continue with the MT-LR procedure for the PS domain.

9.8.3
Mobile Originated Location Requests in the IMS

Mobile Originated Location Requests will not specifically require IMS interworking and therefore are not covered within this specification.
9.8.4
IMS Emergency Location Procedure

A common procedure to support location and PSAP/Emergency Centre selection for any type of access network is shown in TS 23.167 [36a] “Retrieving Location information for Emergency Session”. The procedure may be used dependent on the access type and the requirements of the applicable regulatory authority.




























































































































�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1133692924.vsd
LIMS-IWF (Requesting)�

2. LCS Service Request�

3. LCS Service Request�

LCS Client�

GMLC (Requesting)�

SLF�

4. Dh SLF Query�

5. Dh SLF Resp�

LIMS-IWF (Home)�

1. LCS Service Request�

HLR/HSS�

6. Sh PULL �(SIP-URI)�

7. Sh PULL Resp (MSISDN)�

8. Send Routing �Info for LCS (MSISDN)�

9. Send Routing �Info for LCS Ack�

�

GMLC �(Home)�

GMLC �(Visited)�

10. LCS Service Request�

14. LCS Service Request�

12. Send Routing �Info for LCS (MSISDN)�

13. Send Routing �Info for LCS Ack�

15. MT-LR procedures for PS Domain�

16. LCS Service Response�

17. Privacy check�

18. LCS Service Response�

11. Privacy check�

19. LCS Service Response�

20. LCS Service Response�

21. LCS Service Response�


_1201625958.doc


  GMLC







  RDF







  LRF







 12. Emergency Location Response







 11. Emergency Location Request







10. Emergency session is released







 9. Location Information







8. Obtain Updated UE Location







3. Obtain Initial UE Location







 7. Request for Location Information







 6. Location Information







5. Emergency session Establishment







 4. Emergency Location Response







 2. Emergency Location Request







 1. SIP INVITE







UE







LCS Client







E-CSCF







Access



Network












