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Introduction

This contribution analyses the solutions proposed for Open and Hybrid access mode H(e)NB support and attempt to  complete the design.
Discussion

In order to support Open and Hybrid access mode H(e)NB in R9, several basic aspects including Allowed CSG List management, Admission control, Access mode indication need to be decided. This paper analyses the proposed solutions for these aspects and attempt to draw a conclusion.
1. Allowed CSG List management
Two solutions are proposed for the UE’s local allowed CSG list management. 
Solution 1 proposes to define a new accept cause value to indicate whether the UE is a member of the CSG advertised by the hybrid cell. The UE then updates the local allowed CSG list based on the specified accept cause value.
Solution 2 proposes to add a CSG ID of hybrid mode cells to the UE’s local Allowed CSG List only by application level method.

The argument for solution 1 which may be considered as an advantage over solution 2 is: a new CSG member of this hybrid CSG can update the UE’s local Allowed CSG List immediately when the first access request is accepted. And then the UE can prioritize this CSG cell during cell selection/reselection. 
But solution 1 requires adding new parameter into all NAS accept message. Thus pre-R9 UEs can not recognize the new parameter and perform corresponding action. Besides, the service request procedure has no accept message. This means if the UE initiates Service Request procedure, the network can not indicate the membership to it in solution 1. So solution 1 can’t fully resolve the problem. This means even if solution 1 is adopted, a CSG member can not always update its local Allowed CSG List and prioritize corresponding hybrid CSG cell. So solution 1 does not have advantage over solution 2.
Furthermore, this new parameter is always included in the accept message even if the UE has already updated its Allowed CSG List. In this case, this parameter is useless to the UE. And the UE has to perform redundant action to check its Allowed CSG list which will cost time and battery. So solution 1 has disadvantage compared to solution 2.
Based on above reason, and to simplify the implementation, the proposal is to accept solution 2 for Allowed CSG List management issue.
2. Admission control aspect

There are two solutions proposed for the issue of admission control for hybrid mode H(e)NB. 

The Radio Admission Control (RAC), as defined in TS36.300, is to admit or reject the establishment requests for new radio bearers. In order to do this, RAC takes into account the overall resource situation in E-UTRAN, the QoS requirements, the priority levels and the provided QoS of in-progress sessions and the QoS requirement of the new radio bearer request. The Radio Admission Control (RAC) function is located in the eNB.

Solution 1 proposes the MME/SGSN/MSC to use different admission control thresholds for CSG and non CSG members. This implies the RAC function should be performed at the MME/SGSN/MSC. As the S1-flex is supported by H(e)NB, the resource situation of E-UTRAN/UTRAN, the QoS requirements of in-progress sessions should be communicated to all the MME/SGSN/MSC which have S1/Iu connection with the H(e)NB. When a bearer is established/modified/released by the request from a MME/SGSN/MSC, the H(e)NB should also communicated the new resource situation to other MMEs/SGSNs/MSCs for admission control. This will introduce large signaling between the H(e)NB and the MME/SGSN/MSC and make the H(e)NB and CN nodes inefficient. 
In solution 2, MME, SGSN or MSC provides an indication to the H(e)NB whether the UE is a CSG member or not. Based on this information the H(e)NB performs differentiated admission control and rate control for CSG and non-CSG members. The solution is consistent with the RAC function and easy to implementation. The conclusion is to adopt solution 2 for the admission control issue for hybrid mode H(e)NB.
3. Access mode indication
For the introduction of hybrid and open access mode H(e)NB in R9, the network entity performing access control and paging optimization functions need to know the access mode of H(e)NB to treat the H(e)NB appropriately.
As the R8 H(e)NB which is in closed access mode only reports its CSG ID to the network, no access mode parameter is defined in R8, the network shall consider the H(e)NB is in closed access mode when only the CSG ID is received without the access mode parameter.
When the access mode parameter is received along with the CSG ID, the network shall treat the H(e)NB according to the received access mode.

For the access mode is hybrid or open, the network will not perform access control. 
Proposal

The following changes are proposed to TR 23.830 v0.4.1.
1st Change 
6.3.7
Architectural issue – Open and hybrid access mode H(e)NB support
6.3.7.1
Description
There are three modes for H(e)NBs for Rel-9, namely:

-
Closed access mode: H(e)NB operates as a CSG cell.

-
Hybrid access mode: H(e)NB operates as a CSG cell where at the same time, non-CSG members are allowed access.
-
Open access mode: H(e)NB operates as a normal cell, i.e. non-CSG cell. 
There are four main issues related to support of hybrid mode: 

-
management of the UE’s Allowed CSG list

-
preferred resource allocation for CSG members by H(e)NBs that operate in hybrid mode.

-
indicating the access mode to other network entities

-
diversion of established communication for a non-CSG member when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources

6.3.7.2
Sub-issues

6.3.7.2.1
Sub-Issue 1 – Management of the UE’s Allowed CSG list

6.3.7.2.1.1
Description

The following requirements related to hybrid CSG cells have been agreed by SA1:

-
Manual and automatic CSG selection applies to Hybrid access mode H(e)NBs 
-
Upon registration the network shall indicate whether the UE is a member of the CSG. If the UE is a member of the CSG, the UE shall add the CSG identity to the User CSG list, unless that identity is already present in the list.

The management of the UE’s allowed CSG list for closed mode uses an implicit indication of CSG membership with every mobility management transaction between UE and network. Access to hybrid mode H(e)NBs is allowed for every UE/user. Therefore compared to closed mode CSG list management existing mobility management procedures cannot implicitly provide additional functionality about CSG membership when hybrid mode is used according to the stage 1 requirements.
6.3.7.2.1.2
Solutions

6.3.7.2.1.2.1
Solution 1: Manual CSG selection and UE Allowed CSG list management

For open access mode, the H(e)NB is not a CSG cell, so there is no impact on CSG list management. 

For hybrid access mode, we propose to define a new accept cause value to indicate whether the UE is a member of the CSG advertised by the hybrid cell for attach and location area updating procedures (LAU/RAU/TAU). The MME, MSC/VLR or SGSN includes the accept cause in the NAS signalling response to indicate that the UE is a member of a CSG cell. The UE then updates the User CSG list based on the specified accept cause value if it is not already present in the CSG list.

Editor’s note: It is FFS whether a UE’s knowledge that it is a member of a CSG impacts any UE behaviour, and therefore whether this new cause value is needed.

6.3.7.2.1.2.2
Solution 2: UE Allowed CSG list management by OTA/OMA DM
It is proposed to add any CSG IDs of hybrid mode cells to the UE list of allowed CSGs only by OTA/OMA DM. The acceptance of mobility management procedures (Attach, LAU, RAU, TAU) does not add any CSG ID to the UE’s allowed CSG list when these procedures are performed via a CSG cell that indicates hybrid mode. If the network rejects a mobility management procedure in a hybrid mode CSG cell with a CSG related cause value the CSG ID is removed from the UE list of allowed CSGs.

It may be considered as a drawback that a CSG member’s UE, until its allowed CSG list is updated by OTA/OMA DM, will not perform the preferential selection of that CSG. As a non-member the UE is able to select that cell automatically because any UE gets access to a hybrid mode cell.

The advantage of this solution is that hybrid mode CSG support can be introduced without upgrading the large number of cases of successful mobility management signalling scenarios between UE and network for differentiating whether it is CSG related or not.

6.3.7.2.1.3
Evaluation

Two solutions are proposed for this issue. To simplify the implementation, solution 2 is adopted. It means that adding a CSG ID of hybrid mode cells to the UE’s local Allowed CSG List is performed only by OTA/OMA DM. 
6.3.7.2.2
Sub-Issue 2 – Admission control and rate control for hybrid access mode
6.3.7.2.2.1
Description

If a HNB/HeNB operates in hybrid access mode, to minimise the impact on CSG members of communications established by non-CSG members, it shall be possible for the network to reduce the data rate of established PS communication of non-CSG members. It shall also be possible for the network to follow different admission control policies for CSG and non-CSG members.
The preferred resource allocation for CSG members by hybrid mode H(e)NBs does not require any enhancements of the signalling between UE and network. The mobility management procedures are not affected by it. 

6.3.7.2.2.2
Solutions

6.3.7.2.2.2.1
Solution 1
As CSG related access control are performed in MME/SGSN/MSC, it is appropriate for the MME/SGSN/MSC to use different admission control thresholds for CSG and non-CSG members when the CSG operates in hybrid mode and to be capable of reducing data rate of PS communication established by non-CSG members.
6.3.7.2.2.2.2
Solution 2
When the UE context is established in the H(e)NB, the MME, SGSN or MSC provides an indication to the H(e)NB whether the UE is a CSG member or not. Based on this information the H(e)NB performs differentiated admission control and rate control for CSG and non-CSG members.
Any additional information for differentiated handling of CSG and non-CSG members (i.e. admission thresholds and AMBR-like thresholds for non-CSG members) is configured locally in the H(e)NB per operator policy.  

In case of changes of the CSG membership status (e.g. expiry of temporary CSG membership), it should be possible for the Core Network node to convey this change to the H(e)NB dynamically.
6.3.7.2.2.3
Evaluation
Two solutions are proposed for this issue. Solution 1 requires MME/SGSN/MSC to support additional admission control function and will cause frequent signaling on Iu/S1 interface. Thus solution 2 is adopted for the admission control issue for hybrid access mode H(e)NB.
6.3.7.2.3
Sub-Issue 3 – Indicating the access mode to other network entities

6.3.7.2.3.1
Description

Network entities use the CSG ID of the CSG cell to perform operations like access control at a CSG cell. The network entity performing these operations are already required to know the CSG ID of the H(e)NB to function correctly. What needs to be understood is how the access mode is also communicated to these entities?
6.3.7.2.3.2
Solutions

6.3.7.2.3.2.1
Solution 1: Indicating the access mode to other network entities
Network entities use the CSG ID of the CSG cell to perform operations like access control and paging optimization for the CSG cell. The network entity performing these operations is already required to know the CSG ID of the H(e)NB to function correctly.

If the access mode (closed/hybrid/open) is communicated along with the CSG ID, then the network entity will know how to treat the H(e)NB appropriately. A H(e)NB in open access mode does not have a CSG ID and only needs to communicate the access mode.

For example, for performing access control, the network entity will know whether to check if the CSG ID of the H(e)NB is in the UE’s subscription data based on the reported mode of the H(e)NB. For closed mode the network entity needs to perform access control based on the CSG ID, while for open or hybrid access mode this check is not needed.

H(e)NB adds the H(e)NB access mode together with the CSG ID of the current CSG cell in RANAP/S1-AP signalling when UE initiates NAS message to access the network. The network entity uses these parameters to perform access control. HNB registration procedure is used to report the CSG ID(s) and the access mode of HNB to the HNB GW for paging optimization. Depending on whether HeNB GW is deployed, S1 setup procedure reports the CSG ID(s) and the access mode of HeNB to HeNB GW or the network entity for paging optimization.

Note: The details of indicating CSG ID and access mode of H(e)NB to network entity only cover solution 1.
6.3.7.2.3.3
Evaluation
As the R8 H(e)NB which is in closed access mode only reports its CSG ID to the core network, no access mode parameter is defined in R8, the core network shall regard the H(e)NB as closed access mode when the CSG ID is received without the access mode parameter.

When the access mode parameter is received along with the CSG ID, the network shall treat the H(e)NB according to the received access mode.

6.3.7.2.4
Sub-Issue 4 – Diversion of established communication for a non-CSG member
See section 6.3.2 for description, solutions and evaluation.
6.3.7.3
Evaluation

See section 6.3.7.2.1.3, section 6.3.7.2.2.3, section 6.3.7.2.3.3, section 6.3.2.3 for the evaluation of Allowed CSG List management, admission control, access mode and diversion sub-issues.
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