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Start of the first change

4.8.2.1
Access Network Discovery and Selection Function (ANDSF)

The ANDSF contains data management and control functionality necessary to provide network discovery and selection assistance data as per operators' policy. The ANDSF shall respond to UE requests for access network discovery information and may be able to initiate data transfer to the UE, based on network triggers.

NOTE 1:
In this Release, the OMA DM Push mechanism may not work in all possible scenarios and the ANDSF may not always be able to initiate a session to the UE.

NOTE 2:
The usage of ANDSF capabilities is intended for scenarios where access-network level solutions are not sufficient for the UE to perform Network Discovery and Selection of non-3GPP technologies according to operator policies.

The ANDSF shall be able to provide the following information:

1)
Inter-system mobility policy:

-
The inter-system mobility policy is a set of operator-defined rules and preferences that affect the inter-system mobility decisions taken by the UE. The UE uses the inter-system mobility policy to:

(i)
decide when inter-system mobility is allowed or restricted; and

(ii)
to select the most preferable access technology type or access network that should be used to access EPC.


For example, an inter-system mobility policy may indicate that inter-system handover from E-UTRAN access to WLAN access is not allowed. It may also indicate e.g. that WiMAX access is more preferable to WLAN access.

-
The inter-system mobility policy may be provisioned in the UE and may be updated by the ANDSF based on network triggers or after receiving a UE request for network discovery and selection information.

-
The inter-system mobility policy identifies which access technology type or which specific access network is mostly preferable for EPC access. It shall be able to indicate:

-
If a specific access technology type is preferable to another (e.g. WiMAX is preferable to WLAN).

-
If a specific access network identifier is preferable to another (e.g. WLAN SSID‑1 is preferable to WLAN SSID‑2).

-
The inter-system mobility policy identifies also when inter-system mobility is allowed or restricted. It shall be able to indicate:

-
If inter-system mobility is restricted from one access technology type to another (e.g. handover from WiMAX to WLAN is restricted).

-
If inter-system mobility is restricted when certain conditions are met.

-
Validity conditions, i.e. conditions indicating when a policy is valid (such conditions may include e.g. a time duration, a location area, etc.). The validity conditions may also indicate when the UE shall request for new policies.

-
The inter-system mobility policy indicates whether the operator-preferred list of access networks or access technology types for EPC access, shall take precedence over corresponding user-preferred list, when automatic access network selection is used.

2)
Access network discovery information:

-
Upon UE request, the ANDSF may provide a list of access networks available in the vicinity of the UE for all the access technology types requested by the UE (if any requested).

-
The ANDSF provides information for access networks that are available to the UE including:

-
the access technology type (e.g. WLAN, WiMAX).

-
the radio access network identifier (e.g. the SSID of a WLAN).

-
other technology specific information, e.g. one or more carrier frequencies.

-
validity conditions, i.e. conditions indicating when the provided access network discovery information is valid (such conditions may include e.g. a location).

-
The UE may retain and use the access network discovery information provided by the ANDSF until new/updated information is retrieved.

Subject to operator’s configuration, the ANDSF may obtain the permanent UE identity, e.g. based on the security solution specified in TS 33.402 [45].

There are two types of information provided by the ANDSF, i.e. the inter-system mobility policy and the access network discovery. The ANDSF may provide both types of information or only one of them.

The H-ANDSF selects the inter-system mobility policies and the access network discovery information to be delivered to the UE according to the operator requirements and the roaming agreements. If the permanent UE identity is known to the H-ANDSF, and subject to operator’s configuration, the available subscription data (e.g. the list of access networks, or access technology types, the UE is authorized to use, etc.) may also be used by the H-ANDSF for selecting the inter-system mobility policies and the access network discovery information.

The V-ANDSF selects the inter-system mobility policies and the access network discovery information to be delivered to the UE according to the operator requirements and the roaming agreements.

The UE shall be able to send access network information to the ANDSF about access networks it discovers and are not part of the access network information sent by the ANDSF. The UE does not need to initiate a new transaction with the ANDSF to report this information. The UE shall be able to store this information and send it next time it requests access network information from the ANDSF. The ANDSF shall be able to modify its access network database information with access network information provided by the UE, when such information can be trusted.
Editor’s note: The time elapsed since the UE detects there is a discrepancy and it reports it to the ANDSF may invalidate the data as it cannot be guaranteed the access network discovered is still there after long periods of time.  It is FFS how to deal with this issue. 
Editor’s note: It is implementation specific and out of scope of this specification to determine when access network information sent by the UE can be trusted.
The UE shall select the most preferable available access network for inter-system mobility based on the received / provisioned inter-system mobility policies and user preferences. When automatic access network selection is used, the UE shall not initiate a connection to the EPC using an access network indicated as restricted by inter-system mobility policies.

NOTE 3:
The user may manually select the access technology type or access network that should be used by the UE; in such a case the inter-system mobility policies are not taken into account.

When roaming, it shall be possible for the UE to resolve potential conflicts between the policies provided by the H‑ANDSF and the policies provided by the V‑ANDSF.

The ANDSF shall be able to limit the amount of information provided to the UE based e.g. on the UE's current location, UE capabilities, etc. The ANDSF shall be able to limit the load caused by the UE initiated requests towards the ANDSF.

The H‑ANDSF in the subscriber's home operator network may interact with other databases such as the HSS user profile information residing in subscriber's home operator network. Details of such interaction with these databases are not described in this Release of the specifications.

Inter-system mobility policies and access network discovery information may also be statically pre-configured by the operator on the UE. The inter-system mobility policies and access network discovery information provided to the UE by the ANDSF take precedence on the inter-system mobility policies and access network discovery information pre-configured on the UE.

End of the first change

Start of the second change

4.8.3
Reference Points

S14
This reference point is between UE and H‑ANDSF / V‑ANDSF for direct queries via pull. It enables dynamic provision of information to the UE for access NW discovery and selection procedures related to non-3GPP and 3GPP accesses. It also enables the UE to send information on access networks it discovers and is not part of the access network information it received from the ANDSF. This dynamic provision shall be supported with Pull (UE-initiated session) and with Push (ANDSF-initiated session), if feasible. Communication over S14 is secured as specified in TS 33.402 [45].

Protocol assumption:

-
S14 interface is realized above IP level.

End of the second change
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