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Abstract of the contribution: This contribution proposes a new interface between the ANDSF and the HSS for the ANDSF to retrieve subscriber specific information and upload ANDSF specific access selection policies. 
1.
Introduction

Discussion on the use of subscription data by the ANDSF started at SA2#72 meeting. Document number S2-092367 proposed to have an interface between ANDSF and HSS. However, nothing was concluded on such interface. Instead, some companies requested specific examples on what/how HSS subscriber information may be used by the ANDSF. Finally, it was agreed that “the available subscription data may be used by the H-ANDSF for selecting inter-system mobility policies and access network discovery information”.
In this contribution we provide some examples on information stored in HSS/AAA that may be used by the ANDSF to provide access network discovery information and selection policies. And, we conclude that such an interface is needed in the roaming and non-roaming case in order to provide a consistent user experience.  
2.
Discussion

In order to maintain a consistent user experience, the ANDSF shall be able to access information data from the HSS/AAA server before sending access network information and network selection policies. Here we provide some examples on how the information stored in the HSS/AAA may be used and its relationship with ANDSF functionality. The examples here provided are not intended to be an exhaustive list. The amount and type of data the ADNSF may need to access, depends on the policies and access network information the operator decides to send to different users based on subscription data and service definitions. Defining policies for access network selection is out of scope of this contribution.
· I-WLAN Service Data – I-WLAN service data includes, among other information, the list of authorised visited networks, whether WLAN subscription is authorised and the list of W-APN the user has services available. This information, when available, shall be used by the ANDSF to select the right set of policies and access network discovery information to be sent to the UE. For the purpose of efficiency, polices on preferred access networks, sent by the ANDSF, should not conflict with policies used for access network authorisation, enforced by the AAA server. For example, the ANDSF shall only give higher priority to WLAN access over 3GPP access for those users which WLAN subscription is authorised. Contrary to do so, the UE will periodically try to attempt to connect to a WLAN access and the authorisation will fail, consuming much battery on the process. 
Note: ANDSF should provide policies and access network discovery information associated not only to I-WLAN but also to other access network technologies. If such information exists in the HSS/AAA, the ANDSF shall retrieve it and apply it. If such information is stored in a database other than the 3GPP HSS/AAA and standardization of such subscriber database is not the responsibility of 3GPP, specification of the interface between the ANDSF and such database is out of scope of this specification. 
· PS Service Data – Among other information, the HSS stores information related to “barring of packet oriented services”. To maintain a consistent user experience, the ANDSF shall not send a policy to the UE where 3GPP access is preferred over I-WLAN access if packet oriented services are barred from 3GPP access for this subscription. If the ANDSF sent such policies it would result in bad user experience behaviour as the UE would drain its battery trying to access the 3GPP access as authorization will be denied.
Something that was not discussed at SA2#72 is whether the ANDSF shall store subscriber information in the HSS. For the same reasons the ANDSF shall be able to retrieve subscriber information that affect other services (such as I-WLAN and PS service data), the ANDSF shall make inter-system mobility policies available in the HSS for other network entities to retrieve them if considered necessary. For example, preferred access network selection policies sent by the ANDSF may conflict with IMS Service Continuity access selection policies. 
3.
Conclusion

These examples support the idea that a new interface between ANDSF and HSS/AAA is required for the ANDSF to retrieve subscription data related to other services (e.g. I-WLAN) already stored in the HSS/AAA. If such interface does not exist, the ANDSF does not have means of knowing subscriber data and policies used by existing services (e.g. access network authorization). Such interface shall re-use existing procedures as much as possible.

Given that this interface is required to provide good user experience and the use cases here presented are valid for both roaming and non-roaming case, this new interface shall be present in both roaming and non-roaming scenarios.
The ANDSF shall be able to store subscriber specific access selection policies in the HSS.  

4. Proposal
Start of the first change

4.8.1
Architecture for Access Network Discovery Support Functions

The following architecture may be used for access network discovery and selection. The support and the use of these functions and interfaces are optional.




[image: image2.emf] 

UE  

H - ANDSF  

S14  

3GPP IP Access or  

Trusted/Untrusted  

Non - 3GPP IP  

Access   

HSS /AAA  

S15  


Figure 4.8.1.1-1: Non-Roaming Architecture for Access Network Discovery Support Functions
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Figure 4.8.1.1-2: Roaming Architecture for Access Network Discovery Support Functions

The architecture is based on a new network element called Access Network Discovery and Selection Function (ANDSF). An ANDSF element located in the home PLMN of a UE is referred to as the Home-ANDSF (H‑ANDSF) for this UE, whereas an ANDSF element located in the visited PLMN of a UE is referred to as the Visited-ANDSF (V‑ANDSF) for this UE. Unless otherwise specified, the term ANDSF is used to refer to both an H‑ANDSF and a V‑ANDSF. Details about the ANDSF functionality and its interaction with the UE are provided in clause 4.8.2.1.

The ANDSF is an optional element in the network architecture and thus a UE may or may not be able to interact with an H‑ANDSF and/or with a V‑ANDSF.

The UE-ANDSF interaction can take place via any 3GPP or non-3GPP access technology that can be used by the UE to access EPC.

End of the first change

Start of the second change

4.8.2
Network Elements

4.8.2.1
Access Network Discovery and Selection Function (ANDSF)

The ANDSF contains data management and control functionality necessary to provide network discovery and selection assistance data as per operators' policy. The ANDSF shall respond to UE requests for access network discovery information and may be able to initiate data transfer to the UE, based on network triggers.

NOTE 1:
In this Release, the OMA DM Push mechanism may not work in all possible scenarios and the ANDSF may not always be able to initiate a session to the UE.

NOTE 2:
The usage of ANDSF capabilities is intended for scenarios where access-network level solutions are not sufficient for the UE to perform Network Discovery and Selection of non-3GPP technologies according to operator policies.

The ANDSF shall be able to provide the following information:

1)
Inter-system mobility policy:

-
The inter-system mobility policy is a set of operator-defined rules and preferences that affect the inter-system mobility decisions taken by the UE. The UE uses the inter-system mobility policy to:

(i)
decide when inter-system mobility is allowed or restricted; and

(ii)
to select the most preferable access technology type or access network that should be used to access EPC.


For example, an inter-system mobility policy may indicate that inter-system handover from E-UTRAN access to WLAN access is not allowed. It may also indicate e.g. that WiMAX access is more preferable to WLAN access.

-
The inter-system mobility policy may be provisioned in the UE and may be updated by the ANDSF based on network triggers or after receiving a UE request for network discovery and selection information.

-
The inter-system mobility policy identifies which access technology type or which specific access network is mostly preferable for EPC access. It shall be able to indicate:

-
If a specific access technology type is preferable to another (e.g. WiMAX is preferable to WLAN).

-
If a specific access network identifier is preferable to another (e.g. WLAN SSID‑1 is preferable to WLAN SSID‑2).

-
The inter-system mobility policy identifies also when inter-system mobility is allowed or restricted. It shall be able to indicate:

-
If inter-system mobility is restricted from one access technology type to another (e.g. handover from WiMAX to WLAN is restricted).

-
If inter-system mobility is restricted when certain conditions are met.

-
Validity conditions, i.e. conditions indicating when a policy is valid (such conditions may include e.g. a time duration, a location area, etc.). The validity conditions may also indicate when the UE shall request for new policies.

-
The inter-system mobility policy indicates whether the operator-preferred list of access networks or access technology types for EPC access, shall take precedence over corresponding user-preferred list, when automatic access network selection is used.

2)
Access network discovery information:

-
Upon UE request, the ANDSF may provide a list of access networks available in the vicinity of the UE for all the access technology types requested by the UE (if any requested).

-
The ANDSF provides information for access networks that are available to the UE including:

-
the access technology type (e.g. WLAN, WiMAX).

-
the radio access network identifier (e.g. the SSID of a WLAN).

-
other technology specific information, e.g. one or more carrier frequencies.

-
validity conditions, i.e. conditions indicating when the provided access network discovery information is valid (such conditions may include e.g. a location).

-
The UE may retain and use the access network discovery information provided by the ANDSF until new/updated information is retrieved.

The UE shall select the most preferable available access network for inter-system mobility based on the received / provisioned inter-system mobility policies and user preferences. When automatic access network selection is used, the UE shall not initiate a connection to the EPC using an access network indicated as restricted by inter-system mobility policies.

NOTE 3:
The user may manually select the access technology type or access network that should be used by the UE; in such a case the inter-system mobility policies are not taken into account.

There are two types of information provided by the ANDSF, i.e. the inter-system mobility policy and the access network discovery. The ANDSF may provide both types of information or only one of them, according to the operator requirements and according to the roaming agreements.

When roaming, it shall be possible for the UE to resolve potential conflicts between the policies provided by the H‑ANDSF and the policies provided by the V‑ANDSF.

The ANDSF shall be able to limit the amount of information provided to the UE based e.g. on the UE's current location, UE capabilities, etc. The ANDSF shall be able to limit the load caused by the UE initiated requests towards the ANDSF.

The ANDSF shall be able to retrieve user profile information and subscription data from HSS/AAA. Such interaction shall be possible in both roaming and non-roaming cases. 
The ANDSF may upload to the HSS inter-system mobility policies.
Inter-system mobility policies and access network discovery information may also be statically pre-configured by the operator on the UE. The inter-system mobility policies and access network discovery information provided to the UE by the ANDSF take precedence on the inter-system mobility policies and access network discovery information pre-configured on the UE.

4.8.3
Reference Points

S14
This reference point is between UE and H‑ANDSF / V‑ANDSF for direct queries via pull. It enables dynamic provision of information to the UE for access NW discovery and selection procedures related to non-3GPP and 3GPP accesses. This dynamic provision shall be supported with Pull (UE-initiated session) and with Push (ANDSF-initiated session), if feasible. Communication over S14 is secured as specified in TS 33.402 [45].
S15
This reference point is between ANDSF and HSS/AAA for the ANDSF to retrieve subscriber profile information. This reference point is also used by the ANDSF to upload inter-system mobility policies to the HSS. 
Protocol assumption:

· S14 interface is realized above IP level.

End of the second change
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