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Abstract of the contribution: The contribution describes how the ANDSF can retrieve user subscription information from HSS concluding that a new interface between ANDSF and HSS is needed. 
1 Introduction
In last meeting we agreed that subject to operator’s configuration the ANDSF may obtain the permanent UE identity, i.e. the when the GBA bootstrap is performed the BSF shall be able to send to the ANDSF the UE-identity, and then the ANDSF may build policies based on user subscription information. 
1.1 Which information does ANDSF need?

The point is which information the ANDSF needs. The ANDSF provides to the UE the network selection and inter-system policies information, which are a list of preferred access technology with priority, a list of forbidden access technology, other access specific information, etc. This information can be stored in the ANDSF itself or many of them are already available from the HSS and it is already transmitted to the MME via S6a interface, to the SGSN via S6d interface, or to the 3GPP AAA server via SWx. For example the 3GPP AAA server receives  from the HSS the list of the RATs that the UE has subscribed, the indication if the UE can access to the Non-3GPP access, while the MME receives
 the indication of which service can be used (Operator Barring), Access Restriction, RAT-Frequency-Selection-Priority-ID, list of allowed APNs, etc.

This subscriber information can be used to build the policies on a per UE basis, for example for a UE that does not have the subscription for the Non-3GPP services, the ANDSF shall not send any policy which indicates to select the Non3GPP. In fact, in case that the ANDSF send such indication within the inter-system mobility policy, the UE will try to perform the handover, but the authentication request will be rejected by the 3GPP AAA server, since the UE is not allowed to attach from a Non-3GPP access. In another scenario for a UE that has the subscription for some RATs, e.g. 3GPP and WLAN, if the ANDSF send network selection policies including the WiMAX or HRPD the authentication will be rejected. The information to perform this tuning of the on a per UE basis could be transported by already defined AVP, such as the RAT-type AVP and the Non-3GPP-IP-Access AVP.

From these two simple examples, it can be concluded that user subscription information helps the ANDSF to refine the policies to be sent to a user according to its subscription avoiding misbehaviour and bad user experience. In addition the usage of indication from HSS allows to have coherent information shared between ANDSF, MME, SGSN, 3GPP AAA server.

1.2 How does ANDSF get user subscription information?
We had discussed without reaching any conclusion, how the ANDSF can retrieve the user subscription information. The options are :
· Pre-configured on the ANDSF

· Retrieve from the HSS

· Retrieve from the SPR

· ANDSF is one of the front-end of the UDC

The following is some discussion based on these four options:

Option1:

In the first option, i.e. pre-configured polices per each user, the operator shall configure the policies per each single user in the ANDSF. In this scenario the operator needs to carefully avoid to introduce inconsistency between the policies configured within the ANDSF and other policies present for example in the HSS. In fact, the HSS is configured with the RAT-type permitted and forbidden for the UE. This information is send to the 3GPP AAA server during UE authentication from the a N3GPP access, as defined in TS 29.273, so the ANDSF shall not send policies to a UE which are not consistent, otherwise the UE can perform an inter-system mobility on a RAT not allowed receiving a reject during HO procedure.

Option2:

The ANDSF can retrieve user information from the HSS. In Rel-8 TS 23.401 and TS 23.060 the HSS send user’s subscription information to the MME and to SGSN during authentication procedure; In Rel-8 TS 23.402, the HSS sends user’s subscription information to the 3GPP AAA server in push/pull mode when needed. For example the HSS sends to the 3GPP AAA server information describing if the User has a subscription for the Non-3GPP access, which are the allowed NON-3GPP access, if the APN can be used and which APN, the list of RAT, etc using the Non‑3GPP‑User‑Data
 AVP (see TS 29.273 Rel-8):

While the HSS send on S6a to the MME a more reach subset of information (see TS 29.272) such as RAT-Frequency-Selection-Priority-ID , Operator-Determined-Barring , HPLMN-ODB , etc . In addition the HSS can be also connected to the AS via the Sh interface to provide information related to the user (see TS 29.329).
There are two ways for ANDSF to be connected with HSS: in the first one the ANDSF is connected with HSS directly (sub-option 1); in the other the ANDSF is connected with HSS via 3GPP AAA Server (sub-option2). For Sub-option 2, the SWx interface needs to be extended to transport additional information not only related to the Non-3GPP. Moreover, such  interface seems unnecessary in case UE performs 3GPP access. So the sub-option1 is more consistent for any access. 
Option3:

The SPR has been defined for the PCC framework, but up to now the specification of  it is not yet initiated. 
Option4:

The CT4 has started the definition of the UDC with the scope to define common user database for user information, which can be used by several entities, such as HSS, HLR, SPR. For the time being the ANDSF is not considered as a possible Front end of the UDC, however in line of principle the ANDSF needs to use customer information which are common to the other entities, such as HSS and HLR, so it might be considered as part of the UDC. If the ANDSF is a front-end of the UDC, in roaming scenario it should be define how a vANDSF can retrieve information from the UDC in home network. In this case the SA2 shall ask to the CT4 to consider the ANDSF within the UDC framework and also to define how the V-ANDSF can retrieve user information from the Home UDC.

1.3 Does V-ANDSF need user information?
Above we have discussed from which element the ANDSF can retrieve user information and which information the ANDSF need. Considering the roaming scenario, it was discussed whether vANDSF shall retrieve the user subscription information or the V-ANDSF can use local information. For example, if the ANDSF retrieves from the HSS the RATs subscribed by the customer (e.g. a customer has a subscription from 3GPP and WLAN access, while another customer for 3GPP only, etc), it can send policies including only the subscribed access avoiding attach attempts from access not allowed which will be rejected by HPLMN. 
In case that the HPLMN defines the different policies for VPLMN on per UE basis and the vANDSF is connected to the HSS to obtain user information., the final policy sent from vANDSF to UE is the result of the combination of user subscription information obtained from HSS and the policy pre-configuration on the vANDSF. The UE shall resolve more easily the conflicts between policies sent from HPLMN and from VANDSF, since the information is aligned with the subscription. Instead if the policy used in VPLMN is not on per UE or the UE does not get UE identity, it is not necessary to obtain the policy from HSS.
1.4 Conclusion
Since the request and transport of user information from the HSS is already define for several interfaces, we propose to add a new interface between the ANDSF and the HSS with the scope to retrieve user information. The ANDSF shall be able to support the interface towards the HSS.
However, for the roaming scenarios, we propose whether the vANDSF connects with HSS to obtain the user information is based on roaming agreement. Furthermore, since the ANDSF can get UE identity per network operator preferences, in case that the ANDSF does not get any UE identity for any UE, the interface with the HSS could be avoided. Thus, the interface between HSS and ANDSF can be deployed according to operator preference.
	Option
	Pros
	Cons

	Pre-configured on the ANDSF
	No need of any additional interface
	Duplication of configuration in ANDSDF and in other network element including user information, such as HSS with possible inconsistency of information.
The vANDSF can not pre-configured with information related to UE, since the VPLMN can not have any subscription information about the UE.

	Retrieve from the HSS
	Single provisioning element.

The ANDSF can be configured with additional information not present in HSS

The stage 3 Diameter AVP to retrieve user information already defined other similar interface such as SWx, S6a, Sd interface.

In roaming scenario V​ANDSF could be  connect to HSS, as MME in VPLMN is connected to HSS.
	New interface between HSS and ANDSF

	Retrieve from the SPR
	Single provision element

The ANDSF can be configured with additional information not present in SPR


	New interface between SPR and ANDSF

The Sp interface and SPR is not yet specified.
To be defined if and how the V‑ANDSF can retrieve information from the SPR.

	ANDSF is one of the front-end of the UDC
	A UDC as single point of provisioning of user information

No need of new interfaces.
	To be defined if  and how the V‑ANDSF can retrieve information from the UDC
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Figure 1: Architecture revision

2    Proposal
Considering the above comparison, we propose the following:

· to add a new interface between the ANDSF and HSS with the scope to retrieve user information.

· The interface between the Home ANDSF and the HSS can be optional deployed according to operator needs.
Note: If per operator configuration the ANDSF never receives UE identity the ANDSF is never able to retrieve and it does never need subscriber information.
· The interface between the Visited ANDSF and the HSS can be optional deployed according to operator needs and roaming agreement.

The CRs implementing the above proposal are in contributions S2-093331 and S2-093332
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� The user subscription information are updated by the HSS in the MME or SGSN with the Diameter command Insert Subscriber Data Request (see TS 29.727).


� The Non-3GPP-User-Data AVP is composed by following element:[ Subscription-ID ], [ Non-3GPP-IP-Access ], [ Non-3GPP-IP-Access-APN ], *[ RAT-Type ], [ Session-Timeout ], [ MIP6-Feature-Vector ], [ AMBR ], [ 3GPP-Charging-Characteristics ], [ Context-Identifier ], *[ APN-Configuration ], [ Trace-Info ], *[ AVP ]
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