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Purpose

To propose a recommendation for providing access technology related guidance when making an emergency call.

Discussion

TS 23.167 [2] specifies that a UE can be redirected to use PS for initiating an emergency registration and subsequent emergency session request. However, multimode UE can support multiple PS RATs and multiple PS RATs can be available at the location where the UE is at. Not all of the PS RATs may support IMS emergency services. Some RATs may indicate that they support emergency services. Others may not.
Take the use case of when a UE is IMS registered via an I-WLAN, the UE may make an emergency call.  That RAT in that area may not support emergency call and the UE may choose another RAT that again may exhibit the same behaviour.  Per TR 23.868 when the UE makes an emergency call it would be advantageous to inform the UE of RATs where emergency services are either available or not available.

In an alternative situation, of when a UE performs an IMS emergency registration via an I-WLAN, that RAT in that area may not support emergency services and the UE may choose another RAT that again may exhibit the same behaviour. Likewise, it would be advantageous to inform the UE of RATs where emergency services are either available or not available.

In order to aid in the discussion the information flow from TR 23.868 has been included below.  
It has been noted that a UE may have used an IPSec tunnel per TS 24.234 to reach the PDG in the HPLMN.  The P-CSCF would need to be aware of where the UE is else it might return a list of RATs that are local to the HPLMN but not the VPLMN.  Therefore in order to solve this situation per the information flow below it is proposed that if the UE has RAT information available to it that it provides it to the IMS.  Other information available could be geographic location information, cellID etc.  So more location specific information possible would improve the IMS cores ability to redirect the UE.  In cases where no location / RAT information was available then the IMS core would provide no addition help back.
Requirements exists for the case where when the UE performs emergency call and it is aware it is roaming that it needs to perform a scan (1st quote TS 24.234) and if the UE is connected to the HPLMN per an IPsec tunnel that it needs to terminate it and create a new tunnel.
TS 24.234

5.2.5.3
Automatic PLMN selection mode procedure for emergency case

Automatic PLMN selection shall take place as described in subclause 5.2.4 however if the WLAN UE also supports GERAN and / or UTRAN the WLAN UE shall ensure that the PLMN selected via I-WLAN, is in the same country as that discovered as the result of performing a wideband GERAN and / or  UTRAN scan .ie. the WLAN UE shall correlate the available PLMN country codes via GERAN/UTRAN with those available via I-WLAN.  If no GERAN and / or UTRAN networks are discovered as a result of performing the wideband scan, the WLAN UE shall select any PLMN supporting the emergency service realm in an implementation dependent way.  For cases where no PLMN is advertised supporting the emergency specific realm, UE shall select any PLMN in an implementation dependent way.

……

8.2.1.8 WLAN UE procedures for the Emergency Case

In the case where emergency calls will be established over the I-WLAN tunnel, the procedures as described in subclauses 8.2.1.2 and 8.2.1.3, 8.2.1.6 and 8.2.1.7 above shall apply with the following additions:

For the purpose of making an IMS emergency call, the WLAN UE may reuse an existing I-WLAN tunnel only if the WLAN UE is not roaming (i.e. not accessing via a VPLMN).

NOTE 1:
In case PDG and P-CSCF are in different countries, a notification will be sent back to the UE that the emergency IMS registration is required and therefore UE cannot reuse existing I-WLAN tunnel for an emergency call.
NOTE 2:
When UE selects W-APN at tunnel set up the operator identifier contains either the HPLMN or VPLMN id.

If no suitable I-WLAN tunnel is available, then WLAN UE shall initiate the tunnel establishment as described in subclause 8.2.1. The WLAN UE shall build the emergency W-APN as described in 3GPP TS 23.003. For the non roaming case (i.e. WLAN UE has direct connectivity to HPLMN) the WLAN UE shall construct the W-APN with the W-APN OI corresponding to the HPLMN. In the roaming case (i.e. WLAN UE has connectivity to the HPLMN via a VPLMN), WLAN UE shall build the W-APN with W-APN OI corresponding to the VPLMN. 

Additional authentications to an external AAA Server shall not apply. WLAN UE shall therefore not use procedures described in subclause 8.2.1.3.2.

TR 23.868

6.5.3
Information Flows

Detailed information flows could be added to TS 23.167 [2] showing enhanced IMS emergency redirection.
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Figure 6.5.3-1: Handling of enhanced IMS emergency redirection indicator

1.
The user initiates an emergency call. Optionally the UE could perform a wide band search and provide indicators for wide bands RATs available at the location the UE is at.

2.
The UE sends a SIP INVITE request with an emergency identifier, and if the UE as a result of selecting the RAT to make an emergency call had performed a wideband scan, the UE includes indicators for wide bands RATs available at the location the UE is at, to the IMS core.

3.
The IMS core determines IMS emergency services are not supported and returns a 380 (Alternative Service) response with:

-
the type set to "emergency";

-
optionally, an indication, IMS emergency registration required as a result of emergency session establishment attempt; and

-
optionally, an indication, a domain switch to another PS RAT required as a result of lack of support for IMS emergency services in the presently tried domain. The indication may be: use these RAT type or don’t use these RAT types.
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