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Introduction

TS 23.203 Rel-8 specifies in Annex L that local configuration according to roaming agreements in H-PCRF and OCS is used to detect whether event reporting is restricted or not by the VPLMN. This document discusses the problems that the solution based on static configuration presents and proposes to improve it. 
Discussion

The solution based on static configuration in the PCEF and OCS presents some problems that should be addressed in Rel-9:
· A static configuration in the OCS and the PCRF should be based on the VPLMN identifier. The VPLMN identifier is not always provided by the PCEF. For example in case 2a (as defined in 23.203, section 7.1), the only information about the serving NW is the CoA that the serving NW has allocated to the UE. The VPLMN identifier must therefore first be derived by the PCEF e.g. by using the CoA and a pre-configured mapping table from IP address ranges to PLMN-id before it can beprovided to the OCS and PCRF. 
· Another problem that the solution based on static configuration presents is that the pre-configured mapping table for all possible PLMNs support of PCC must be syncronized between the PCRFs and OCS instances in the HPLMN. This means that a centralized OAM system is required to perform the task to configure and maintain all the H-PCRF’s and the OCS with up to date information. In deployment scenarios where some A-GW in a PLMN support Gxx and some A-GWs do not, the mapping tables become even more complex since they may have to include the full IP addresses of the A-GWs. 

· In addition, limited PCC in the VPLMN implies a problem for the AF that cannot be resolved by the solution based on static configuration described in Annex L. Since H-AF is unaware of whether event reporting is fully provided by the H-PCRF or not, the H-AF will always act as if full event reporting can be always provided.  However, in a limited PCC scenario where event reporting is restricted and cannot be provided by the BBERF in the VPLMN. CT3 has already solved how this problem for Rx protocol (as stated in C3-090754).
Proposal

Based on the discussion the following solution is proposed:

1. The PCEF informs the PCRF by the use of a new indicator whether QoS Reservation capabilities are supported or not at the PCEF. The PCEF supports QoS Reservation capabilities if GTP is used as mobilty protocol.  
2. The PCRF then determines, based on the QoS Reservation Capabilities, if a Gateway Control Session is required or not in order to provide event reporting and dynamic QoS control. The following logic is applied: 

a. If a Gateway Control Session is required but no Gateway Control Session was established, the PCRF informs the PCEF and the OCS (via the PCEF) that event reporting is restricted for the IP-CAN session (limited PCC).

b. If a Gateway Control Session is required and a Gateway Control Session was estabished or if a Gateway Control Session is not required (i.e. GTP is used), then the PCRF informs the PCEF and the OCS (via the PCEF) that event reporting is not restricted for the IP-CAN session.
3. The PCRF informs the AF in case event reporting is restricted for an AF session. The AF shall not attempt to subscribe to event reports that cannot be reported over Rx.  
4. Later, if due to mobility the PCRF detects that event reporting and dynamic QoS control is again possible then the AF and the OCS via PCEF are notified. 
5. In order to maintain backward compatibility the HPCRF applies local configuration, as described in Annex L in 23.203 Rel-8, if the PCEF does not inform about its QoS Reservation Capabilities over Gx interaface. The OCS may also apply local configuration, as described in Annex L in 23.203 Rel-8, if no information about event reporting in the VPLMN is received over Gy interface. 

An example of how the proposed solution is shown below in Figure 1. In the example case 2b applies, the PCEF informs that QoS reservation capabilties are not supported then the PCRF detects that a Gateway Control Session is required and exists and informs the OCS that event reporting is possible. At a later stage, the AF provides service session information to the PCRF due to AF signalling, then the PCRF stores the session information and reports that event reporting is possible for that AF session.
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Figure 1. Example of detection and reporting of event reporting and dynamic QoS for the IP-CAN session
The proposed solution is documented in S2-093130 that shows the proposed changes to 23.203 9.0.0.
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